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CENTRAL BANK OFNIGERIA(ANTI-MONEY LAUNDERING AND 
COMBATINGTHE FINANCINGOFTERRORISM IN BANKSANDOTHER 

FINANCIAL INSTITUTIONS IN NIGERIA) REGULATIONS, 2013 

~ 

~ 

ARRANGEMENT 01’ REGlILATIONS 

Regula/ion: 

PART I-OBJECTIVES, Scoru AND AI’I’Llt’ATIONS 

I . Objective 
2. Scope 

3. Application 

PART II-ANTI-MoNEY LAUNDERING AND COMBATIN(; 
rue FINANCING OF TERROIUSM DII{E(TIVES 

4. AMLlCFT Institutional Policy Framework 

5. Risk Assessment 

6. Risk Mitigation 
7. Designation and Duties of AMLlCFT Compliance Officer 

8. Co-operation with Competent Authorities 

PART III-OFI’ENCES, MEASURES AND SANCTIONS 

9. Scope. of Offences 

10. Terrorism Financing Offences 
II. Targeted Financial Sanctions Related to Terrorism Financing and 

Proliferation. 

12. Limitation of Secrecy and Confidentiality Laws 

PART IV-CUSTOMER DUE DILiGENCE, HIGIIER RISK CUSTOMERS 
AND ACTIVITIES OF POLITICALLY EXPOSED PERSONS 

13. Customer Due Diligence (’CDD’) Measures 

14. Identification and Verification of Customers’ 

15. Verification of Beneficial Ownership 
16. Application of Enhanced Due Diligence to Higher Risk Customers 

and Activities 
17. Attention to High Risk Countries 
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21. 

22. 
? ... c s, 

24. 
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26. 

27. 

28. 

29. 

30. 
31. 

32. 

Politically Exposed Person (PEP) 

Cross-Border and Correspondent Banking 

New Technologies and NOli face-to-face Transactions 

Money or Value Transfer (MVT) Services 

Foreign Branches and Subsidiaries 

Wire Transfers 

Simplified Due Diligence Applicable to Lower Risk Customers, 
Transactions or Products 

Timing of Veri tic at ion 

Existing Customers 

Failure to Complete COD 

Reliance on Intermediaries and Third Parties on COO Function 

PART V-MAINTENl\NC[ Of' RECORDS 

Maintenance of Records on Transactions 

Attention on Complex and Unusual Large Transactions 

Suspicious Transaction Monitoring 

Procedure for the Monitoring and Reporting of Suspicious Transactions 

PART VI-MONf'[-ORING, INTERNAL CONTROLS, PROIIIBITIONS 

AND SANCTIONS 

34. 

33. Internal Controls, Compliance and Audit . 

Sanctions and Penalties for Non-Compliance 

35.’ Prohibition of Numbered or Anonymous Accounts, Accounts in 
Fictitious Names and Shell Banks 

36. Other Forms of Reporting 

37. AMLlCFT Employee-Education and Training Programme 

38. Monitoring of Employee Conduct 

39. Protection of Staff who Report Violations 

40. Additional Areas of AM LlCFT Risks 

41. Additional Procedures and Mitigants. 

42. Testing for the Adequacy of the AMLlCFT Compliance 

43. Formal Board Approval of the AMLlCFT Compliance 
44. Culture of Compliance 

PART VII-GuiDANCE ON KNOW YOUR ClJSTOMEJ( (KYC) 

45. Three Tiered KYC Requirements 

46. Duty to Obtain Identitication Evidence 
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47. Nature and Level of the Business 

48. Application of Commercial Judgment 

49. Identi fication 

50. Factors to Consider in Identification 

51. Time for Veri fication of Identity 

52. Verification ofIdentity 

53. Exceptions 

54. Additional Verification Requirements 

55. Identification of Directors and other Signatories 

56. .Joint Account Holders 

57. Verification of Identity for High Risk Business 

58. Duty to Keep Watch of Significant Changes in Nature of Business 

59. Verification of Identity of Person Providing Funds for Trust 

60. Savings Schemes and Investments in Third Parties’ Names 
q I. Personal Pension Schemes 

62. 

63. 
Timing of Identification Requirements 

Consequence of Failure to Provide Satisfactory Identification Evidence 
. Identification Procedures 

New Business foe Existing Customers 

Certification ofIdentification Documents 

.~: ,'" 
64. 

65. 

66. " I '. ~, :.; 

67. Recording Identification’ Evidence 
68. Concession in Respect of Payment" Made by Post 

69. Term Deposit Account (’TDA’) 

•70. Investment Funds 

PART VIII-GENERAL INFORMATION 

71. Establishing Identity 

72. Private Individuals - General Information 

73. Private Individuals Resident in Nigeria 
74. Documenting Evidence of Identity 

75. Physical Checks on Private Individuals Resident in Nigeria 
76. Electronic Checks 

PART IX-FINANCIAL EXCLlJSION f'OR TilE SOCIALLY lll{ 

FINANCIALLY DISADVANTAGE!) AI'I'L1CANTS 

77. "Financial Exclusion" for the Socially or Financially Disadvantaged 
Applicants Resident in Nigeria 



78. Private Individuals not Resident in Nigeria 

79. Non face- to-face Identification 

80. Refugees or Asylum Seekers 

81. Students and Minors 

82. Quasi Corporate Customers 

PIIRT X-TRlJST, POLlCY, RECEIPT liN/) PAYMENT 01" FUNDS 

83. Trust, Nominees and Fiduciaries 

84. Off-shore Trusts 

85. Conventional Family and Absolute Nigerian Trusts 

86. Receipt and Payment of Funds 

87. Identification of new Trustees 

88. Life Policies Placed in Trust 

89. Powers of Att~rney and Third Party Mandates 

PIIRT XI-ExECUTORSIIII’, CLIENT ACCOlJNTS, UN-INCORPOlu,fm 

liND CORPORIITED ORGANIZATIONS 

90. Executorship Accounts 

91. "Client Accounts" Opened By Professional Intermediaries 

92. Un-incorporated Business or Partnership 

93. Limited Liability Partnership 

94. Pure Corporate Customers 

95. The Identity of a Corporate Company 
96. Non face-to-face Business 

97. Public Registered Companies 

98. Private Companies 

99. Higher Risk Business Applicant 

100. Higher Risk Business Relating to Private Companies 

101. Foreign Financial Institutions 

) 02. Bureau De Change 

103. Designated Non-Financial Businesses and Professions (DNFBPs) 

) 04. Occupational Pension Schemes 

) 05. Registered Charity Organizations 

) 06. Religious Organizations (ROs) 

107. Three - Tiers of Government and Parastatals 

) 08. Foreign Consulates 
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109.' Intermediaries or other Third Parties to Verify Identity or to Introduce 
Business 

PART XII-INTRODUCTIONS, ApPLICATIONS AND 

FOREIGN INTERMEDIARIES 

110. Introductions from Authorized Financial Intermediaries 

I I I. Wri tten Appl ications 

112. Non-Written Application 

113. Foreign Intermediaries 

114. Corporate Group Introductions 

115. Business Conducted by Agents 

116. Syndicated Lending 

117. Correspondent Relationship 

118. Acquisition of One Financial Institution and Business by Another 

119. Vulnerability of Receiving Bankers and Agents 

120. Categories of Persons to be Identified 
121. Applications Received through Brokers 
122. 

123. 

i24. 

125. 

Applications Received from Foreign Brokers 

Multiple Family Applications 

PART XIII-LINKED TRANSACTIONS, FOREIGN ACCOUNTS AND 

INVESTMENT 
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'.',"'.' . 

Linked Transactions 

Foreign Domiciliary Account (FDA) 
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126. Safe Custody and Safety Deposit Boxes 
127. Customer’s Identity Not Properly Obtained 

128. Exemption from Identification Procedures 

129. One-off Cash Transaction, Remittances and Wire Transfers 

130. Re-investment of Income 
131. 

132. 

133. 

Amendment or Revocation of these Regulations 
Interpretation 

Citation 

... 

SCHEDULES 
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S. I. No. 16 of 2013 

CENTRALBANKOFNIGERIA(ANTI-MONEYLAUNDERINGAND 
COMBATING THE FINANCING OFTERRORISM IN BANKSAND OTHER 

FINANCIAL INSTITUTIONS IN NIGERIA) REGULATIONS, 2013 

. In exercise of the powers conferred upon me by the provisions of section SI(I) of 
the Banks and Other Financial Institutions Act, 2004 and all other powers enabling me 
in that behalf, I, S"NUSI LAMIOO SANUSI, Governor of the Central Bank of Nigeria, make 
the following Regulations- 

[ 29th August. 2013] Commence- 
ment. 

PART I-OBJECTIVES, SeOI'E AND ApPLICATIONS 

1. The objectives of these Regulations are to› 

(a) provide Anti-Money Laundering and Combating the Financing of 
Terrorism ("AMLlCFT") compliance guidelines for financial institutions under 
the regulatory purview of the Central Bank of Nigeria ("CBN") as required by 
relevant provisions of the Money Laundering (Prohibition) Act, 2011 (as 
amended), the Terrorism Prevention Act, 20 11 (as amended) and other relevant 
laws and Regulations; 

(b) enable the CBN to diligently enforce AMLlCFT measures and ensure 
effective compliance by financial institutions; and 

(c) provide guidance on Know Your Customer ("KYC") measures to assist 
financial institutions in the implementation of these Regulations. 

2.-( 1) These Regulations cover the relevant provisions of the Money S,cope:, " . 
Laundering (Prohibition) Act, 2011 (as amended), the Terrorism Prevention Act, 
2011 (as amended) and any other-relevant laws or Regulations. 

Objective. 

(2) These Regulations cover- 

(a) the key areas’ of Anti-Money Laundering and Combating the Financing 
of Terrorism (AMLlCFT) Policy; 

(b) development• of Compliance Unit and function’; 

(c) Compliance Officer designation and duties; 

(d) the requirement to co-operate with the competent or supervisory 
authorities; 

(e) conduct of Customer Due Diligence; 

(j) monitoring and filing of suspicious transactions to the Nigerian Financial 
Intelligence Unit ("NFIU") and other reporting requirements; 

(g) reporting requirements; 

(h) record keeping; and 

(i) AMLlCFT employee training. 

3. These Regulations shall apply to banks and other financial institutions in Application. 
Nigeria within the regulatory purview of the Central 3ank of Nigeria. 



AMUCTT 
I nstit utional 
Policy 
Framework. 

Risk 
Assessment. 

P,\RT II-ANTI-MONEY LAllNDERING ANI) COMHATIN(i 

'1111'. FIl'ANCING OF TI'IUWRISM 01 RECTIVES 

4.-( I) A financial institution shall adopt policies stating its commitment to 
comply with Anti-Money Laundering (’AML’) and Combating Financing of 
Terrorism (,CFT’) obligations under subsisting laws, regulations and regulatory 
directives and to actively prevent any transaction that otherwise facilitates criminal 
activities, money laundering or terrorism. 

(2) A tinancial institution shall formulate and implement internal controls 
and other procedures to deter criminals from using its facilities for money 
laundering and terrorist financing. 

(3) Financial Institutions shall adopt a risk-based approach in the identification 
and management of their AMLlCFT risks in line with the requirements of these 
Regulations. 

(4) Financial Institutions shal I comply promptly with requests made pursuant 
to current AMLlCFT legislations and provide information to the Central Bank of 
Nigeria ("CBN"), Nigeria Financial Intelligence Unit (,’NFIU") and other competent 
authorities. 

(5) Financial Institutions shall not in any way inhibit the implementation of 
the provisions of these Regulations and shall co-operate with the regulators and 
law enforcement agencies in the implementation of a robust AM LlCFT regime in 
Nigeria. 

(6) Financial institutions shall. render statutory reports to appropriate’ 
authorities as required by law and shall guard against any act that will cause a 
customer or client to avoid compliance with AMLlCFT Legislations. 

(7) Financial institutions shall identify, review and record other areas of 
potential money laundering and terrorist financing risks not covered by these 
Regulations and report same to the appropriate authorities. 

(8) Financial institutions shall reflectAMLlCFT policies and procedures in 
their strategic policies. 

(9) Financial institutions shall conduct on-going Due Diligence and where 
appropriate, enhanced Due Diligence on all business relationships and shall obtain 
information on the purpose and intended nature of the business relationship of 
their potential customers. 

(10) Financial institutions shall ensure that their employees, agents and 
others doing business with them, clearly understand the AMLlCFT programme. 

5. A financial institution shall- 

(CI) take appropriate steps to identify, assess and understand its Money 
Laundering (’ ML’) and the Financing of Terrorism (’ FT’) risks for customers, 
countries or geographic areas of its operations, products, services and delivery 
channels; 



(h) document its risk assessments profile ; 

(c) consider all relevant risk factors before determining theoverall level of 
risk and the appropriate level and type of mitigation to be applied; 

(d) keep the assessments in this regulatioin up to date; and 

(e) have the appropriate mechanisms to provide risk assessments reports 
to regulatory, supervisory and competent authorities, and Self-Regulatory 
Organizations (’SROs’). 

6. A financial institution shall- 

(a) have policies, controls and procedures which are approved by its board 
of directors to enable it manage and mitigate the risks that have been identi tied 
(either by the country or by the financial institution) ; 

(h) monitor the implementation of the controls in this regulation and enhance 
them, where necessary; and 

(c) take enhanced measures to manage and mitigate the risks where higher 
risks are identified. 

, . _, 
.' .. 

7.-{ I) A financial institution shall designate itsAMUCFT Chief Compliance 
"Officer with the relevant competence, authority and independence to implement 
the institution’s AMUCFT compliance programme. 

(2) The AMUCFT Compliance Officer shall be appointed at management 
. level and shall report directly to the Board on all matters under. these Regulations. 

(3) The duties of the ’AMLlCFT Compliance Officer refer~~d to in sub- 
regulation (I) of this regulation. shall include- 

(a) developing an AMLlCFT Compliance Programme; 

(b) receiving and vetting suspicious transaction reports from staff; 

(c) filing Suspicious Transaction Reports ("STRs") with the NFIU ; 

(d) filing other regulatory returns with the’CBN and other relevant regulatory 
and supervisory authorities; 

(e) rendering "nil" reports to the CBN and NFIU, where necessary to ensure 
compliance; .~: 

(f) ensuring that the financial institution’s compliance programme is 
implemented; 

(g) co-ordinating the training of staff in AMLlCFT awareness, detection 
methods and reporting requirements; and 

(h) serving both as a liaison officer between his institution, the CBN and 
NFIU and a point-or-contact for all employees on issues relating to money 
laundering and terrorist financing. 
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Co› 
operation 
with 
Competent 
Authorities. 

Scope of 
Offences. 

8.-( I) A financial institution shall give an undertaking that it shall comply 
promptly with all the requests made pursuant to the provisions of relevant AMLI 
CFT laws and Regulations and provide all requested information to the CBN, 
NFIU and other competent authorities. 

(2) A financial institution’s procedures for responding to authorized 
requests for information on ML and FT shall meet the following- 

(0) searching immediately the financial institution’s records to determine 
whether it maintains or has maintained any account for, or has engaged in any 
transaction with any individual, entity or organization named in the request; 

(h) reporting promptly to the requesting authority the outcome of the 
search; and 

(c) protecting the security and confidentiality of such requests. 

PART Ill-OFFENCES, MEIISURES ANO SANCTIO S 

9.-( I) A financial institution shall identify and tile suspicious transaction 
reports to the NFIU, where funds, assets or property are suspected to have 
been derived from any of the following criminal activities- 

(0) participation in an organized criminal group and racketeering; 

(b) terrorism, including terrorist financing; 

(c) trafficking in persons and migrant smugglings ; 

. (d) sexual exploitation, including sexual exploitation of children; 

(e) illicit trafficking in narcotic drugs and psychotropic substances; 

(/) illicit arms trafficking; 

(g) illicit trafficking in stolen and other goods; 

(h) corruption; 

(i) bribery; 

(j) fraud; 

(k) currency counterfeiting; 

(I) counterfeiting and piracy of products; 

(111) environmental crime; 

(n) murder; 

(0) grievous bodily injury; 

(P) kidnapping, illegal restraint and hostage-taking; 

(q) robbery or theft ; 

(r) smuggling, including smuggling done in relation to customs and excise 
duties and taxes) ; 

(s) tax crimes, related to direct taxes and indirect taxes; 



(/) extortion; 

(LI) forgery; 

(v) piracy; 

(w) insider trading and market manipulation, or 

(x) any other predicate offence under the Money Laundering (Prohibition) 
Act, 20 II (as amended) and the Terrorism Prevention Act, 20 II (as amended). 

t 0.-( 1) Terrorism financing offences extend to any person or entity who 
solicits, acquires, provides, collects, receives, possesses or makes available funds, 
property or other services by any means to terrorists or terrorist organizations, 
directly or indirectly with the intention or knowledge or having reasonable grounds 
to believe that such funds or property shall be used in full or in part to carry out 
a terrorist act by a terrorist or terrorist organization in line with section I of the 
Terrorism (Prevention) Act, 20'11 (as amended). 

(2) Under these Regulations, terrorism tinancing offences are predicate 
offences for money laundering and shall apply regardless of whether the person 
or entity alleged to have committed the offence is in the same country ora different 
country from the one in which the terrorist or terrorist organization is located or 
the terrorist act occurred or will occur . 

... , t 1--{ 1) A financial institution shall report to the NFIU any assets frozen or 
actions taken in compliance with the prohibition requirements of the relevant 

.United Nations Security Council Resolutions (’UNSCRs’) on terrorism, financing 
of proliferation of weapons’of mass destruction, any future successor resolutions 
and the Terrorism Prevention (Freezing of International Terrorist Funds and.Other 
Related Issues) Regulation, 2013, and any amendments that may be reflected by 
the competent authorities. 

(2) The reports in sub-regulation (L) of this regulation shall include all 
transactions- involving attempted and concluded transactions in compliance with 
the Money Launderingf Prohibition) Act, 20 11 (as amended), Terrorism (Prohibition) 
Act, 2011 (as amended) and the.Terrorism Prevention•(Freezing of International 
Terrorist Funds and.Other Related ’Issuesj.Regulation; 2013, and any amendments 
that may be reflected by the competent authorities. 

(3) The administrative sanctions contained in Schedule I to these Regulations 
or in the Terrorism Prevention (Freezing of International Terrorist,’ Funds and 
Other Related Measures) Regulations, 20 I 3 shall be imposed by the CBN on 
institutions under its regulatory purview. 

12.--{ 1) Financial institutions’ secrecy and confidentiality laws shall not in 
any way, be used to inhibit the implementation of the requirements of these 
Regulations having regard to the provisions of section 38 of Economic and Financial 
Crimes Commission Act, 2004; section 13 of Money Laundering (Prohibition), 
Act, 2011 (as Amended) and section 33 of the CBN Act, 2007. 
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Due 
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(2) The relevant laws cited in sub-regulation (J) of this regulation have 
given the relevant authorities the powers required to access information to properly 
perform their functions in combating money laundering and financing of terrorism, 
the sharing of information between competent authorities, either domestically or 
internationally, and the sharing of information between financial institutions 
necessary or as may be required. 

(3) Banking secrecy or preservation of customer confidentiality shall not be 
invoked as a ground for objecting to the measures set out in these Regulations or 
for refusing to be a witness to facts likely to constitute an offence under these 
Regulations, the relevant provisions of the Money Laundering (Prohibition) Act, 
20 II (as amended), the Terrorism Prevention Act, 20 II (as amended) and any 
other relevant subsisting laws or Regulations. 

PAIn IV-CuSTo'MER DUE DIUUENCE, Hlullm RISK CUSTOMERS 

AND ACTIVITIES Of" POLITICALLY EXPOSED PERSONS 

13.-{ I) A financial institution shall undertake Customer Due Di I igence 
(’CDD’) measures when- 

(a) business relationships are established; 

(b) carrying out occasional transactions above the applicable and designated 
threshold of US$I ,000 or its equivalent in other currencies or as may be: 
determined by the CBN from time to time, including where the transaction is. 
carried out in a single operation or several operations that appear to be linked; 

(c) carrying out occasional transactions that are wire transfers, including 
those applicable .to cross-border and• domestic transfersbetween financial. 
institutions and, when credit or debit cards are used as a payment system to : 
effect money transfer; 

(d) there is a suspicion of money laundering or terrorist financing, regardless 
of any exemptions or any other thresholds referred to in these Regulations; or 

(e) there are doubts on the veracity or adequacy of previously obtained’ 
customer identification data. 

(2) The measures in paragraphs (a), (b) and (c) of sub-regulation (I) of this 
regulation, shall not apply to payments in respect of- 

(i) any transfer flowing from a transaction carried out using a credit or 
debit card so long as the credit or debit card number accompanying such 
transfers flow from the transactions such as withdrawals from a bank account 
through an ATM machine, cash advances from a credit card or payment for 
goods .. 

(ii) Inter-financial institution transfers and settlements where both the 
originator-person and the beneficial-person are financial institutions acting on 
their own behalf. 



(3) Financial institution’s, must not after obtaining all the necessary 
documents and being so satisfied, repeatedly perform identification and verification 
exercise every time a customer conducts a transaction except there is a suspicion 
that the previously obtained information is not complete or has changed. 

14.-( I) A financial institution shall identify their customers, whether 
permanent or occasional, natural or legal persons, or legal arrangements, and 
verify the customers’ identities using reliable, independently sourced documents, 
data or information. 

(2) A financial institution shall carry out the full range of the COO measures 
contained in these Regulations, the relevant provisions of the Money Laundering 
(Prohibition) Act, 20 I I (as amended), and any ether relevant laws or Regulations, 

(3) Financial institutions shall apply the COO measures on a risk-sensitive 
basis. 

; ', .. 

(4) Types of customer information to be obtained and identification data to. 
be used to. verify the information are contained in Schedule II to. these Regulations. 

(5) Where the customer is a legal person or a legal arrangement, the financial 
institution shall- 

. (0) identify any person purporting to have been authorized to act en behalf 
of-that customer by obtaining evidence of the customer’s. identity and verifying 

. the identity of the authorized person; and . 

. '> (b) identify and verify the legal status of the legal person or legal 
arrangement by obtaining proof’.of incorporation. from the’ Corporate Affairs. 
Commission (’CAC’),er similar evidence.ofestablishment or existence and any 
ether relevant information. 

t 5.--{ I) A financial institution shall identify and take reasonable steps 
to. verify’ the identity of a beneficial-owner, using relevant information or data 
obtained from a reliable source to. satisfy itself that it knows who. the beneficial› 
owner is through methods including- 

(a) fer’ legal’ persons : 

(i) identifying and verifying the natural.persons, where they exist, that 
have ultimate controlling ownership interest in a legal person, taking into cognizance 

." the fact that ownership interests cim be so diversified that there, may b~)}o;)natural 
persons (whether acting alone or with others) exercising control of the legal 

" person or arrangement through ownership; 

(ii) to the extent that it is manifestly clear under sub-paragraph (i) of this 
paragraph that the persons with the controlling ownership interest are the beneficial 
owners or where no natural person exerts control through ownership interests, 
identify and verify the natural persons, where they exist, exercising control of the 
legal person or arrangement through ether means; and 
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(iii) where a natural person is not identified under sub-paragraph (i) or (ii) 
of this paragraph, financial institutions shall identify and take reasonable. 
measures to verify the identity of the relevant natural person who holds senior 
management position in the legal person. 

(b) for legal arrangements-such as trust arrangement, financial institutions 
shall identify and verify the identity of the settlor, the trustee, the protector 
where they exist, the beneficiaries or class of beneficiaries, and any other 
natural person exercising ultimate or effective control over the trust including 
through a chain of control or ownership; and 

(c) for other types of legal arrangements, the financial institutions shall 
identify and verify persons in equivalent or similar positions. 

(2) Financial institutions shall in respect of all customers, determine whether 
a customer is acting on behalf of another person or not and where the customer 
is acting on behalf of another person, take reasonable steps to obtain sufficient 
identification-data and verify the identity of the other person. 

(3) A financial institution shall take reasonable measures in respect of 
customers that are legal persons or legal arrangements to- 

(a) understand the ownership and control structure of such a customer; 
and 

(b) determine the natural persons that ultimately own or control the 
customer. 

(4) In the exercise of its responsibility under this regulation, a financial 
institution shall take into account that natural persons include those persons 
who exercise ultimate or effective control over the legal person or arrangement 
and factors to be taken into consideration to satisfactorily perform this function 
include- 

(0) for companies - the natural persons shall own the controlling interests 
and comprise the mind and management of the company; and 

(b) for trusts - the natural persons shall be the settlor, the trustee or person 
exercising effective control over the trust and the beneficiaries. 

(5) Where a customer or an ’owner of the controlling interest is a company 
I isted on a stock exchange and subject to disclosure requirements (either by stock 
exchange rules or by law or other enforceable means) which impose requirements 
to ensure adequate transparency of beneficial ownership, or is a majority-owned 
subsidiary of such a company, it is not necessary to identify and verify the identity 
of any shareholder or beneficial owner of the company. 

(6) The relevant identification data referred to in the foregoing regulation 
may be obtained from a public register, the customer and other reliable sources, 
and for this purpose, ownership of 5% interest or more in a company is applicable. 



~: ' 

(7) A financial institution shall obtain information on the purpose and intended 
nature of the business relationship of its potential customers. 

(8) A financial institution shall conduct on-going Due Diligence on a business 
relationship. 

(9) The conduct of on-going Due Diligence includes scrutinizing the 
transactions undertaken by the customer throughout the course of the financial 
institution and customer relationship to ensure that the transactions ’being 
conducted are consistent with the financial institution’s knowledge of the customer, 
his business, risk profiles and the source of funds. 

(10) A financial institution shall ensure that documents, data or information 
collated under the COO process are kept up-to-date and relevant by undertaking 
regular periodic reviews of existing records, particularly the records in respect of 
higher-risk business-relationships or customer categories. 

16. A financial institution shall perform Enhanced Due Diligence for higher- 
risk customers, business relationship or transactions including- 

(a) non-resident customers; 

(b) private banking customers; 

(c) legal persons or legal arrangements such as trusts that are personal- 
assets-holding vehicles; . 

(d) companies that have nominee-shareholders or shares in bearer form ; 

(e) Politically Exposed Persons (’PEPs’), cross-border banking andbusiness 
relationships, amongst others.; 

(f) cross-border banking and business. relationships, and 

(g) any other businesses, activities or professionals as may be prescribed 
by regulatory, supervisory or competent authorities. 

17.-( I) A financial institution shall give special attention to business 
relationships and transactions with persons, including legal persons and other 
financial institutions, from countries which do not or insufficiently apply the 
FATF recommendations. 

(2) A financial institution shall report transactions that have no-apparent 
economic or visible lawful purpose to competent authorities with the.background ’. 
and purpose of such transactions as far as possible, examined and wl:itten’ findings 

. made available to assist competent authorities. 

(3) A financial institution that does a business with foreign institutions 
which do not apply the provisions ofFATF recommendations shall take measures, 
including the following- 

(a) stringent requirements for identifying clients and enhancement of 
advisories, including jurisdiction-specific financial advisories to financial 
institutions for identification of the beneficial owners before business 
relationships are established with individuals or companies from that 
jurisdiction; 
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(b) enhance relevan . reporting mechanisms or systematic reporung or 
financial transactions on the basis that financial transactions w ith such countries 
are more likely to be suspicious: 

(c) in considering requests for approving the establishment o: :;L:i:'sid:~l: :~S 
or branches or representative offices of’ financial instituucns. :!', r ounuics 
applying the counter measure shall take into account the fact that the relevant 
financial institution is from a country that does not have adequate AM L/CFT 
systems; and 

(d) warn that non-financial sector businesses that transact with natural or 
legal persons within that country might run the risk of money laundering; 
limiting business relationships or financial transactions with the identified 
country or persons in that country. 

18.-(1) Politically Exposed Persons (’PEPs’) are individuals who are or 
have been entrusted with prominent public functions in Nigeria or in foreign 
countries, and people or entities associated with them and include- 

(0) Heads of State or Government :. 

(h) State Governors; 

(c) Local Government Chairmen: 

(d) senior politicians; 

(e) senior government officials; 

(f) judicial or military officials; 

(g) senior executives of state owned corporations; 

(h) important political party officials; 

(1’) family members or close associates of PEPs; and 
(I) members of royal families. 

(2) PEPs also include persons who are or have been entrusted with a 
prominent function by an international organization, including members of senior 
management including directors, deputy directors and members or the board or 
equivalent functions other than middle ranking or more junior individuals. 

(3) Financial institutions shall in addition to performing CDD measures, to 
put in place appropriate risk management systems to determine whether a potential 
customer or existing customer or the beneficial-owner is a PEP. 

(4) Financial institutions shall obtain senior management approval before 
they establish business relationships with a PEP and shall render monthly returns 
on all transactions with PEPs to the CBN and NFIU. 

(5) Where a customer has been accepted or has an ongoing relationship 
with a financial institution and the customer or beneficial-owner is subsequently 
found to be or becomes a PEP, the financial institution shall obtain senior 
management approval to continue the business relationship. 



(6) A financial institution shall take reasonable measures to establish the 
source of wealth and the source of funds of customers and beneficial-owners 
identi tied as PEPs. 

(7) A financial institution that is in a business relationship with a PEP shall 
conduct enhanced and on-going monitoring of that relationship and in the event 
of any transaction that is abnormal, a financial institution shall flag the account 
and report the transaction immediately to the NFl U as a suspicious transaction. 

19.-( I) For cross-border and correspondent banking and other similar 
relationships, a financial institution shall, in addition to performing the normal 
CDO measures, take the following measures- 

(0) gather sufficient information about a respondent institution to understand 
fully the nature of its business and determine from publicly available information, 
the reputation of the institution and the quality of supervision, including whether 
or not it has been subject to a money laundering or terrorist financing 
investigatio
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(4) The policies and procedures required to be taken shall be applied 
automatically when establishing customer relationships and conducting on-going 
Due Diligence and measures for managing the risks are to include specific and 
effective CDD procedures that apply to non face-to-face customers. 

21.-( I) All natural and legal persons performing Money or Value Transfer 
Service (’MVTS operators’) shall be licensed by the Banking and Payment Systems 
Department of the CBN and shall be subject to the provisions of these Regulations, 
the relevant provisions of the Money Laundering (Prohibition) Act, 2011 (as 
amended), the Terrorism Prevention Act, 20 J I (as amended) and any other relevant 
laws or Regulations. 

(2) MVTS Operators shall maintain a current list of their agents and render 
quarterly returns to the CBN and the NFIU. 

(3) In addition to the requirement specified in this regulation, MVTS 
Operators shall gather and maintain sufficient information about their agents and 
correspondent operators or any other operators or institutions they are or likely to 
do business with. 

(4) M VTS Operators shall- 

(0) assess their agents’ and correspondent operators’ AMLlCFT controls 
and ascertains that such controls are adequate and effecti ve ; 

(b) obtain approval fr0111 the CBN before establishing new correspondent 
relationships; and 

(c) document and maintain a checklist of the respective AMLlCFT 
responsibilities of each of their agents and correspondent operators. 

22.-( 1) A financial institution shall ensure that its foreign branches and 
subsidiaries observe AMLlCfT measures consistent with the provisions of these 
Regulations and apply the measures to the extent that the local or host country’s 
laws and Regulations permit. 

(2) Financial institutions shall ensure that the principle referred to in sub› 
regulation (1) of this regulation is observed by their branches and subsidiaries in 
countries which do not or insufficiently apply the requirements of these Regulations. 

(3) Where the minimum AMLlCFT requirements contained in these 
Regulations and those of the host country differ, branches and subsidiaries of 
Nigerian financial institutions in the host country shall apply the higher standard 
provided in these Regulations and such standards shall be applied to the extent 
that the host country’s laws, regulations or other measures perm it. 

(4) A financial institution shall inform the CBN in writing when their foreign 
branches or subsidiaries are unable to observe the appropriate AMLlCFT measures 
where they are prohibited to observe such measures by the host countrys laws, 
regulations or other measures. 



(5) Financial institutions shall subject to the AM LlCFT principles co~tained 
in these Regulations, apply consistently the COO measures at their grouplevels, 
taking into consideration the activity of the customer with the various branches 
and subsidiaries, 

23.--{ I) For every wire transfer ofUS$ 1,000 or more, the ordering financial 
institution shall obtain and maintain the following information relating to the 
originator of the wire transfer- 

(0) the name of the originator; 

(b) the originator’s account number (or a unique reference number where 
no account number exists) ; and 

(c) the originator’s address (which address may be substituted with a national 
identity number). 

(2) For every wire transfer of US$ 1,000 or more, the ordering financial 
institution shall obtain and verify the identity of the originator in accordance with 
the COO requirements contained in these Regulations. 

(3) For cross-border wire transfers of US$ 1,000 or more, the ordering 
financial institution shall include the full originator information in sub-regulation 
(I) of this regulation in the message or the payment form accompanying the wire 
transfer. 

(4) Where however, several individual cross-border wire transfers of US$ 
1,000 or more from a single originator are bundled in a batch-file for transmission 
to beneficiaries in another country, the ordering’ financial institution should only. 
include the originator’s account number or unique identifier oneach individual’ 
cross-border wire transfer, provided that the batch-file (in which the individual 
transfers are batched) contains full originator information that is fully traceable 
within the recipient country. 

(5) For every, domestic wire transfer, the ordering financial institution 
shall- 

(a) include’. the full originator information in the message or the payment 
, ’\ form accompanying the wire transfer; or . 

(h) include only the originator’s account number or a unique identifier, within 
the message or payment form. ’ ., 

(6) The inclusion of the originator’s account number or the originator’s 
unique identifier alone should be permitted by a financial institution only where 
the originator’s full information can be made available to the beneficiary financial 
institution and to the appropriate authorities within three business days of receiving 
the request. 

(7) Each intermediary and beneficiary financial institution in the payment 
chain shall ensure that all the originator’s information that accompanies a wire 
transfer is transmitted with the transfer. 
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(8) Where technical limitations prevent the full origmator information 
accompanying a cross-border wire transfer from being transmitted with a related 
domestic wire transfer (during the necessary time to adapt payment systems). a 
record shall be kept far five years by the receiving intermediary financial institution 
of all the information received from the ordering financial institution. 

(9) Beneficiary’s financial institution shall adopt effective risk-based 
procedures far identifying and handling wire transfers that are 110( accompanied 
by complete originator’s information. 

(10) The lack of complete originator’s information is considered as a factor 
in assessing whether a wire transfer or related transactions are suspicious. 

(II) Financial institutions shall file a Suspicious Transaction Report on wire 
transfers with incomplete originator’S information to the NFJU. 

(12) The beneficiary’s financial institution shall restrict or even terminate its 
business relationship with the financial institutions that fail to meet the standards 
specified in this regulation. 

(13) Cross-border and domestic transfers between financial institutions are 
not applicable to the following types of payments-s- 

(a) any transfer that flows from a transaction carried out using a credit or 
debit card so long as the credit or debit card number accompanies all transfers 
flowing from the transaction, such as withdrawals from a bank account through 
an ATM machine, cash advances from a credit card or payments for goods 
and services, provided that where credit or debit cards are used as a payment 
system to effect a money transfer the necessary information should be included. 
in the message; and 

(b) transfers and settlements between financial institution where both the 
originator person and the beneficiary person are financial institutions acting on 
their own behalf. 

24,--( 1) Where there are low risks, financial institution shall apply reduced 
or simplified measures. 

(2) There are low risks in circumstances where- 

(n) the risk of money laundering or terrorist financing is lower: 

(h) information on the identity of the customer and the beneficial owner of 
a customer is publicly available; or 

(c) adequate checks and controls exist elsewhere in the national systems. 

(3) In circumstances of low-risk, financial institution shall apply the 
simplified or reduced COO measures when identifying and verifying the identity 
of their customers and the beneficial-owners. 
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(h) the monitoring of large or complex transactions being carried out outside 
the expected norms for that type of relationship. 

26.-( I) A financial institution shall apply COD requirements to existing 
customers on the basis of materiality and risk, and continue to conduct Due 
Diligence on such existing relationships at appropriate times. 

(2) The appropriate time to conduct CDD by financial institutions is where› 

(0) a transaction of significant value takes place; 

(h) a customer documentation standards change substantially; 

(c) there is a material change in the way that the account is operated; or 

(d) the institution becomes aware that it lacks sufficient information about 
an existing customer. 

(3) A financial institution shall properly identify the customer in accordance 
with the criteria contained in these Regulations and the customer identification 
records shall be made available to the AMLlCFT compliance officer, other 
appropriate staff and competent authorities. 

27.-( I) A financial institution that fails to comply with the CDD measures 
pursuant to these Regulations shall- 

(a) not be permitted to open the account, commence business relations or. 
perform the transaction; and 

(b) be required to render a Suspicious Transaction Report to the NFIU. 

(2) The financial institution that has commenced the business relationship, 
shal I terminate the business relationship and render Suspicious Transaction Reports 
to the NFIU. 

(3) Where, a financial institution suspects that transactions relate to money 
laundering or terrorist financing, during the establishment or course of the customer 
relationship, or when conducting occasional transactions, it shall immediately-• 

(u) obtain and verify the .identity of the customer and the beneficial owner, 
whether permanent or occasional, irrespective of any exemption or any 
designated threshold that might otherwise apply; and 

(b) render a Suspicious Transaction Report (’ STR ") to the NFl U without 
delay. 

(4) Where a financial institution suspects that a transaction relates to money 
laundering or terrorist financing and it believes that performing the CDD process 
shall tip-off the customer, it shall- 

(a) not pursue the CDD process, and 

(b) file an STR to the NFIU without delay. 



(5) A financial institution shall ensure that its employees are aware of, and 
sensitive to the issues mentioned under this regulation. 

(6) When assessing risk, financial institution shall consider all the relevant 
risk factors before determining the level of overall risk and the appropriate level 
of mitigation to be applied. 

(7) Financial institutions are allowed to differentiate the extent of measures, 
depending on tile type and level of risk for the various risk factors and in a 
particular situation they may- 

(a) apply the normal COO for customer acceptance measures; 

(b) enhanced COO for on-going monitoring; or 

(c) apply any of the procedures as may be considered appropriate in the 
circumstance. 

28.-{ I) A financial institution that relies upon a third party to conduct its 
COD shall- 

(a) immediately obtain the necessary information concerning the property 
which has been laundered or which constitutes proceeds from instrumentalities 
used in or intended for use in the commission of money laundering and financing 
of terrorism or other relevant offences; and 

(b) satisfy itself that copies of identification data and other relevant 
documentation relating to the COD requirements shall be made available from 

. the third party upon request without delay. 

(2) The financial institution shall satisfy itself that a third party is aregulated 
and supervised institution and that.it has. measures: in place.tocomply with" 
requirements of COD reliance on intermediaries and other. third parties on COO 
as contained in these Regulations. 

(3) Financial institutionsrelying on intermediaries orother third parties who 
have no, outsourcing, .. agency, business relationships, accounts or transactions 
with it.ortheir clients shall perform some of theelements of the COD process on 

; .. the introduced business; 

(4) The criteria to. be’ met in carrying the elements of the COD process by. 
the financial institution. referred to in sub-regulation (3) of this. regulation are to- 

(a) immediately obtain from the third party the .necessary information 
concerning certain elements of the COD process; 

(h) take adequate steps to satisfy itself that copies of identification data and 
other relevant documentation relating to COD requirements shall be made 
available from the third party upon request without delay; 

(c) satisfy themselves that the third party is regulated and supervised in 
accordance with Core Principles of AMLlCFT and has measures in place to 
comply with the COD requirements set out in these Regulations; and 
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(d) ensure that adequate Know Your Customer ("K YC") provisions are applied 
to the third party in order to obtain account information for competent authorities. 

(5) Notwithstanding the conditions specified in this regulation, the ultimate 
responsibility for customer identification and verification shall be with the financial 
institution relying on the third party . 

. Pi\RT V-Mi\INlENi\NCE OF RI:COIWS 

29.-( I) A financial institution shall maintain all necessary records of 
transactions, both domestic and international for at least five years after completion 
of the transaction or such longer period as may be required by the CBN and 
NFIU, provided that this requirement shall apply regardless of whether the account 
or business relationship is on-going or has been terminated. 

(2) The components of records of transaction to be 111 a intained by financial 
institutions include the- 

(a) records of customer’s and beneficiary’s names, addresses or other 
identifying information normally recorded by the intermediary; 

(6) nature and date of the transaction; 

(c) type and amount of currency involved; and 

(d) type and identifying number of any account involved in the transaction. 

(3) Financial institutions shall maintain records of the identification data; 
account files and business correspondence for at least five years after the 
termination of an account or business relationship or such longer period as may 
be required by the CBN and NFIU. 

(4) A financial institution shall ensure that all customer-transaction records’ .. 
and•infonnation are available on a timely basis to the CBN and NF1U. 

30.-{ I) A financial institution shall pay special attention to all complex, 
unusually large transactions or unusual patterns of transactions that have no visible. 
economic or lawful purpose. 

(2) A financial institution shall investigate suspicious transactions and report 
its findings to the NFIU immediately, in compliance with the provision of section 
6(2)(c) of Money Laundering (Prohibition) Act, 2011 (as amended). 

(3) For the purpose of sub-regulation (I) of this regulation, complex or 
unusually large transaction’ or, ’unusual pattern of transactions’ include significant 
transactions relating to a relationship, transactions that exceed certain limits, very 
high account" turnover inconsistent with the size of the balance or transactions 
which fall outside the regular pattern of the account’s activity. 

31.-{ 1) Where a transaction- 

(a) involves a frequency which is unjustifiable or unreasonable; 

(b) is surrounded by conditions of unusual or unjustified complexity; 

(c) appears to have no economic justification or lawful objective; or 



. ’ • 

(£1) in the opinion of the financial institution involves terrorist financing or is 
inconsistent with the known transaction pattern of the account or business 
relationship, 

the transaction shall be deemed to be suspicious and the financial institution 
shall seek information from the customer as to the origin and destination of the 
fund, the aim of the transaction and the identity of the beneficiary. 

(2} Where a financial institution suspects that the funds mentioned under 
sub-regulation (I) of this regulation- 

(a) are derived from legal or illegal sources but are intended to be used for 
an act of terrorism; 

(b) are proceeds of a crime related to terrorist financing; or 

(c) belong to a person, entity or organization considered as terrorists, 

it shall immediately and without delay report the matter to the NFIU and shall 
not be liable for violation of the confidentiality rules and banking secrecy 
obligations for any lawful action taken in furtherance of this obligation. 

(3) A financial institution shall immediately and without delay; but not later 
than within 24 hours- 

(a) draw up a written report containing all relevant information on the 
. transaction, together with the identity of the principal and where applicable, of 
the beneficiary or beneficiaries; - 

(b) take appropriate action to prevent the laundering of the proceeds of a 
crime, an illegal act or financing of terrorism ; and’ 

(c) report to the NFl U any suspicious transaction, stating clearly the reasons 
for the suspicion and actions taken: 

(4) The obligation on financial’ institutions provided for in this regulation 
shall apply whether. the transaction is completed or not. ’ 

(5) A financial institution that fails to comply within the stipulated timeframe 
with the provisionsof-> . 

(a) sub-regulation (I) of this, regulation is liable to a fine ofN I, OOO’?OOO for 
each day the offence subsists ; or 

(b) sub-regulation (2) of this regulation is liable to sanction as stipulated 
under the Terrorism (Prevention) Act, 2011 (as amended). i 

(6) Any person who being a director or employee of a financial institution 
, ’warns or in any other way intimates the ow .. er of the funds involved in a suspicious 
transaction report, or who refrains from making the report as required, is liable to 
a fine of not less than N 10,000,000 or banned indefinitely or for a period of not 
less than 5 years from practicing his profession. 
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(7) The directors, officers and employees of’financial institutions who carry 
out their duties in good faith shall not be liable to any civil or criminal liability, or 
have any criminal or civil proceedings brought against them by their customers. 

32.-( I) A financial institution shall have a written Policy Framework that 
guides and enables its staff to monitor, recognize and respond appropriately to 
suspicious transactions in addition to the list of Money Laundering "Red FI9g.!l" 
provided for in the Third Schedule to these Regulations. 

(2) Every financial institution shall appropriately designate an officer as the 
AMLlCFT Compliance Officer to supervise the monitoring and reporting of terrorist 
financing and suspicious transactions, among other duties. 

(3) Financial institutions shall be alert to the various patterns of conduct 
that are known to be suggestive of money laundering, and shall maintain and 
disseminate a checklist of such transactions to the relevant staff. 

(4) When any staff of a financial institution detects any "red flag" or suspicious 
money laundering or terrorist financing activity, the institution shall promptly 
institute a "Review Panel" under the supervision of the AMLlCFT Compliance 
Officer and every action taken shall be recorded. 

(5)A financial institution and its staff shall maintain confidentiality in respect 
of any investigation conducted in pursuance of these Regulations and any suspicious 
transaction report that may be filed with the NFIU consistent with the provision, .. 
ofthe Money Laundering (Prohibitionj Act, 20 II (as amended) and the Terrorism 
(Prevention) Act, 2011 (as amended), and shall not say anything that might."tip 
off" any person or entity that is under suspicion of money laundering. . ’. I. 

\. ~ ,"~. 

(6) A financial institution that suspects or has reason to suspect that funds 
are the proceeds of a criminal activity or are related to terrorist financing shall 
promptly report its suspicions to the NFIU. 

(7) All suspicious transactions, including attempted transactions are to be 
reported regardless of the amount involved. 

(8) The requirement to report suspicious transactions applies regardless of 
whether they are ’consider~d to involve tax matters or other matters. 

(9) Financial institutions, their directors, officers and employees whether 
permanent or temporary, are prohibited from disclosing the fact that a report of a 
transaction shall be filed with the competent authorities. 

(10) In compliance with the Terrorism (Prevention) Act, 20 II (as amended), 
financial institutions are also required to, forward to the NFl U without delay but 
not later than within 24 hours, reports of suspicious transactions relating to- 

(a) funds derived from illegal or legal sources are intended to be used for 
any act of terrorism; 

(b) proceeds of a crime related to terrorism financing; or 
(c) proceeds belonging to a terrorist, terrorist entity or organization. 



PART VI-MoNITOIONO, INTERNAL CONTROLS, PI{Ollll:llllONS AND SANC"I:IONS 
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33.-{ I) A financial institution shall establish and maintain internal procedures, 

policies and controls to preventmoney laundering and financing of’terrorism and 
to communicate these to their employees. 

(2) The procedures, policies and controls established by financial institution 
shall cover operational matters including the CDD, record retention, the detection 
of unusual and suspicious transactions and the reporting obligation. 

(3) The AMLlCFT Compliance Officer and appropriate staff are to have 
timely access to customer identification data, COD information, transaction records 
and other relevant information, 

(4) Financial institutions are accordingly required to develop programs against 
money laundering and terrorist financing, such as- 

(a) the development of internal policies, procedures and controls, including 
appropriate compliance management arrangement and adequate screening 
procedures to ensure high standards when hiring employees; 

(b) on-going employee training programs to ensure that employees are kept 
informed of new developments, including information on current ML and FT 
techniques, methods and trends; 

(c) providing clear explanation of all aspects of AM.LICFT laws and 
obligations, and in particular, requirements concerning CDD and suspicious 
transaction reporting ; and 

(d) adequately resourced.and-independent aUGHt function to test.compliance 
with the procedures, policies and controls. 

(5) A financial institution shall PU$’ in. place a structure that et1sures the: 
operational, independence of the Chief Compliance Officer (’CCO’) and Branch 
Compliance’ Officers. 

34;-( I) Failure to comply with.the.provisions contained in these Regulations 
shall attract appropriate sanction; in’ accordance with’ theprovisions of the’ M LPA, 
20 II (as amended), existing laws on AMLlCFT and, as provided for under the 
provisions of the Second Schedule to these Regulations. 

(2) A financial institution, its officers or employees. shall. notbenefit from 
any violation ofextantAML/CFT laws and Regulations. I 

',' 

(3) A financial institution that fails to comply with. or contravenes the 
provisions in these Regulations, shall be subject to sanctions by the CBN (including 
the suspension or withdrawal of its operating licence). 

(4) Any individual, being an official of a financial institution, who fails to 
take reasonable steps to ensure compliance with the provisions of these Regulations 
shall be sanctioned accordingly based on relevant provisions of the Money 
Laundering (Prohibition) Act, 20 II (as amended), the Terrorism (Prevention) 

B 253 

Imerna] 
Controls, 
Compliance 
and Audit. 

. J’ i ."> 

- Sat1ctiOr1~ 
and' .' '.' 
Penalties tor 
Non› 
Comptian,-=e, 



B 254 

Prohibition 
of 
Numbered 
or 
Anonymous 
Accounts, 
Accounts ill 
Fictitious 
names and 
Shell banks. 

Other forms 
of 
Reporting. 

- ---------------------- 

Act, 20 I I (as amended) and any other relevant law or Regulations, the extant 
administrative sanction regime issued by the Central Bank of Nigeria or direction 
by the Attorney-General of the Federation; including revocation, suspension or 
withdrawal of professional licences by appropriate self - regulatory organizations. 

(5) Criminal cases involving officers and the financial institutions shall be 
referred to the relevant law enforcement agencies for prosecution and the offender 
shall be liable to forfeit any pecuniary benefit obtained as a result of the violation 
or breach. 

(6) Incidence of false declaration, false disclosure, non-declaration or non› 
disclosure of returns to be rendered under these Regulations by a financial institution 
or its officers shall be subject to administrative review and sanctions as stipulated in 
these or other Regulations and the appropriate adm inistrative or civi I penalties applied. 

35.-( I) A financial institution shall not keep anonymous accounts or 
accounts in fictitious names. 

(2) A financial institution shall not establish correspondent relationships 
with high risk foreign banks, including shell banks with no physical presence in 
any country or with correspondent banks that permit their accounts to be used 
by such banks. 

(3) Shell banks are prohibited from operating in Nigeria as provided in . 
Money Laundering (Prohibition) Act, 2011 (as amended). 

(4) A financial institution shall- 

(0) not enter into or continue respondent or correspondent banking 
relationships with shell banks; and 

(b) satisfy itself that a respondent financial institution in a foreign country 
does not permit its accounts to be used by shell banks. 

(5) A financial institution, corporate body or any individual.that contravenes 
the provisions of this regulation shall on conviction be liable to a fine of not less 
than N 10,000,000 and in addition to the- 

(a) prosecution of the principal officers of the corporate body; and 

(b) winding up and prohibition of its re-constitution or incorporation under 
any form or guise. 

(6) A financial institution shall take all necessary measures to satisfy itself 
that respondent financial institutions in a foreign country do not permit their 
accounts to be used by shell banks. 

36.-( 1) A financial institution shall report in writing any single transaction, 
lodgment or transfer of funds in excess ofNS,OOO,OOO and N 10,000,000 or their 
equivalent made by an individual and corporate body respectively to the NFIU in 
accordance with section 100) of the Money Laundering (Prohibition) Act, 2011 
(as amended). 

(2) In compliance with section 2( J) of the Money Laundering (Prohibition) 



Act, 20 II (as amended) financial institutions shall render reports in writing on 
transfers to or from a foreign country of funds or securities by a person or body 
corporate including a Money Service Business of a sum exceeding US$I 0,000 or 
its equivalent to CBN, Securities and Exchange Commission (’SEC’) and the 
NFIU within 7 days from the date of the transaction. 

(3) Details ofa report sentby a financial institution to the NFIU shall not be 
disclosed by the institution or any of its officers to any other person. 

, 37.-( I) A financial institution shall design comprehensive employee 
education and training programmes, to make employees fully aware of their 
obligations and also to equip them with relevant skills required for the effective 
discharge of their AMLlCFT tasks. 

(2) The timing, coverage and content of the employee training programme 
shall be tailored to meet the needs of the financial institution to ensure compliance 
with the requirements and provisions of these Regulations. 

(3) A tinancial institution shall provide comprehensive training programmes 
for staff covering compliance officers and as part of the orientation programmes 
for new staff and those posted to the front office, banking operations and branch 
office staff, particularly cashiers, account opening, mandate, and marketing staff, 
internal control and audit staff and managers’. 

(4) A financial institution shall render quarterly returns on their level of 
compliance on their education and training programmes to the CBN,and’ NFIU. 

(5) An employee training programmeshall be developedunder the guidance 
of the AMLlCFT Compliance Officer in collaboration-with the top Management. ’ 

(6) The basic elements of the employee.training programme of financial 
institutions shall, include- 

(0) AML Regulations and offences; 

(h) the nature of money laundering; 

(c) money Iaundering’ ’red" flags’ and’, suspicious, transactions, including 
, trade-based money laundering typologies; 

(d) reporting requirements, ; 

(e) Customer Due Diligence; 

if> risk-based approach to AML and CFT ; and 
(g) record keeping and retention policy. 

(7) A financial institution shall submit its annual AMUCFT employee training 
programme for the following year to the CBN and NFIU at the end of June and 
December every financial year. 
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38.--{ I) A financial institution shall monitor their employees’ accounts for 
potential signs of money laundering. 

(2) A financial institution shall subject employees’ accounts to the same 
AMLlCFT procedures as applicable to other customers’ accounts. 

(3) The requirement specified in sub-regulation (2) of this regulation shall 
be performed under the supervision of the AM LfCFT Chief Compliance Officer 
and the account of this officer is ill turn to be reviewed by the Chief Internal 
Auditor or a person of adequate and similar seniority. 

(4) Compliance reports including findings shall be rendered to the CBN and 
NFIU at the end of June and December of every year. 

(5) The AMLlCFT performance review of staff shall be part of employees’ 
annual performance appraisals. 

39.-{ I) A financial institution shall make it possible for employees to report 
any violations of the institution’s AMLlCFT compliance programme to the AMLI 
CFT Compliance Officer. 

(2) A financial institution shall direct its employees in writing to always co› 
operate fully with the Regulators and law enforcement agents and to promptly 
report suspicious transactions to the NFIU. 

(3) Where the violations involve the Chief Compliance Officer, employees 
shall report the violations tc a designated higher authority such as the Chief lnternal: 
Auditor, the Managing Director or in confidence to the CBN or to the NFl U. 

(4) A financial institution shall inform its employees in writing to make their 
reports confidential and to assure employees of protection from victimization-as 
a result of making any report. " 

40.-{ I) A financial institution shall review, identify and record other areas 
of potential money laundering risks not covered by these Regulations and report 
the risk quarterly to the CBN and NFIU. 

(2) A financial institution shall review itsAMLlCFT frameworks from time 
to time with a view to determining their adequacy and identifying other areas of 
potential risks not covered by the AMLlCFT Regulations. 

41. After carrying OL.t the review of the AMLlCFT framework and identified 
new areas of potential money laundering vulnerabilities and risks, financial institution 
shall design additional procedures and mitigants as contingency plan in their AM LI 
CFT Operational Manuals with indication on how such potential risks shall be 
appropriately managed where they crystallize and details of the contingency plan 
rendered to the CBN and NFIU on the 3) st December of every financial year. 

42.-{ 1) A financial institution shall make a policy commitment and subject 
its AMLlCFT Compliance Programme to independent-testing or require its internal 
audit function to determine the adequacy, completeness and effectiveness of the 
programme. 

.;_~. . 



(2) Report of compliance by a financial institution shall be rendered to the 
CBN and NFJU by 3 I st December of every financial year and any identified 
weaknesses or inadequacies promptly addressed by a financial institution., 

43.-( I) The ultimate responsibility for AMLlCFT compliance is placed on 
the Board and top Management of every financial institution in Nigeria. 

(2) The Board of a financial institution shall ensure that a comprehensive 
operational AMLlCFT Policy and Procedure is formulated annually by Management 
and presented to the Board for consideration and formal approval. 

(3) Copies of the approved AMLlCFT Policy and Procedure referred to in 
sub-regulation (2) of this regulation shall be forwarded to the CBN and NFIU 
within six months of the release, of these Regulations. 

(4) Monthly reports on the AMLlCFT compliance status of a financial 
insritution shall be presented to the board by the Chief Compliance Officer for its 
information and necessary action. 

44. Every financial institution shan have a comprehensive AM LlCFT› 
compliance programme to guide its efforts and to ensure the diligent implementation 
of its programme, to entrench in the institution a culture ofcompliance, to minimize 
the risks of being used to launder the proceeds of crime and also to provide 

’protection against fraud, reputation and financial risks. 

P,;\RT VII-GUIDANCE ON KNOW YOUR• CUSTOMER; ("KYC") 
',- _- "r 

46.--( I) To further deepen financial inclusion, a three tiered KYC’standard . Three 
shall be utilized to ensure application of flexible account6pening’require~ents for ’Tiered K.YC':~" " 
low-value and medium value accounts which’ shall. be’ subject• to’ caps and Reqtlirel:nenl$i~ 
restrictions as. the amounts of transactions, increase’ where, the’ account’ opening 
requirementsshall increase progressively with less restrictions on operations stated 
in this regulation. 

(2) Tier .one for which- 

(0) basic’ customer information required to be-provided are’: 
(i) passport photograph. ; 

(if) name, place and date of birth; 
':~ 

(iii) gender, address, telephone number, etc; '< •. 

(h) information in paragraph (a) of this sub-regulation may’be sent 
electronically or submitted onsite in bank’s branches or agent’s office; 

(c) evidence of information provided by a customer or verification of same 
is not required; 

(d) the accounts shall be closely monitored by the financial institution; 
(e) the accounts may be opened at branches of the financial institutions by 

the prospective customer or through banking agents; 
(f) no amount is required for opening of accc unts ; 
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(g) such accounts may cover Mobile Banking products, issued in 
accordance with the CBN Regulatory Framework for Mobile Payments 
Services in Nigeria; 

(17) deposits may be made by account holder and 3rd parties while withdrawal 
is restricted to account holder only; 

(i) may be linked to mobile phone accounts; 

(j) operation is valid only in Nigeria; 

(k) limited ATM transactions are allowed; 

(I) a maximum single deposit amount is limited to N20,000 and maximum 
cumulative balance ofN200,000 at any point in time; 

(111) international funds transfer is prohibited; and 

(/1) accounts are strictly savings; 

(3) Tier two for which- 

(0) evidence of basic customer information such as passport photograph, 
name, place and date of birth, gender and address is required; 

(h) items in paragraph (0) of this regulation may be forwarded electronically 
or submitted on-site in banks’ branches or agents’ offices; 

(c) customer information obtained shall be against similar information 
contained in the official data-bases such as National Identity Management 
Commission (NIMC), Independent National Electoral Commission (INEC) 
Voters Register, Federal Road Safety Commission (FSRC) among others; 

(d) accounts may be opened face to face at any branch of a bank by agents 
for enterprises used for mass payroll or by the account holder; 

(e) evidence of basic customer information is required at this level and 
identification, verification and monitoring by financial institutions are also 
required; 

(f) accounts may be contracted by phone or at the institution’s website; 

(g) accounts may be linked to a mobile phone.; 

(17) may be used for funds transfers within Nigeria only; 

(i) the accounts are strictly savings; 

(j) no amount is required for opening of the accounts; 

(k) such accounts cover Mobile Banking products (issued in accordance 
with the CBN Regulatory Framework for Mobile Payments Services in 
Nigeria) ; 

(/) maximum single deposit ofN50,OOO and a maximum cumulative balance 
of N400,OOO are allowed at any time; and 

(/17) withdrawal shall be denied where cross-checking of client’s 
identification information is not completed at the point of account opening. 



(4) Tier three for which- 

(0) a tinancial institution shall obtain, verity and maintain copies of all the 
required documents for opening of accounts in compliance with the K YC 
requirements contained in these Regulations; 

(h) no amount is required for opening of the accounts; 

(c) there is no limit on cumulative balance, deposit and transactions, and 

(d) KYC requirements shall apply. 

46.-( I) A Financial institution shall not establish a business relationship 
until the relevant parties to the relationship have been identified, veritied, and the 
nature of the business they intend to conduct ascertained. 

(2) Where an on-going business relationship is established, any activity that 
is not consistent to the business relationship shall be examined to determine 
whether or not there are elements of money laundering, terrorist tinancing or any 
suspicion activity. 

(3) The first requirement of knowing your customer for money laundering 
and terrorist financing purposes, is for the tinancial institution to be satisfied that 
a prospective customer is who he claims to be: 

(4) A Financial institution shall not. engage in any financial business or 
,:’ provide advice to a customer or potential customer except where the’ financial 

institution is sure or certain as to who that person actually is. 

(5) Where a customer is acting. on behalf of another in a situation where . " 
funds are supplied by someone-else. or the’ investment: is ,to be held’ in. the name of ’’(.,.1 

someone else; a financial institution shall v.erify the- identity’ of the customer, the 
agent ortrusteeexcept where the customer-is itselfa Nigerian regulated financial. 
institution, 

,’. 

(6) A Financial institution shall obtain’ evidence’ of identification of its 
.customers; 

(7) ’Pttinancial institution; shall identify all relevant parties to a business 
relationship from the beginning in accordance with the general, principles of 
obtaining satisfactory identification evidence set.out in these’ Regulations, ’ 

47.-( I) A financial institution shall obtain sufficient information on the 
nature of the business that its customer intends to undertake" including expected 

,;j or predictable pattern of transactions. 

(2) The information obtained before the commencement of the business 
shall include- 

(a) purpose for opening the account or establishing the relationship; 

(h) nature of the activity that is to be undertaken; 

(c) expected origin of the funds to be used during the relationship; and 
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(d) details of occupation, employment or business activities and sources of 
wealth or income. 

(3) A financial institution shall take reasonable steps to keep the information 
up-to-date as the opportunities arise, include where an existing customer opens a 
new account. 

(4) Any information obtained during any meeting, discussion or other 
communication with a customer shall be recorded and kept in a customer’s file to 
ensure, as far as practicable, that current customer information is readily accessible 
by the Anti-Money Laundering Compliance Officers C’AMLCOs’) or relevant 
regulatory bodies. 

48.-( I) A financial institution shall take a risk-based approach of K YC 
requirements. 

(2) A financial institution shall decide on the number oftimes to verify the 
customers’ records during the relationship, the identification evidence required 
and when additional checks are necessary and its decisions shall be recorded. 

(3) A financial institution shall for personal account relationships, identify 
and verity all joint-account holders. 

(4) A financial institution shall for private company or partnership, identify 
and verify the principal owners or controllers. 

(5) The identification evidence obtained from the beginning.of a business 
relationship shall be reviewed against the inherent risks in the business or service. 

49. The customer identification process shall continue to exist throughout. 
the duration of the business relationship. 

(2) The process of confirming and updating identity and address, and the 
extent of obtaining additional K YC information collected may differ from one 
type of financial institution to another. . 

(3) The general.principles for establishing the identity of legal and.natural 
persons and the guidance on obtaining satisfactory identification evidence set out 
in these Regulations are not exhaustive. 

50. In determining a customer’s identity under these Regulations, the 
following shall be considered- 

(0) the name used; 

(b) date of birth; 

(c) the residential address at which the customer can be located; 

(d) in the case of a natural person, the date of birth shall be obtained as an 
important identifier in support of the name and there shall be no obligation to 
verify the date of birth provided by the customer; and 



\ , 

(e) where an international passport, driver’s licence, INEe voter’s card or 
national identity card is taken as evidence of identity, the number, date and 
place or country of issue (as well as expiry date in the case of international 
passport and driver’s licence) shall be recorded. 

Sl.-{ I) The identity of a customer shall be verified whenever a business 
relationship is to be established, on account opening, during one-off transaction 
or where a series of linked transactions takes place. 

(2) In these Regulations, "transaction" include the giving of advice and 
"advice" under this regulation shall not apply where information is provided on 
the availability of products or services and when a first interview or discussion 
prior to establishing a relationship takes place. 

(3) Where the identification procedures have been completed and business 
relationship establ ished, as long as contact or activity is maintained and records 
concerning that complete and kept, no further evidence of identity shall be 
undertaking when another transaction or activity is subsequently undertaken. 

(4) Where an investor finally realizes the investment made (wholly or 
partially), where the amount payable is US$ 1,000 or its equivalent or above or 
such other monetary amounts as may, from time to time be stipulated by any 
appl icable money laundering legislation or Regulations, the identity of the investor 
shall be verified and recorded where this had not been done previously. 

(5) Where there is a redemption or surrender of an investment (wholly or 
. partially), a financial institution shall take reasonable measures to establish the 
identity of the investor where payment is: made to=-. 

(0) the legal owner of the’ investment by means of a cheque crossed=’account 
payee" ; or 

(b) a bank. account held (solely or jointly), in the name of the legal o.wner of 
the investment by any electronic means.. 

52.-( I) Financial institutions shall obtain sufficient-evidence of the client’s 
identity to ascertain that the client ’is thepersonhe claims to be. ’ 

(2) Where a person is, acting on behalfofanother, the obligation isoto obtain 
sufficient evidence of identities of the two persons involved. 
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53.-( I) Notwithstanding the provisions of regulation, 52> of these Exceptions. 
Regulations, in situation of consortium lending, the lead-manager or agent shall 
supply a confirmation letter as evidence that he has obtained the required identity. 

(2) There is no obligation to look beyond the client where- 

(0) the client is acting on its own account (rather than for a specific client 
or group of clients) ; 

(b) the client is a bank, broker, fund manager or other regulated financial 
institutions; or 
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(c) all the businesses are to be undertaken in the name ofa regulated financial 
institution. 

54. In other circumstances, except where the client is a regulated financial 
institution acting as agent on behalf of one or more underlying clients within 
Nigeria, and has given written assurance that it has obtained the recorded evidence 
of identity to the required standards, identification evidence shall be verified for- 

(a) the named account holder or person in whose name an investment is 
registered; 

(b) any principal beneficial owner of funds being invested who is not the 
account holder or named investor; 

(c) the principal controller of an account or business relationship including 
those who regularly provide instructions; and 

(d) any intermediate parties including cases where an account is managed 
or owned by an intermediary. 

55. A financial institution shall identify directors and all the signatories to 
sn account. 

56. Identification evidence shall be obtained for all joint applicants or 
account holders. 

57. For higher risk business undertaken for private companies including 
those not listed on the stock exchange sufficient evidence of identity and address 
shall be verified in respect of- 

(a) the principal underlying beneficial owner(s) of the company with 5% 
interest and above; and 

(b) those with principal control over the company’s assets (e.g. principal 
controllers or directors). 

58. A financial institution shall- 

(0) be at.alert in circumstances that may indicate any significant changes 
in the nature of a business or its ownership and shall make enquiries 
accordingly; and 

(b) observe the additional provisions for High Risk Categories of 
Customers under AMLlCFT directive in these Regulations. 

59.-( I) A financial institution shall obtain and verify the identity of those 
providing funds for Trusts. 

(2) The identity of those providing funds for Trust envisaged under these 
regulations include the settlor and those who are authorized to invest, transfer 
funds or make decisions on behalf of the Trust such as the principal trustees and 
controllers who have power to remove the Trustees. 



60. Where an investor sets up a savings account or a regular savings 
scheme whereby, the funds are supplied by one person for investment in the 
name of another (such as in the case of a spouse or a child), the person who 
funds the subscription or makes deposits into the savings scheme is for all intent 
and purposes, the applicant for the business in question and for such person, 
idenrification evidence shall be obtained in addition to that of the legal owner. 

61.-( I) I dentification evidence shall be obtained at the outset for all 
investors, except personal pensions connected to a policy of insurance taken out 
by virtue of a contract of employment or pension scheme. 

(2) Personal pension advisers are charged with the responsibility of obtaining 
the identification evidence on behalf of the pension fund provider and confirmation 
that identi fication evidence has been taken shall be provided on the transfer of a 
pension to another pension fund provider. 

62.-{ I) An acceptable time-span for obtaining satisfactory evidence of 
identity is determ ined by the nature of the business, the geographical location of 
the parties and the possibility of obtaining the evidence before commitments are 
entered into or actual monies given or received. 

(2) Any business conducted before satisfactory evidence of identity has 
been obtained shall only be in exceptional’ cases and under circumstances that can 
be justified with regard to the risk and in such a case, financial institution shall- 

(0) obtain identification evidence as soon as reasonably practicable after it 
has contact with a client with a view to agreeing with, the client to carry out an 
initial transaction or reaching an under.standing, whether binding’ or not; with 
the client that it may carry "outfuture’ ’transactions’ ;. and 

(b) where’ the’ client does not supply the required.information.as stipulated. 
in paragraph (0) .of this regulation, the financial institution shall. discontinue 
any activity it is conducting for the client and bring-to an end any understanding 
reached with the’ client. 

(3) A financial institution. shall’ also observe: the provision in the timing’ of 
:1. veri fication under the-A M Lie FT d irecti:ve contained in. these Regulations.. 

(4) A financial institution may however start’ processing the business or 
application immediately, provided that it- 

(a) promptly takes appropriate steps to obtain identification evidence; and 

(6) does not transfer or pay any money out to a third party until the 
identification requirements are carried out. 

63.-{ I) The failure or refusal of an applicant to provide satisfactory 
identification evidence within a reasonable time and without adequate explanation 
may lead to a suspicion that the depositor or investor is engaged in money laundering. 
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(2) A financial institution under the situation stipulated in sub-regulation (I) 
of this regulation shall immediately make an STR to the NFIU based on the 
information in its possession before the funds involved are returned to the potential 
client or original source of the funds. 

(3) A financial institution shall have in place written and consistent policies 
of closing an account or unwinding a transaction where satisfactory evidence of 
identity cannot be obtained. 

(4) A financial institution is also required to respond promptly to inquiries 
made by competent authorities and financial institutions on the identity of their 
customers. 

64.--{ I) A financiai institution shall ensure that it is dealing with a real 
person or organization whether natural, corporate or legal, by obtaining sufficient 
identitication evidence. 

(2) Where reliance is placed on a third party to identify or verify the 
identity of an applicant, the overall responsibility for obtaining satisfactory 
identification evidence rests with the account holding financial institution. 

(3) In all cases, it is mandatory to obtain satisfactory evidence that a person 
lives at the address he provided and that the appl icant is that person or that the 
company has identifiable owners and that its representatives can be located at the 
address provided. 

(4) The identification process should be cumulative, as no single form of 
identification can be fully guaranteed as genuine or representing correct identity .. 

(5) The procedures adopted to verify the identity of private individuals; 
whether or not identification was done face-to-face or remotely, shall be stated.in 
the customer’s file and the reasonable steps taken to avoid single, multiple fictitious 
applications, substitution (impersonation) or fraud shall be stated also by the 
financial institution in the client’s file. 

(6) An introduction from a respected customer, a person personally known 
to a Director or Manager or a member of staff often provides comfort but shall 
not replace the need for identification evidence requirements to be complied-with 
as set out in this Regulation. 

(7) Details of the person who initiated and authorized the introduction 
should be kept in the customer’s mandate file along with other records and the 
Directors or Senior Managers shall insist on the prescribed identitication procedures 
for every applicant. 

65.--( J) Where an existing customer closes one account and opens another 
or enters into a new agreement to purchase products or services, it shall not be 
n~cessary to verify the identity or address for such a customer unless the name 
or the address provided does not tally with the information in the financial 
institution’s records, provided that procedures are put in place to guard against 
impersonation or fraud. 



(2) The opportunity of opening the new account referred to in sub-regulation 
(I) of this regulation shall be util ized to ask the customer to confirm the relevant 
details and to provide any missing KYC information and where- 

(a) there was an existing business relationship with the customer and 
identi fication evidence had not previously been obtained; 

(h) there had been no recent contact or correspondence with the customer 
within the past three months; or 

(c) a previously dormant account is re-activated. 

(3) In the circumstances in sub-regulation (2) of this regulation, details of 
the previous account and any identification evidence previously obtained or any 
introduction records shall be linked to the new account-records and retained for 
the prescribed period in accordance with the provisions of these Regulations. 

66.-( I) In order to guard against the dangers of postal-interception and 
fraud, prospective customers shall not be asked to send originals of their valuable 
personal identity documents including international passport, identity card, driver’s 
licence, by post. 

(2) Where there is n9 face-to-face contact with a customer and documentary 
evidence is required, certified true copies by a lawyer, notary public or court of 
competent jurisdiction, banker, accountant; senior public servant or their equivalent 
in. the private sector shall be obtained provided that the person undertaking the 
certification is-known and capable of being, contacted. In the case of a foreign 

. national, a copy of international passport, national identity card or documentary 
evidence of his address shall be certified by- 

(a) the •embassy,. consulate or high commission of the country of issue’ ; 

(b) a.seniorofficial within -the account opening institution; or 

(c) a lawyer or•notary public. 

(3) Certified True Copies of identification evidence are.to be stamped, dated 
. and signed "original.sighted by-rne" by a senior officer. of the financial institution. c 

(4) Atinancial institution shall always ensurethata good-production ofthe 
photographic evidence of identity is obtained provided’ that where this-is not 
possible, a copy of evidence certified.as providing a good likeness of the applicant 
is acceptable in the interim. . . . 

67.-( I) Records of the supporting evidence and methods used to verify 
identity shall be retained for a minimum period of five years after the account is 
closed or the business relationship ended. 

(2) Where the supporting evidence cannot be copied at the time it was 
presented, the reference numbers and other relevant details of the identification 
evidence shall be recorded to enable the documents to be obtained later. 
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(3) Confirmation ofevidence in sub-regulation (2) of this regulation shall 
be provided that the original documents were seen by certifying either on the 
photocopies or on the record that the details were taken down as evidence. 

(4) Where checks are made electronically, a record of the actual information 
obtained or where it can be re-obtained shall be retained as part of the identi fication 
evidence. 

(5) The record in sub-regulation (4) of this regulation shall make the 
reproduction of the actual information that would have been obtained before, less 
cum bersorne. 

68.--( I) Where the money laundering risk is assessed to be low, concession 
may be granted for product or services in respect of long-term life insurance 
business or purchase of personal investment products. 

(2) Where payment is to be made from an account held in a customer’s 
name orjointly with one or more other persons, at a regulated financial institution. 
no further evidence of identity shall be necessary. 

(3) Additional verification requirements for postal or electronic transactions 
shall apply to the following- 

(a) products or accounts where funds may be transferred to other types of 
products or accounts which provide cheque or money transfer facilities; 

(b) situations where funds may be repaid or transferred to a person other 
than the original customer; and 

(c) investments where the characteristics of the product or account may 
change subsequently to enable payment to be made to third parties. ... 

(4) Postal concession shall not be an exemption from the requirement to 
obtain satisfactory evidence of a customer’s identity and payment debited from’ 
an account in the customer’s name shall be capable of constituting the required 
identification evidence in its own right. 

(5) To avoid proceeds of crime from being laundered by a customer who 
uses a third-party cheque, draft or electronic payment drawn on a bank, payment 
from joint accounts shall be considered acceptable for this purpose where the 
name of the account-holder from where the funds have been provided shall be 
clearly indicated on the record reflecting the payment or receipt, provided- that a 
financial institution may rely upon the required documentary evidence of a third 
party, without further verification of the identity, where there is no apparent 
inconsistency between the name in which an application is made and the name on 
the payment instrument. 

(6) In the case ofa mortgage institution’s cheque or banker’s draft, it shall 
only be possible to rely on the concession in sub-regulation (5) of this regulation 
where the holder of the account from which the money is drawn is confirmed to 
have met the K YC requirements by the mortgage institution or bank, and payment 



by direct debit or debit card shall be relied upon except the authentication procedure 
identifies the name of the account holder from which the payment is drawn and 
confirms the customer ’s address. 

(7) In respect of direct debits, it shall not be assumed that the account› 
holding bank or institution may-carry out any form of validation of the account 
name and 11111ll ber or that the mandate shall be rejected where they do not match. 

(8) Where payment fer the product is to be made by direct debit or debit 
card or notes, and the applicant’s account details have not previously been verified 
through sighting of a bank statement or cheque drawn on the account, repayment 
proceeds shall only be returned to the account from which the debits were drawn. 

(9) Records shall be maintained indicating how a transaction arose, including 
details of the tinancial institution’s branch and account number from which the 
cheque or payment is drawn. 

( 10) The concession in this regulation may apply both where an application 
is made directly to the financial institution and where a payment is passed through 
a regulated intermediary. . 

(11) A financial institution that has relied on the postal concession to avoid 
additional verification requirements, which shall be so indicated on the customer’s 
tile, cannot introduce that customer to another financial institution for the purpose 
of offering bank accounts or other products that provide cheque or money 
transmission facilities. 

" 

( 12) Where the customer in sub-regulation (11) of this regulation wishes 
to migrate to an account’ that. provides cheque or third’ party .transfer facilities, 
additional identitication checks shall be undertaken-at that time, and .where these 
circumstances-occur on a regular’ basis a financial institution shall identify all the 
parties to the relationship at the outset. 

69. Term Deposit Accounts (’TDA’) can be broadly classified as a one-off 
transaction provided that a financial institution’. shall note that concession is not 
available for TDAs,opened with cash where thereis.no audit trail of the. source of 
funds or’ where payments to or from third parties are’ allowed into the account 

70. Where the balance in an investment-fund account is transferred from one 
funds manager to another and the value at that time is above $1,000 or its equivalent 
and identification evidence has not been taken or confirmation’ obtainecL:froin the 

~ original fund manager, such evidence shall be obtained at the time of the transfer. 

PART VIlI-GENERAL INFORMATION 

71. Establishing identity under these Regulations is divided into three broad 
categories, namely- 

(a) private individual customers ; 
(b) quasi corporate customers; and 
(c) pure corporate customers. 

B 267 

._,O ’ �� ::1 

Term 
Deposit 
Account 
(’TDA’). 

Investment .. 
Funds. 

Establ ish iug 
Identity, 



B 268 

Private 
Individuals› 
General 
I nformation. 

Private 
Individuals 
Resident in 
Nigeria. 

Documenting 
Evidence of 
Identity. 

72.-{ I) The following information shall be established and independently 
validated for all private individuals whose identities need to be verified- 

(0) the full name used; and 

(b) the permanent home address, including landmarks and postcode, where 
available. 

(2) The information obtained shall provide satisfaction that a person of that 
name exists at the address given and that the applicant is that same person so 
indicated, and where an applicant has recently moved from his residence, the 
previous address shall be validated. 

(3) The date of birth shall be obtained as required by the law enforcement 
agencies, provided that the information need not be verified and the residence or 
nationality of a customer is ascertained to assist risk assessment procedures. 

(4) A risk-based approach shall be adopted when obtaining satisfactory 
evidence of identity. 

(5) The extent and number of checks may vary depending-on the perceived 
risk of the service or business sought and whether the application is made in 
person or through a remote medium such as telephone, post or the internet. 

(6) The source of funds of how the payment was made, from where and 
by whom shall always be recorded to provide an audit trail, provided that for high 
risk products, accounts or customers, additional steps shall be taken to ascertain 
the source of wealth or funds. 

(7) For low-risk accounts or simple investment products such as deposit c’ 

or savings accounts without cheque-books or automated money transmission 
facilities, the financial institution shall satisfy itself as to the identity and address 
of the customer. 

73.-{1) The confirmation of name and address shall be established by 
reference to a number of sources. 

(2) The checks shal1 be undertaken by cross-validation that the applicant 
exists at the stated address either through the sighting of actual documentary 
evidence or by undertaking electronic checks of suitable databases or by a’ 
combination of the two. 

(3) The overriding requirement to ensure that the identification evidence is 
satisfactory shall rest with the financial institution opening the account or providing 
the product or service. 

74.-{ 1) To guard against forged or counterfeit documents, care shall be 
taken to ensure that documents offered are originals. 

(2) Copies that are dated and signed ’original seen’ by a senior public 
servant or equivalent in a reputable private organization may be accepted ill the 
interim, pending presentation of the original documents. 



(3) Sui table documentary evidence for private individuals resident in Nigerian 
as contained in the Second Schedule to these Regulations. 

(4) Checking of a local or national telephone directory may be used as 
additional corroborative evidence but shall not be used as a primary check. 

75.-( I) A financial institution shall establish the true identity and address 
of its customer and carryout effective checks to protect the institution against 
substitution of identities by applicants. 

(2) Additional verification of a customer’s identity and the fact that the 
application was made by the person identified shall be obtained through one or 
more of the following procedures- 

(a) direct mailing of account opening documentation to a named individual 
at an independently verified address; 

(h) an initial deposit cheque drawn on a personal account in the applicant’s 
name in another financial institution in Nigeria; 

(c) telephone contact with the applicant prior to opening of the account on 
an independently verified home or business number or a "welcome call" to the 
customer before transactions are permitted, utilizing a minimum of two pieces 
of personal identity information that had previously been provided during the 
setting up of the account; 

(d) internet sign-on following verification procedures where the customer 
uses security codes, tokens, or. other passwords which had been set up during 
account opening and provided by mail or secure delivery, to the named individual 
at an independently verified address; or, . _ 

(e) card or account activation’ procedures .. 

_ (3) A financial institution shall ensure that additional information’ on the 
nature and. level of the-business to-be conducted, and the origin of the’ funds to be 
used within. the-relationship are obtained from the.customer, 

76 . .,.-{ I) An-applicant’s identity" address and: other. available information 
,~ may be checked electronically. by accessing other data-bases or sources, as’ an 

alternative or supplementary to documentary evidence of identity or address. 

(2) A financial institution shall use a combination of electronic, documentary 
and physical checks to confirm different sources of the sarneinformation provided 
by a customer. 

(3) In respect of electronic checks, confidence as to the reliability of 
information supplied shall be established by the cumulative nature of checking 
across a range of sources, preferably covering a period of time or through qualitative 
checks that assess the validity of the information supplied. 

(4) The number or quality of checks to be undertaken shall vary depending 
on the diversity as well as the breath and depth of information available from each 
source. 
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(5) Verification that the applicant is the data-subject shall be conducted 
within the checking process. 

(6) Suitable electronic sources of information include- 

(0) an electronic search of the electoral register not be used as a sole 
identity and address check; 

(b) access to internal or external account database; and 

(c) an electronic search of public records where available. 

(7) Application of the process and procedures in this regulation shall assist 
financial institutions to guard against impersonation, invented-identities and the 
use of false addresses provided that where an applicant is a non face-to-face 
person, one or more additional measures shall be undertaken for re-assurance. 

PART IX-FINANCIAL EXCLlISION HlR rin: SOCIALLY ()I{ FINANCIAI.LY 

DISADVANTA(iED AJ>J'I.ICANTS 

77.-( 1) Notwithstanding that access to basic banking facilities and other 
financial services is a necessary requirement for most adults, the socially or 
financially disadvantaged shall not be precluded from opening accounts or obtaining 
other financial services merely because they do not possess evidence to identify 
themselves. 

(2) The socially or financially disadvantaged shall not be precluded from 
opening accounts or obtaining other financial services merely because they db . 
not possess evidence to identify themselves since access to basic banking facilities 
and other financial services is a necessary requirement for most.adults. 

(3) Where the socially or financially disadvantaged cannot reasonably . c’. 
comply with sub-regulation (1) of this regulation, the internal procedures of the 
financial institution shall make allowance for such persons by way of providing 
appropriate advice to staff on how the identities of such group of persons may be 
confirmed and what checks shall be made under these exceptional circumstances. 

(4) Where a financial institution has reasonable grounds to conclude that an 
individual client is not able to produce the detailed evidence of" his identity and 
cannot reasonably be expected to do so, the institution may accept as identification 
evidence, a letter or statement from a person in a position of responsibility ’such 
as solicitors, doctors, ministers of" religion and teachers who know the client, 
confirming that the client is who he says he is and his permanent address. 

(5) When a financial institution has decided to treat a client as «financially 
excluded", it shall record the reasons for doing so along with the account opening 
documents, and returns of same shall be rendered to the CBN and NFIU quarterly. 

(6) Where a letter or statement is accepted from a person in position of 
responsibility, it shall include a telephone number where the person can be contacted 
for veri fication and the financial institution shall verity from an independent source 
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the information provided by that person so as to satisfy itself that such customer 
is the person he claims to be. 

(7) A financial institution shall include in its internal procedures the "alternative 
documentary evidence of personal identity and address" that may be accepted to 
guard against "financial exclusion" and to minimize the use of the exception 
procedure. 

(8) A financial institution shall put in place additional monitoring for accounts 
opened under the tinancial inclusion procedures to ensure that such accounts are 
not misused. 

I 78.-( I) International passports or national identity cards shall generally be Private 
available as evidence of the name of a customer and reference numbers, date and Individuals 
country of issue shall be obtained and recorded in the customer’s tile as part of 
the identification evidence in respect of prospective customers who are not resident 
in Nigeria but who make face-to-face contact. 

(2) A financial institution shall obtain separate evidence of an applicant’s 
permanent residential address from the best available evidence, preferably from 
an official source. 

not resident 
in Nigeria. 

(3) A Post Office Box number ("P.O.Box Number") alone shall not be accepted 
as evidence of address and the applicant’s residential address shall be such that it 
may be physically located by way of a recorded description or other means. 

(4) Relevant evidence shall be obtained by the financial institution directly 
from the customer or through’ a reputable: credit or financial institution in the Y; . .,,’ 
applicant’s home country, Of country-of residence. provided-that particular care’ . ,./, ,.’ ’,"’~I 

shall be taken-when relying on identificationevidence obtained from other countries, 

.;, 

(5) A financial institution’ shall" ensure that a customer’s. true identity and 
cur.rent permanent address are actually confinned.In such.cases, copies of relevant 
identity documents shall be sought.and retained,’ 

(6) Where. a’ foreign national has-recently arrived in Nigeria, reference may 
be made. to his . employer, university, ’evidence::oftraveling documents, etc, to 

":, verify the applicant's identity and residential.address. 

(7) For a private individual not resident in Nigeria, who wishes t9: supply 
documentary information by post, telephone’ or electronic means.. a risk-based 
approach shall be taken where the financial institution shall obtain one separate 
item of evidence of identity in respect of the name of the customer and one 
separate item for the address. 

(8) Documentary evidence of name and address may be obtained from› 
(a) an original documentary evidence supplied by the customer; 

(b) a certified copy of the customer’s passport or national identity card and 
a separate certified document including utility bill and driving licence, verifying 
the customer’s address; or’ 
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(c) a branch, subsidiary, head office of a correspondent bank. 

(9) Where an applicant does not already have a business relationship with 
the financial institution that is supplying the information or the financial institution 
is outside Nigeria, certified copies of relevant underlying documentary evidence 
shall be sought, obtained and retained by the institution. 

(10) An additional comfort shall be obtained by confirming the customer’s 
(rue name, address and date of birth from a reputable credit institution in the 
customer’s home country, where necessary. 

(II) A financial institution shall use requirements 111 this regulation IJ1 

conjunction with the First Schedule to these Regulations. 

79.-( I) In respect of a non face-to-face customer, an additional measure 
or check shall be undertaken to supplement the documentary or electronic evidence 
to ensure that an applicant is who he claims to be and these additional measures 
shall apply whether the applicant is resident in Nigeria or elsewhere and shall be 
particularly robust where the applicant is requesting a bank account or other 
product or service that offers money transmission or third party payments. 

(2) Procedures to identify and authenticate a customer shall ensure that 
there is sufficient evidence either documentary or electronic, to confirm his address 
and personal identity and to undertake at least one additional check to guard 
against impersonation or fraud. 

(3) The extent of the identification evidence required in this regulation shall 
depend on the nature and characteristics of the product or service and the assessed 
risk, provided that care shall be taken to ensure that the same level of information 
is obtained for internet customers and .other postal or telephone customers. .. 

(4) Where reliance is placed on intermediaries to undertake the processing 
of applications on the customer’s behalf, checks shall be undertaken to ensure 
that the intermediaries are regulated for money laundering prevention and that the 
relevant identification procedures are appJied. 

(5) A financial institution shall conduct regular monitoring of internet-based 
business or clients and where a significant proportion of the business is operated 
electronically, computerized monitoring systems or solutions that are designed to 
recognize unusual transactions and related patterns of transactions shall be put in 
place to recognize suspicious transactions. 

(6) In all cases, evidence as to how identity has been verified shall be 
obtained and retained with the account opening records. 

(7) AMLlCFT compliance officers shall review these systems or solutions, 
record exemptions and report same quarterly to the NFIU. 

80.-( I) Where a refugee or asylum seeker requires a basic bank account 
without being able to provide evidence of identity, authentic references from the 
Nigerian Immigration Services endorsed by the State Security Services shall be 
used in conjunction with other readily available evidence. 



(2) Additional monitoring procedures shall be undertaken in respect of sub› 
regulation (I) of this regulation -to ensure that the use of the account is consistent 
with the customer’s circumstances. 

81.-( I) When opening accounts for students or ot-her young people, 
the normal identification procedures set out in these Regulations shall be 
followed and where such procedures may not be relevant or do.not provide 
satisfactory identification evidence, verification may be obtained through- 

(0) the home address of the parent; 

(b) confirming the applicant’s address from his institution of learning; or 

(c) seeking evidence of a tenancy agreement or student accommodation 
contract. 

(2) An account for a minor may be opened by a family member or guardian 
and where the adult opening the account does not already have an account with 
the financial institution, the identification evidence for that adult or of any other 
person who will operate the account shall be obtained in addition to obtaining the 
birth certificate and passport of the child, provided that strict monitoring shall be 
undertaken. 

(3) For accounts opened through a school-related: scheme, the school shall 
provide the date of birth and permanent address of the pupil and complete the 
standard account opening documentation .on behalf of the pupil. 
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(4) Account of a minor shall be constantly monitored to ensure. that it is not 
used for the purposes of money . laundering or terrorist. financing: and, that the ; .!:: 

transaction does not exceed an amount that should be determined bythe financi,d’ ;, , t:. 
institution .. 

82: Trustsrnominee companies and fiduciaries’ are popular vehicles for 
criminals wishing to avoid the identification procedures and mask the origin of 
the dirty money: they wish tolaunder. The particular characteristics of Trust that 
attract the ’genuine: customer,’ the’ anonymity and complexity’ of structures that 
they canprovide .are; also’ highly attractive to money launderers. 

PART X-TRUST, POLICY, RECEIPT' AND PAYMENT OF FUNDS 

83.--{ 1) Trusts, nominees and fiduciary accounts.present a higher, rrioney 
laundering risk than others. 

(2) Identification and "Know Your Customer’s Business" procedures shall 
be set and managed in accordance with the perceived risk. 

(3) The principal objective ofmoney laundering prevention trusts, nominees 
and fiduciaries shall be to verify the identity of the provider of funds such as the 
settlor, and those who have control over funds like the trustees and any controllers 
who have the power to remove the trustees. 

(4) For discretionary or offshore trust, the nature and purpose of the trust 
and the original source of funding shall be ascertain .d. 

I- I ~ 

.' . : .~':J.~' 

.. , 

Quasi ’. 
Corporate 
Customers. 

Trust, 
Nominees 
and 
Fiduciaries. 



B 274 

Offshore 
Trusts. 

-------------- ---- ----------- --- 

(5) Whilst reliance may be placed on other financial institutions that are 
regulated for money laundering prevention to undertake the checks or confirm 
identity, the responsibility to ensure that this is undertaken shall vest with the 
financial institution and the underlying evidence of identity shall be made available 
to law enforcement agencies in the event of an investigation. 

(6) Identification shall be obtained and not waived for any trustee who 
does not ha~e authority to operate an account and cannot give relevant instructions 
concerning the use or transfer of funds. 

84.-( 1) Since offshore trusts present a higher money laundering risk, 
additional measures shall be needed for Special Purpose Vehicles (SPVs) or 
International Business Companies connected to trusts. 

(2) Where trusts are set up in offshore locations with strict bank secrecy 
or confidentiality rule, those created in jurisdictions without equivalent money 
laundering procedures in place shall warrant additional enquiries. 

(3) Except an appl icant for business is a regulated financial institution, 
measures shall be taken to identify the trust company or the corporate service 
provider in line with the requirements for professional intermediaries or companies 
generally. 

(4) Certified copies of the documentary evidence of identity for the principals. 
including settlors and controllers on whose behalf the applicant for business is. 
acting shall be obtained. 

(5) For overseas trusts, nominee and fiduciary accounts, where the applicant 
is a financial institution that is regulated for money laundering purposes- 

(0) reliance may be placed on an introduction or intermediary certificate. .~ 
letter stating that evidence of identity exists for all underlying principals and 
confirming that there are no anonymous principals; 

(b) the trustees or nominees shall be asked to state from the outset the 
capacity in which they are operating or making the application; and 

(c) documentary evidence of the appointment of the current trustees shall 
be obtained. 

(6) Where the evidence is not retained in Nigeria, enquiries shall be made to 
determine, that there is no overriding bank secrecy or confidentiality constraint 
that shall restrict access to the documentary evidence of identity, shall it be needed 
in Nigeria. 

(7) An application to open an account or undertake a transaction on behalf 
of another without the applicant identifying his trust or nominee capacity shall be 
regarded as suspicious and shall lead to further enquiries and rendition of reports 
to the NFlU. 

(8) Where a bank in Nigeria is the applicant for an offshore trust on behalf 
of a customer, where the corporate trustees are not regulated, the Nigerian bank 
shall undertake due diligence on the trust itself. 



(9) Where funds have been drawn upon an account that is not under the 
control of the trustees, the identity of two of the authorized signatories and their 
authority to operate the account shall be verified except where the identity of 
beneficiaries have not previously been verified and verification shall be carried 
out where payments are made to them. 

85.-{ 1) For Conventional Nigerian Trusts, identification evidence shall be 
obtained for-e- 

(a) those who have control over the funds, the principal trustees, who can 
include the settlor; 

(h) the providers of the funds, the settlors, except where they are deceased ; 
and . 

(c) where the settlor is deceased, written confirmation shall be obtained for 
the source of funds, grant of probate or copy of the Will or other document 
creating the Trust. 

(2) Where a corporate trustee such as a bank acts jointly with a co-trustee, 
any non-regulated co-trustee shall be verified even where the corporate trustee is 
covered by an exemption and the relevant guidance contained in these Regulations 
for verifying the identity of persons, institutions or companies shall be followed. 

(3) A financial institution may not. review an existing trust but the bank 
confirmation of the settlor and the appointment of any additional trustees shall be 
obtained. 

(4) Copies of any under.lying documentary evidence shall be’ certified as 
true copies and a check shall be carried out to-ensure that any bank account on 
which: the’ trustees have, drawn funds: is’ in. their names. 

(5) Where a risk based• approach is adopted, consideration shall be given as 
to whether the identity of any additionai.authorized’signatories to the. bank account 
may be verified . 

. (6)’ A payment for any trust" property ’shall.beimade to a trustee• and as a, 
matter of. practice.. some life assurance companies’ make payments’ directly- to 
beneficiaries on receiving a request from the trustees, payment shall be’ made to 
the named beneficiary by way of a crossed cheque marked "account payee only" 
or a bank transfer direct to an account in the name of the beneficiary’ in such 

. circumstances. 

86.-{ 1) Where inoney is received on behalf of a trust, reasonable steps 
shall be taken to ensure that the source of funds is properly identified and the 
nature of the transaction or instruction is understood. 

(2) A Payment shall be properly authorized in writingby the trustees, 

87. Where a trustee who has been verified is replaced, the identity of the 
new trustee shall be verified before he is allowed to exercise control over funds 
of the Trust. 
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88. Where a life policy is placed in trust, an applicant for the policy is also 
a trustee and where the trustees have no beneficial interest in the funds, it shall 
verify the identity of the person applying for the policy except that the remainder 
of the trustees shall be identified in a situation where policy proceeds were being 
paid to a third patty not identified in the trust deed. 

89. (I) The authority to deal with assets under a Power of Attorney and 
Third Party Mandates constitute a business relationship. 

(2) At the start of a relationship, identification evidence shall be obtained 
from a holder of Power of Attorney and third party mandates in addition to the 
customer or subsequently on a later appointment of a new attorney, where advised, 
within one year of the start of the business relationship. 

(3) An attorney for corporate or trust business shall be verified and a 
financial institution shall always ascertain the reason for the granting of a power 
of attorney. 

(4) A records of a transaction undertaken in accordance with a Power of 
Attorney shall be maintained as part of the client’s record. 

PART XI-ExEC1!TORSHIP, CLIENT ACCOUNTS, UNINCORPORATED 

AND CORPORATED ORGANIZATIONS 

Executorship 90.-( I) Where a bank account is opened for the purpose of winding up . 
Accounts. the estate of a deceased person, the identity of the executor or administrator of 

the estate shall be verified. 

(2) Identification evidence .. shall not be required for the-executors or 
administrators where payment is made from an established bank or mortgage 
institution’s account in a deceased’s name, solely for the purpose of winding up 
the estate in accordance with the grant of probate or letter of administration. 

(3) Where a life policy pays out on death, identification evidence shall not 
be obtained for the legal representatives. 

(4) A Payment to beneficiaries in sub-regulations (I) (2) and (3) of this 
regulation on the instructions of the executor or administrator may be made without 
additional verification requirements, except that where a beneficiary wishes to . 
transact business in his own name, then identification evidence shall be required. 

(5) Where suspicion is aroused in respect of the nature or origin of assets 
comprising an estate that is being wound up, such suspicion shall be reported to 
the.NFIU. 

"Client 
Accounts" 
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91.-( 1) Stockbrokers, fund managers, solicitors, accountants, estate agents 
and other intermediaries frequently hold funds on behalf of their clients in "client 
accounts" opened with a financial institution. 

(2) Accounts in sub-regulation (I) of this regulation may be general omnibus 
accounts holding the funds of many clients or they may be opened specifically 
for a single client. 
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(3) In each case, it is the professional intermediary who is the financial 
institution’s customer. These situations shall be distinguished from those where 
an intermediary introduces a client who himself becomes a customer of the financial 
institution. 

(4) Where a professional intermediary is covered and is indeed monitored 
under the money laundering Regulations or AMLlCFT supervisors or their 
equivalent, identification may be waived on production of evidence. 

(5) Notwithstanding sub-regulation (4) of this regulation, where the 
professional intermediary is not regulated by money laundering Regulations or 
their equivalent, the financial institution shall verify the identity ofthe professional 
intermediary and also verify the identity of the person on whose behalf the 
professional intermediary is acting. .’- 

(6) Where it is impossible for a financial institution to establish the identity 
of the person for whom a solicitor or accountant is acting, it shall take a commercial 
decision based on its knowledge of the intermediary, as to the nature and extent 
of business that they are prepared to conduct. where the professional firm is not 
itself covered by these Regulations, 

(7) Financial institutions shall make reasonable enquiries about transactions 
. passing through client-accounts that give cause for concern and shall report any 
suspicion to the NFIU. 

92.-{ 1) Where an applicant is an un-incorporated business or a partnership Un- , 
whose principal partners or controllers.do not alr.eady have a business relationship .’ inC’~~por~~~d '1;1 
with the financial institution, identification evidenceshaltbeobtainedin,respect’of’ Business or’ j. 

’,,’ the, principal beneficial owners orcontrollers-and any signatory in whom significant Part’~~’rsh’ip’~" 

control has been, vested’ by the principal beneficial’ owners: or controllers. 

(2) Evidence’ of the. address of-a business ’or partnership shall be obtained 
and where a: current account is being opened; a’ visit to. the place of business may 
be made to confirm the true nature of the business activities and a copy of the 
latest report-and-audited. accounts- shall; be: obtained.’ 

\ . (3) The nature of the business or partnership shall be verified to ensure that 
it has a legitimate purpose. . 

... ,.: 

. ~ ~ \' . -,. 

.. 
(4) Where a formal partnership arrangement exists, a mandate.from the 

partnership authorizing the opening of an account or undertaking of the transaction 
shall be obtained . 

. ’ 93. A limited liability partnership shall be treated as a corporate customer 
for verification of identity .and know your customer purposes. 
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94.-{ 1) The legal existence of an applicant-company shall be verified 
from official documents or sources to ensure that persons purporting to act on 
its behal f are fully authorized, 
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(2) Where the controlling principals cannot be identified, enquiries shall be 
made to confirm that the legal person is not merely a "brass-plate company". 

95.--( I) The identity of a corporate company shall comprise of:- 
(0) registration humber; 

(b) registered corporate name and any trading names used; 

(c) registered address and any separate principal trading addresses; 

(d) directors; 

(e) owners and shareholders; and 

(j) the nature of the company’s business. 

(2) The extent of identification measures required to validate the information 
or the documentary evidence to be obtained in this regulation depends on the 
nature of the business or service that the company requires from the financial 
institution and a risk-based approach shall be taken. 

(3) Information as to the nature of the normal business activities that the 
company expects to undertake with the financial institution shall be obtained. 

(4) Before a business relationship is established, measures shall be taken by 
way of company search at the Corporate Affairs Commission (CAC) and other 
commercial enquiries undertaken to check that the applicant-company’s legal 
existence has not been or is not-in the process of being dissolved, struck off, 
wound up or terminated. 

96.--( I) Additional procedures shall be undertaken to ensure that the 
applicant’s business, company or society exists at the address provided and it is. 
for a legitimate purpose because of the risks with non face-to- face business; .as 
with the requirements for private individuals. 

(2) Where the characteristics of the product or service permit, steps shall 
be taken to ensure that relevant evidence is obtained to confirm that any individual 
representing the company has the necessary authority to do so. 

(3) Where the principal owners, controllers or signatories need. to be 
identified within the relationship, the relevant requirements for the identification 
of personal customers shall be followed. 

97. (l) Corporate customers that are I isted on the stock exchange are 
considered to be publicly- owned and generally accountable and there is QO need 
to verify the identity of the individual shareholders. :’:. 

(2) The Identity of the directors of a quoted company may not be verified. 

(3) A financial institution shall make appropriate arrangements to ensure 
that an officer or employee, past or present, is not using the name of the company 
or its relationship with the financial institution for a criminal purpose. 

(4) The Board resolution or other authority for a representative to act on 
behalf of the company in its dealings with the financial institution shall be obtained. 



': '. 

(5) Phone calls may be made to the Chief Executive Officer of a company 
in sub-regulation (4) of this regulation to intimate him of the application to open 
the account in the financial institution. 

(6) Further steps shall not be taken to verify identity more than the usual 
commercial checks where the applicant company is listed on the stock exchange 
or there is independent evidence to show that it is a wholly owned subsidiary or 
a subsidiary under the control of such a company. 

(7) Due Oil igence shall be conducted where the account or service required 
falls within the category of higher risk business. 

98. Where the applicant is an unquoted company and none of the principal 
directors or shareholders already have an account with the financial institution, to 
verify the business, the following documents shall be obtained from an official or 
a recognized independent source- 

(0) a copy of the certificate of incorporation or registration, evidence of 
the company’s registered address and the list of shareholders and directors; 

(b) a search at the CAC or an enquiry through a business information 
service to obtain the information on the company; 

(c) an undertaking from a firm of lawyers or accountants confirming the 
documents submitted to the CAC ; 

(d) a financial institution shall. pay attention to the place or origin of the 
documents and background against which they were produced’; and. 

(e) where comparable documents::cannot be obtained, verification of 
principal beneficial owners or, controllersshall ’be undertaken: .. ’; 

99.. Where: a higher-risk business applicant is. seeking to enter-into a full 
banking relationship-or any other business relationship. where third party funding’ 
and transactions. are permitted; the. followingevidence shall. be’ obtained either in 
documentary or’ electronic form- 

(0) for’ established companies.that.are incorporated for 18 months or more, . 
a set of the.latest. report and audited accounts-shall. be: produced.; 

(b) a search report at the CAC or an enquiry through. a business information 
service or an undertaking from a firm of lawyers or accountants confirming 
the documents submitted to the CAC ; ’" 

(c) a certified copy of the resolution of-the Board of Directors to open an 
account and confer authority on those who will operate it ; and 

(d) the Memorandum and Articles of Association of the company. 

100.--( I) Where a private company is undertaking a higher risk business, 
in addition to verifying the legal existence of the business, the principal requirement 
is to look behind the corporate entity to identify those who have ultimate control 
over the business and the company’s assets. 
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(2) What constitutes significant shareholding or control for the purpose of 
this regulation depends on the nature of the company and identification evidence 
shall be obtained for shareholders with interests of 5% or more. 

(3) Identification evidence shall be obtained for the principal-beneficial 
owner of the company and any other person with principal control over the 
company’s assets. 

(4) Where the principal owner is another corporate entity or trust, it shall 
take measures that look behind that company or vehicle and verify the identity of 
the beneficial-owner or settlers and where a financial institution is aware that the 
principal-beneficial owners or controllers have changed, they are required to verify 
the identities of the new owners. 

(5) Financial institutions shall identify directors who are not principal 
controllers and signatories to an account for risk based approach purpose. 

(6) Financial institutions shall visit the place of business to con finn the 
existence of such business premises and the nature of the business conducted. 

(7) Where suspicions are aroused by a change in the nature of the business 
transacted or the profile of payments through a bank or investment account, 
further checks shall be made to ascertain the reason for the changes. 

(8) In full banking relationships, periodic enquiries shall be made to establish 
changes to controllers, shareholders or the original nature of the business or 
activity . 

. (9) Particular care shall be taken to ensure that full identification and KYC . 
requirements are met if the company is an International Business Company (lBC) , 
registered in an offshore jurisdiction and operating out of a different jurisdiction .. 

1 Ol.--{ 1 ) For a foreign financial institution, the confirmation of existence 
and regulated status shall be checked by- 

(a) checking with the home country’s Central Bank or relevant supervisory 
body; 

(b) checking with another office, subsidiary, branch, or correspondent 
bank in the same country ; 

(c) checking with Nigerian regulated correspondent bank of the overseas 
institution; or 

(d) obtaining evidence of its license or authorization to conduct financial 
and banking business from the institution itself. 

(2) Additional information on banks allover the world may be obtained 
from various international publications and directories or any of the international 
business information services. 

(3/The publications referred to in sub-regulation (2) of this regulation shall 
not replace the confirmation evidence requirements under these Regulations. 

- 



102.-:-( I) A Bureau De Change ("BDC") is subject to the provisions of 
these Regulations and shall be verified in accordance with the procedures for 
other financial institutions, and satisfactory evidence of identity, ownership 
structure, source of funds and a certified copy of the applicant’s operating license 
shall be obtained. 

(2) A financial institution shall consider the risks associated with doing 
business with BDCs before entering into a business relationship with them. 

103.-(1) As part of KYC documentation for designated non-financial 
businesses and professions, the certificate of registration with Special Control 
Unit against Money Laundering in the Federal Ministry of Trade and Investment 
or a certificate from a self-regulatory organization as defined under the relevant 
Designated Non-Financial Business and Professions ("DNFBP") Regulations shall 
be obtained including identities of at least two of the directors. 

(2) Where an application is made on behalf of a club or society, a financial 
institution shall take reasonable steps to satisfy itself as to the legitimate purpose 
of the organization by sighting its constitution and the identity of at least two of 
the principal contact persons or signatories shall be verified in line with the 
requirements for private individuals and where signatories are changed, a financial 
institution shall verify the identity of at least two of the new signatories. 

(3) Where the purpose of a club or a society is to purchase the’ shares of a 
regulated investment company or where allthe members.areregarded asindividual 
clients, all the members in such cases shall be identified in line with the requirements 
for personal customers on a case-by-case basis .. ’ ’ 

.. , 104.-( I ) Where transactions carried, out: on• behalf of an Occupational 
Pension Scheme, where the transactionis.not in relation to a long term policy of 
insurance,’ the identities of both the principal employer and, the, Trust.shall be 
verified. . 

(2) In addition to the identity of.the principal employer, the source of 
funding shall- be verified and.recorded to ensure that-a complete’ audit trail exists 
if the employer is dissolved or wound up. 

(3) For the Trustees of Occupational Pension Schemes, satisfactory 
identification evidence shall be based on the inspection of formal documents 
concerning the Trust which confirm the names of the current Trustees t , and their 
addresses for correspondence and in addition to the documents, confirming the. 
Trust identification shall be based on extracts from Public Registers or references 
from Professional Advisers or Investment Managers. 

(4) Any payment of benefits by or on behalf of the Trustees of an 
Occupational Pension Scheme will not require verification of identity of the 
recipient. 

(5) Where individual members of an Occupation Pension Scheme are to be 
given personal investment advice, their identities shall be verified but where the 
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Trustees and principal employer have been satisfactorily identified (and the 
information is still current) it can be appropriate for the employer to provide 
confirmation of the identity of individual employees. 

1 05.-{1) A financial institution shall adhere to the identification procedures 
requirements for opening of accounts on behalf of charity organizations; and the 
confirmation of the authority to act in the name of.rhe orgamzarion. 

(2) The opening of accounts on behalf of charity organizations in Nigeria 
shall be carried out by a minimum of two signatories, duly verified and 
documentation evidence shall be obtained. 

(3) When dealing with an application from a registered charity organization, 
a financial institution shall obtain and confirm the name and address of the 
organization concerned. 

(4) Where a person making an application or undertaking a transaction is 
not the official correspondent or the recorded alternate, a financial institution 
shall send a letter to the official correspondent, informing him of the charity 
organizations’ application before it and the official correspondent shall respond as 
a matter of urgency where there is any reason to suggest that the appl ication has 
been made without authority. 

(5) An application on behalf of un-registered charity organization shr.ll be 
made in accordance with the procedures for clubs and societies as set out in 
these Regulations. 

(6) Where a charity organization is opening. a current account, the identity 
of all signatories shall be verified and where the signatories change, identities of’ 
the new signatories shall be verified. . 

106. A Religious Organization ("RO") shall have a CAC, and SCUML 
registered numbers and its identity may be verified by reference to the CAC, 
appropriate headquarters or regional area of the denomination, and the identity of 
at least two signatories to its account shall be verified. 

1 07:--{ 1) Where the applicant for business is a legal person, a financial 
institution shall verify the legal standing of the applicant, including its principal 
ownership and address. 

(2) A certified copy :of the resolution or other documents which authorise 
an official representing the body to open an account or undertake any transaction 
shall be obtained. 

(3) A financial institution shall telephone the Chief Executive Officer of the 
organization or parastatal concerned, to verify and confirm the application to 
open an account with the financial institution. 

(4) An authorization from the Federal or State Accountant-General shall be 
obtained before any of the three tiers of government or parastatals can open 
accounts with a financial institution in Nigeria. 



108. The authenticity of an applicant who requested to open accounts or 
undertake transactions in the name of Nigerian-resident foreign consulates and 
any documents of authorization presented in support of the application shall be 
checked with the Ministry of Foreign Affairs and the relevant authorities in the 
Consulate’s home country or as confirmed by the Head of the High Commission 
of that country in Nigeria. 

109. Whilst the responsibility to obtain satisfactory identification evidence 
rests with the financial institution that is entering into a relationship with a client, 
it is reasonable, in a number of circumstances, for reliance to be placed on another 
financial institution to- 

(a) undertake the identification procedure when introducing a customer 
and to obtain any additional KYC information from the client; 

(b) confirm the identification details where the customer is not resident in 
Nigeria; or 

(c) confirm that the verification of identity has been carried out where an 
agent is acting for a principal. 

P;\RT XII-INTRODUCTIONS, ApPLlC;\TIONS ;\ND FOREIGN I.NTERMEDIARIES 

11 O.--{ I) Where an intermediary introduces a customer and then withdraws 
from the ensuing relationship altogether, then the underlying customer has become 
the applicant for the business and shall be identified in line with the requirements 
for personal, corporate or business customers as appropriate .. 

(2) An introductory letter’ sha:11 be’ issued by the.’ introducing financial 
institution-or person ’in ’respect of each applicant for business. 

(3) To ensure that product-providers meet their obligations, satisfactory 
identification evidence shall be obtained.andretained for the necessary statutory’ 
period.. 

. (4)• Each introductory letter shall either be-accompanied by certified copies 
of the identification evidence obtained in line with the usual, practice’ of certification 
of identification documents or by sufficient details and reference- numbers that 
will permit the actual evidence obtained to. be re-obtained at-a later stage. . ’;. 
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111.-( I) Where other arrangements have been made, the service provider Written 
shall verify the identity itself and financial intermediary shall provide along with Applications. 
each application, the customer’s introductory letter together with certified copies 
of the evidence of identity which shall be placed in the customer’s file. 

(2) Where these procedures are followed, a product provider, stockbroker 
or investment banker shall be considered to have fulfilled its own identification 
obligations. 

(3) Where the letter is not forthcoming from the intermediary, or the letter 
indicates that the intermediary has not verified the’ dentity of the applicant, the 
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service provider shall satisfy its obligation by applying its own direct identification 
procedures. 

112.--(1) A Unit Trust Manager and other product providers receiving 
non-written applications from a financial intermediary, where a deal is made over 
a telephone or by other electronic means, shall veri fy the identity of such a customer 
and ensure that the intermediary provides specific confirmation that identity has 
been verified. 

(2) The answers given by the intermediary shall be recorded and retained 
for a minimum period of 5 years. 

(3) The answers constitute sufficient evidence of identity in the hands of 
the service provider. 

113. Where business is introduced or received from a regulated financial 
intermediary who is outside Nigeria, the reliance that shall be placed on that 
intermediary to undertake the verification of identity-check shall be assessed by 
the AMLCO or some other competent persons within the financial institution, on 
a case-by-case basis based on the knowledge of the intermediary. 

114.--( 1) Where a customer is introduced by one part of a financial sector 
group to another, identity shall not be re-verified and neither shall the records be 
duplicated except-s- 

(a) the identity of the customer has been verified by the introducing: 
parent company, branch, subsidiary or associate in line with the money 
laundering requirements of equivalent standards and taking account of 
any specific requirements such as separate address verification.; 

(b) no exemptions or concessions have been applied in the original . ., ~. 
verification procedures that would not be available to the new relationship; 

(c) a gro_up introduction letter is obtained and placed with the customer’s 
account ?,.pening records; and 

(d) in respect of group introducers from outside Nigeria, in which case 
arrangements shall be put in place to ensure that identity is verified in 
accordance with requirements and that the underlying records of identity 
in respect of introduced customers are retained for the necessary period. 

(2) Where a financial institution has day-to-day access to all the group’s 
KYC information and records, there is no need to identify an introduced customer 
or obtain a group introduction letter where the identity of that customer has been 
verified previously. 

(3) Where an identity of a customer has not previously been verified, then 
any missing identification evidence will need to be obtained and a risk-based 
approach taken on the extent of KYC information that is available on whether or 
not additional information shall be obtained. 



_’ 

(4) A financial institution shall ensure that there is no secrecy or data 
protection legislation that would restrict free access to the records on request or 
by law enforcement agencies under court order or relevant mutual assistance 
procedures. 

(5) Where such restrictions apply, copies of the underlying records of 
identity shall, wherever possible, be sought and retained. 

(6) Where identification records are held outside Nigeria, it shall be the 
responsibility of the financial institution to’ ensure that the records available meet 
the requirements in these Regulations. 

115.-( I) Where an applicant is dealing in its own name as agent for its 
own client, a financial institution shall, in addition to verifying the agent, establish 
the identity of such a client. 

(2) A financial institution shall accept or admit evidence as sufficient where 
it has established that the client is- 

. (0) bound by and has observed these Regulations or the provisions of the 
Money Laundering (Prohibition) Act, 2011 (as amended) ; and 

. (b) acting on behalf of another person and has given a written assurance 
that he has obtained and recorded evidence of the identity of the person on 
whose behalf he is acting. 

(3) Where another financial institution deals with its own client regardless 
of whether or not such a client has disclosed to the financial institution; then 
where- . 

(0) the agent is a finaneialinstitution, there’ is no requirement to establish 
the.identity of such’ aclientm to obtain’ any form.of written confirmation.from 
the agent concerning. the due .diligence undertaken .on its underlying ’clients; . 

(b) a regulated agent from outside Nigeria deals through a customer omnibus 
account or’ for a. named customer through a’ designated’ account, the agent 
shall provide a writtenassurance that the identity of all. the underlying clients 
has been verified.in accordance.with their local requirements; and 

(c) such an assurance cannot be obtained, then the business shall not be 
undertaken. 

(4) Where an agent is either unregulated or is not covered by the money 
laundering legislation, then each case shall be treated on its owrrmerits.: � 

(5) The k.nowledge of the agent shall determine the type of the Due Diligence 
standards to apply and risk-based approach shall be observed by a financial 
institution. 

116. Where there is a syndicated lending arrangement, the verification of 
identity and any additional KYC requirements rest with the lead-manager or agent 
to supply the normal confirmation letters. 
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117.-{ J) Transactions conducted through correspondent relationships shall 
be managed, in accordance with a risk-based approach; and "Know Your 
Correspondent" procedures shall be establishedto ascertain whether or not the 
correspondent bank or the counter-party is itself regulated for money laundering 
prevention; and where regulated, the correspondent shall verify the identity of its 
customers in accordance with FATF standards; and where this is not the case, 
additional due diligence shall be required to ascertain and assess the correspondent’s 
internal policy on money laundering prevention and K YC procedures, 

(2) The volume and nature of transactions flowing through correspondent 
accounts with a financial institution, from high risk jurisdictions or those with 
inadequacies or material deficiencies shall be monitored against expected levels 
and destinations and any material variances shall be checked. 

(3) A financial institution shall maintain records and ensure that sufficient 
due diligence has been undertaken by the remitting bank on the underlying client 
and the origin of the funds in respect of the funds passed through their accounts. 

(4) A financial institution shall guard against establishing correspondent 
relationships with high risk foreign banks such as shell banks or with correspondent 
banks that permit their accounts to be used by such banks, 

(5) Staff dealing with correspondent banking accounts shall be trained to 
recognize higher risk circumstances and be prepared to challenge the’ 
correspondents over irregular activity whether isolated transactions or trend and 
to submit a suspicious activity report to the NFIU, 

(6) A financial institution shall terminate .. an account with a correspondent. 
bank that fai Is to provi de satisfactory answers to q uesti ons inc Iud i ng 
confirming the identity of customers involved in unusual or suspicious 
circumstances. 

118.-{ I) Where a financial institution acquires a business and accounts of 
another•financial institution, it is not be necessary for the identity of all the existing 
customers to be re-identified, provided that all the underlying customers’ records 
are acquired with the business, but it shall carry out due diligence enquiries’ to 
confirm that the acquired institution had conformed withthe requirements of the 
provisions of these Regulations, 

(2) Verification of identity shall be undertaken for all the transferred customers 
who were not verified by the transferor, in line with the requirements for existing 
customers that open new accounts, where the- 

(a) money laundering procedures previously undertaken have not been in 
accordance with the requirements of these Regulations; 

(b) procedures shall be checked; or 

(c) customer-records are not available to the acquiring financial institution. 



119.--{ 1) A receiving financial institution can be used by money launderers 
in respect of offers for sale where new issues are over-subscribed and their 
allotment is scaled down; the money launderer is not concerned if there is a cost 
involved in laundering dirty money. 

(2) New issues that trade at adiscount will, therefore, still prove acceptable 
to the money launderer. 

(3) Criminal funds can be laundered by way of the true beneficial-owner of 
the funds providing the payment for an application in another person’s name, 
specifically to avoid the verification process and to break the audit trail with the 
underlying crime from which the funds are derived. 

120.-( 1) A receiving financial institution shall obtain satisfactory 
identification evidence of a new applicant, including such applicants in a rights 
issue, where the value of a single transaction or a series of linked transactions is 
$1,000 or its equivalent or as per the tiered KYC directive issued by the CBN. 

(2) Where funds to be invested are being supplied by or on behalf of a third 
party, the identification evidence for both the applicant and the provider of the 
funds shall be obtained to ensure that, the audit trail for the funds is preserved. 

121.--{ I) Where an application is submitted, payment made by a broker or 
an intermediary acting as agent, no steps shall be taken to verify the identity of the 
underlying applicants, the following standard procedures shall apply- 

(a) the lodging agent’s stamp shall be affixed on the application-form or 
. allotment letter; and 

(b) application and acceptance-forms and cover letters submitted by-lodging 
agents shall be identified’ and’recordedirr the bank’s records. 

(2) The, terms and conditions of the issue shall’ state that any requirements 
to obtain identification ev.idence are, the responsibility of the’ broker lodging the’ 
application and not the receiving financial institution." 

(3) Where the-original application has been submitted bya.regulated broker; 
no additional identification evidence shall-be conducted forsubsequent calls in 
respect of shares issued and partly paid. ’ 

122.- Where a broker or other introducer is a regulated person or institution 
(including an overseas branch or a subsidiary) from a country with equivalent 
legislation and financial sector procedures, and the broker or introducer is subject 
to anti-money laundering laws or regulations, then a written assurance shall be 
taken from the broker that he has obtained and recorded evidence of identity of 
any principal and underlying beneficial owner that is introduced. 

123.--{1) Where multiple family applications are received supported by 
one cheque and the aggregate subscri ption price is US $1 ,000 or more; and $1 ,000 
or more for an individual person, then identification evidence will not be required 
for- 
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(0) a spouse or any other person whose surname and address are the same 
as those of the applicant who has signed the cheque; 

(b) a joint account holder; or 

(c) an application in the name of a child where the relevant company’s 
Articles of Association prohibit the registration in the names of minors and the 
shares are to be registered with the name of the fami Iy mern ber of full age on 
whose account the cheque is drawn and who has signed the appl ication form. 

(2) Identification evidence of the signatory of the financial instrument shall 
be required for any multiple family applications for more than $1,000 or its 
equivalent; or as per the tiered KYC directive issued by the CBN, where such 
application is supported by a cheque signed by someone whose name differs 
from that of the applicant. 

(3) Other monetary amounts or more shall, from time to time, be stipulated 
by any applicable money laundering legislation and guidelines. 

(4) Where an application is supported by a financial institution’s branch 
cheque or brokers’ draft, the applicant shall state the name and account number 
from which the funds were drawn - 

(0) on the front of tile cheque; 

(b) on the back of the cheque together with a branch stamp; or 

(c) attaching other supporting documents. 

PART XIII-LINKED TRANSACTIONS, FOREIGN ACCOUNTS AND INVESTMENT 

124.-{ 1) Where a person handling applications that a number of single: 
applications under $1,000 or its equivalent in different names are linked, such as . 
payments from the same financial institution account apart from the multiple 
family applications above, identification evidence shall be obtained in respect of 
parties involved in each single transaction. 

(2) Installment payment issues shall be treated as linked transactions where 
it is known that •total payments will amount to $1,000 or its equivalent or such 
other monetary amounts as may, from time to time, be stipulated by any applicable 
money laundering legislation or guidelines; and either from the beginning or when 
a particular point has been reached, identification evidence shall be obtained. 

(3) An application that is believed to be linked with money laundering shall 
be processed on a separate batch for investigation after allotment and registration 
have been completed. 

(4) The returns with the documentary evidence shall be rendered to the 
NFIU accordingly. 

(5) Copies of the supporting cheques, application forms and any repayment› 
cheques shall be retained to provide an audit trail until the receiving financial 
institution is informed by CBN, NFIU or the investigating officer that the records 
are of no further interest. 



125.-( I) Where a customer wishes to open a Domiciliary Account (DA) 
or make a wholesale deposit by means of cash or inter-bank transfer, a financial 
institution shall obtain identification evidence in accordance with the requirements 
for private individuals, companies or professional intermediaries operating on behalf 
of third parties as appropriate. 

(2) A financial institution shall satisfy itself that the transferring institution 
is regulated for money laundering prevention in its country of origin. 

126.-( I) Precautions shall be taken in relation to requests to hold boxes, 
parcels and sealed envelopes in a safe custody. 

(2) Where such facilities are made available, the identitication procedures 
set out in these Regulations shall be followed, depending on the type of individual 
involved or risks associated with the business relationship. 

127. Where a customer’s identity was not properly obtained as contained 
in these Regulations and the requirements for Account Opening Procedure, a 
financial institution shall re-establish the customer’s identity in line with the 
provisions of these Regulations. 

128. I dentitication evidence shall not be required where the applicant for 
business is aN igerian financial institution or person covered and persons regulated 
by the requirements of these regulations. 

129.-( I) Cash remittances and wire transfers either inward or outward or 
other monetary instruments that are undertaken against payment in .cash for 
customers who do not have an account or other .established relationship with the 
financial institution such as walk in customers, pr.esent a’ high risk for money 
laundering purposes. 

(2) Adequate procedures shall be established to record the transaction and 
relevant identification evidence taken; anci where’ such transactions: form a regular 
part of the financial. institution’s business, the limits for requiring identification 
evidence of US $ 1,000 or its equivalent for foreign transfers shall be observed. 

130. The proceeds of a one-off transaction due can be paid to a customer 
or be further re-invested where records of his identification requirements were 
obtained and kept. In the absence of this, his identitication requirementsshall be 
obtained before the proceeds are paid to him or be re-invested on his behalf in 
accordance with the relevant provision of these Regulations. r 

131.-( I) The Central Bank of Nigeria may, as it considers appropriate, 
amend or revoke the provisions of these Regulations which amendment or 
revocation shall be published in the Gazette. 

(2) The Central Bank of Nigeria (Anti - Money Laundering/Combating the 
Financing of Terrorism (AMLlCFT) Regulations, 2009 (as amended) is hereby 
revoked. 
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(3) The revocation of the Regulations specified in sub-regulation (2) of this 
regulation shall not affect anything done or purported to be done i-nder or pursuant 
to these Regulations. 

132.-ln these Regulations- 

'A MCLD ’means Anti-Money Laundering Cornplaince Officer; 

'Applicant for Business' means a person or company seeking to establish a 
’business relationship’ or an occasional customer undertaking a ’one-off’ 
transaction whose identity must be verified; 

'Batch transfer ' means a transfer comprising a number of individual wire 
transfers that are being sent to the same financial institution, but may or may 
not be ultimately intended for different persons; 

'BDC' means Bureau De Change; 

Beneficial owner' incl udes a natural person who ultimately owns or controls 
a customer or a person on whose behalfa transaction is being conducted and the 
persons who exercise ultimate control over a legal person or arrangement; 

Beneficiary' includes a natural person who receives charitable, humanitarian 
or other types of assistance through the services of a Non-Profit Organization 
(NPO), all trusts other than charitable or statutory permitted non-charitable 
trusts which may include the settlor, and a maximum time, known as the 
perpetuity period, normally of 100 years; 

'Business Relationship' means any arrangement between the financial 
institution and the. applicant for business the purpose of which is to facilitate ,. 
the carrying out of transactions between the parties on a ’frequent, habitual-or 
regular’ basis and where the monetary value of dealings in the course of the 
arrangement is not known or capable of being ascertained at the outset; 

'Cross-border transfer' means any wire transfer where the originator and 
beneficiary institutions. are located in different jurisdictions. This term also refers 
to any chain of wire transfers that has at least.one cross-border element; 

'Designated categories of offences' includes- 

(0) participation in an organized criminal group and racketeering; 

(b) terrorism, including terrorist financing; 

(c) trafficking in human beings and migrant smuggling; 

(d) sexual exploitation, including sexual exploitation of children; 

(e) illicit trafficking in narcotic drugs and psychotropic substances; 

(f) illicit arms trafficking; 

(g) illicit trafficking in stolen and other goods; 

(h) corruption and bribery; 

(i) fraud; 
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(j) counterfeiting currency; 

(k) counterfeiting and piracy of products; 

(I) environmental crime; 

(m) murder, grievous bodily injury; 

(n) kidnapping, illegal restraint and hostage-taking; 

(0) robbery or theft ; 

(p) smuggling (including in relation tv customs and excise duties and taxes; 

(q) tax crimes (related to direct taxes and indirect taxes) ; 

(r) extortion; 

(.I') forgery; 

(f) piracy; 

(1I) insider trading and market manipulation; and 

(v) all other predicate offences as contained in section 15 of Money 
Laundering (Prohibition) Act, 20 II (as amended). 

"Designated non-financial businesses and professions" includes any 
.: institution as designated by the Minister of Trade and Investment, MLPA, 
... 2011 (as amended) and CBN AMLlCFT Regulations, 2013; 

'Domestic transfer' means any wire transfer where, the originator and 
beneficiary institutions are both located in Nigeria. This term therefore, refers 
to any chain of wire transfers thattakes place entirely.within Nigeria’s borders, 
even though the system’ used toaffect the, wire transfer may be’ located in 
anotherjurisdictiorr ; , 

'False declaration or disclosure' means f.ailingto declare or, to' misrepresent 
the value.of.currency or bearer negotiable, instruments being: transported, or a 
misrepresentation of other relevant data requested.for by the authorities; 

FATF'means FinancialAction Task Force; 

FATFRecommendations' means the revised FATF Recommendations issued 
by the Financial ActionTask Force; 

'Financial institutions' include any person, or entity who conducts as a 
business one or more of the following activities on behalf of a customer- 

(a) acceptance of deposits and other repayable funds from the public; 

(b) lending; 

(c) financial leasing ; 

(d) the transfer of money or value; 

(e) issuing and managing means of payment such as credit and debit 
cards, cheq ues, travelers’ _ cheques, money orders and bankers’ drafts, 
electronic money; 

B 291 

.. , ,'" 
':' 

~ .,:~ ~,: : I,: ••. ) 

: .� t ’ , 
’.-’ 



B292 

(f) financial guarantees and comm itments ; 

(g) trading in- 
(i) money market instruments (cheques, bills, CDs, derivatives etc.) ; 

(ii) foreign exchange; 

(iii) exchange, interest rate and index instruments; 

(iv) transferable securities; and 

(v) commodity futures trading; 

(/7) participation in securities issues and the provision of financial services 
related to such issues; 

(i) individual and collective portfolio management ; 

(j) safekeeping and administration of cash or liquid securities on behalf of 
other persons ; 

(k) otherwise investing, administering or managing funds or money on 
behalf of other persons; 

(I) underwriting and placement of life insurance and other investment related 
insurance; and 

(m) money and currency changing. 

The list is not exhaustive but subject to the definition contained in BOFIA 
2004 ; 

'Financing a/terrorism' extends to all acts so defined under the Terrorism 
(Prevention) Act, 20 II (as amended) and the Terrorism Prevention «Freezing 
of International Terrorists Funds and other Related Measures) Regulations, 
2013 ; 

'Funds' include assets of every kind, tangible or intangible, movable or 
immovable however acquired, legal documents or instruments in any form, 
electronic or digital evidencing title or interest in such assets, bank cr:edits, 
travelers cheques, bank cheques, money orders, shares, securities, bonds, 
drafts and letters of credit; 

'Funds transfer ' means any transaction carried out on behalf of an originator 
person, both natural and legal through a financial institution by electronic means 
with a view to making an amount of money available to a beneficiary person at 
another financial institution and the originator and the beneficiary may be the 
same person; 

'Legal arrangement' means express trusts or other similar legal 
arrangements ; 

'Legal persons' mean bodies corporate, foundations, partnerships, or 
associations, or any similar bodies that can establish a permanent customer 
relationship with a financial institution or otherwise own property; 



• Money or value transfer services (MVTS), include financial services that 
involve the acceptance of cash, cheques, other monetary instruments or other 
stores of value and the payment ofa corresponding sum in cash or other form 
to a beneficiary by means of a communication, message, transfer or through a 
clearing network to which the MVTS provider belongs and transactions 
performed by such services can involve one 01' more intermediaries and a final 
payment to a third party, and may include any new payment methods. 
Sometimes these services have ties to particular geographic regions and are 
described using a variety of specific terms, including hawala. hundi. and fei­ 
chen; 

'Non-profit/non-governmental Organization' means a legal entity or 
organization that primarily engages in raising or disbursing funds for purposes 
such as charitable, reI igious, cultural, educational, social or fraternal purposes, 
or for the carrying out of other types of good works; 

'Originator' means an account holder or where there is no account, the 
person natural or legal that places the order with the financial institution to 
perform the wire transfer; 

'one-riff transaction' means any transaction carried out other than in the 
course of an established business relationship. It is important to determine 
whether an applicant for business is undertaking a one-off transaction or whether 
thetransaction is or will be a part of a business relationship as• this can affect 
the identification requirements; 

'Payable through account' means correspondent accounts that are used. 
directly by third parties to transact business on-their own behalf": 

'Proceeds ’mean any property or value derived from or obtained; directly or 
indirectly; through- the commission of an offence ;.: 

'Property' means’ assets of every kind,. whether corporeal or incorporeal, 
moveable or immo-veable, tangible’ or-intangible; and’ legal documents: or 

". instruments’ evidencing title’ to, or interest: in such. assets; 

'Risk' means. the. risk of money laundering. and/or terrorist financing ;. 

'SCU ML ’means Special Control Unit againstMoney Laundering in the Federal 
Ministry of Trade and Investment; .. 

'Settlers Settlors include persons or companies who transfer. ownership of 
their assets to trustees by means of a trust deed and where the trustees have 
some discretion as to the investment and distribution of the trust’s assets, the 
deed may be accompanied by a non-legally binding letter setting out what the 
settlor wishes to be done with the assets; 

'Shell hank' means a bank that has no physical presence in the country in 
which it is incorporated and licensed, and which is unaffiliated with a regulated 
financial service group that is subject to effective consolidated supervision; 
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'Physical presence' means meaningful mind and management located within 
a country and the existence simply of a local agent or low level staff does not 
constitute physical presence ; 

'Terrorist" has the same meaning as in Terrorism (Prevention) Act, 20 II 
(as amended) ; 

'Terrorist act ’has the same meaning as in Terrorism (Prevention) Act, 20 II 
(as amended) ; 

'Terrorist organization ’has the same meaning as in Terrorism (Prevention) 
Act, 20 II (as amended) ; 

'Terrorist property' includes a property which- 

(a) has been, is being or is I ikely to be used for any act of terrorism; 

(h) has been, is being or is likely to be used by a proscribed organization; 

(c) is the proceeds of an act or terrorism; and 

(d) is provided or collected for the pursuit of or in connection with an 
act of terrorism ; 

'Those who finance terrorism' include any person, group, undertaking or 
other entity that provides or collects, by any means, directly or indirectly, 
funds or other assets that may be used, in full or in part, to facilitate the 
commission of terrorist acts, or to any persons or entities acting on behalf of, 
or at the direction of such persons, groups, undertakings or other entities and 
those who provide or collect funds or other assets with the intention that they 
should be used or in the knowledge that they are to be used, in fuJI or in part, 
in order to carry out terrorist acts; , 

'Trustees include paid professionals or companies or unpaid persons who 
hold the assets in a trust fund separate from their own assets. They invest and 
dispose of them in accordance with the settlor’s trust deed, taking account of 
any letter of wishes. There may also be a protector who may have power to 
veto the trustees’ proposals or remove them, or a custodian trustee, who holds 
the assets to the order of the managing trustees; 

'Unique identifier' means any unique combination of letters, numbers or 
symbols that refers to a specific originator; and 

'Wire transfer' means any transaction carried out on behalf of an originator 
both natural and legal person, through a financial institution by electronic means, 
with a view [0 making an amount of money available to a beneficiary person at 
another financial institution; where the originator and the beneficiary may be 
the same person. .~ 

.~ ....•• 

Citation. 133, These Regulations may be cited as Central Bank of Nigeria (Anti› 
Money Laundering and Combating Financing of Terrorism for Banks and Other 
Financiallnstitutions in Nigeria), Regulations, 2013. 



SCHEDULES 

SCIIl::lJlJLE I-SANCTIONS ANI) PENAI.TIES 

SANCTIONS 

Sections 15 and 16 of the Money Laundering (Prohibition) Act, 20 II (as 
amended) provide for lines or term of imprisonment or both upon committing 
money laundering or aiding and abetting money laundering activities. The 
administrative sanctions outlined in this document will be imposed consequent 
upon the examination of a financial institution and observance of contraventions 
by CBN Examiners and other agencies. 

In determining the sanctions to apply, all the circumstances of the case will be 
taken into account, including - 

I.-{a) Whether the contravention was deliberate, dishonest or reckless; 

(b) The duration and frequency of the contravention; 

(c) The amount of any benefit gained or loss avoided due to the 
contravention; 

(d) Whether the contravention reveals serious or systemic weaknesses of 
the management systems or internal rules relating to all or part of the business ; 
and 

(e) The nature and extent of any AMLlCFT crime facilitated, occasioned or 
otherwise attributable to the contravention- 

(i) whether there are a number.of smaller issues; which individuallymay 
not justify administrative sanction, but which db sowhen taken collectively; 
and 

(ii) Any potential or pending. criminal proceedings in respect of the 
contravention which will be’ prejudiced or. barred if a monetary. penalty is 
imposed pursuant to the Administrative Sanctions Procedure. 

2.-{a) How quickly, effectively and’ completely the financial institution or 
., person concerned in its management brought.the contravention to the attention 

of the CBN or any other relevant regulatory authority ; 

(b) The degree of co-operation with CBN Examiners or other agency 
provided during the examination; ,. 

: (c) Any remedial steps taken since the contravention was identified, 
including: taking disciplinary action against staff involved (where appropriate); 
addressing any systemic failures; and taking action designed to ensure that 
similar problems do notarise in the future; 

(d) The likelihood that the same type of contravention will reoccur if no 
administrative sanction is imposed; and 

(e) Whether the contravention was admitted or denied. 

B 295 

Nature and 
seriousness 
of 
contravention/ 
exccption(s) 
observed. 

r- 

"r-'·· ,'j' 

The conduct; 
of the 
regulated 
financial 
institution 
or person 
concerned in 
its 
management 
after the 
contravention. 



B 296 

General 
considers­ 
tions, 

--_ ----------------- 

3. The previous record of the financial institution or person concerned in 
its management: 

(a) Whether CBN has taken any previous action resulting in a settlement, 
sanctions or whether there are relevant previous criminal convictions; 

(IJ) Whether the financial institution or person concerned in its management 
has previously been requested to take remedial action; and 

«(’) General compliance history. 

4.-(0) Prevalence or the contravention ; 

(h) Action taken by CBN in previous similar cases; and 

(c) Any other relevant consideration. 

PI]\'III.TIES 

The penalties that the CBN shall apply for contraventions ofthe MLPA 20 II 
(as amended), Terrorism Prevention Act (TPA), 2011 (as amended), Terrorism 
Prevention (Freezing of'International Terrorists Funds and Other Related Measures) 
Regulations, 2013 and CBN AM LlCFT Regulation 2013 (comprise revocation or 
suspension of the operating license, non-monetary and financial penalties) shall 
be as permitted by SOFIA or any other relevant laws or any regulations issued by 
the Attorney General of the Federation. 
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SCHEDULE II 

INFORMATION TO ESTABLISH IDENTITY 

1.-( I) For natural persons, the following information shall be obtained, Natural 
where appl icable - Persons. 

(0) legal name and any other names used (such as maiden name) ; 

(b) permanent address (full address shall be obtained and the use ofa post 
office box number only, is not sufficient) ; 

(c) telephone number, fax number, and e-mail address; 

(d) date, and place of birth; 

(e) nationality; 

Ij) occupation, public position held and name of employer; 

(g) an official personal identification number or other unique identifier 
contained in an unexpired official document such as passport, identification 
card, residence permit, social security :ecords or drivers’ licence that bears a 
photograph of the customer; 

(h) type of account and nature of the banking relationship; and 
(i) signature. 

(2) The Financial Institution shall verify the information referred to in 
paragraph I of this Appendix, by at least one of the following methods- 

(a) confirming the date of birth from an official document (such as birth 
certificate, passport, identity card,. social security records); 

(b) confirming the permanent addressIsuch as utility bill, tax assessment, 
bank statement, a letter from a public authority) ; 

(c) contacting the customer’ by telephone, by letter or bye-mail to confirm 
the information supplied after an account has been opened (such as a 
disconnected. phone’, returned mail, or incorrect e-mail address shall warrant 
further investigation); 

(d) confirming the validity of the official. documentation provided through 
certification by an authorized person such as embassy official, notary public. 

(3) The examples quoted above are not the only possibilities. There may be 
other documents of an equivalent nature which may be produced as satisfactory 
evidence of customers’ identity. 

(4) A Financial Institution shall apply equally, effective customer identification 
procedures for non-face-to-face customers as for those available for interview. 

(5) A Financial Institution shall make an initial assessment ofa customer’s 
risk profile from the information provided and particular attention shall be 
focused on those customers identified as having a higher risk profile and any 
additional inquiries made or information obtained in respect of those customers 
shall include- 
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I nstitutions. 

Corporate 
Entities. 

(0) evidence of an individual’s permanent address sought through a credit 
reference agency search, or through independent verification by home visits; 

(h) personal reference by an existing customer of the same institution; 

(c) prior bank reference and contact with the bank regarding the 
customer; 

(d) source of wealth; and 

(e) verification of employment and public position held where appropriate. 

(6) The customer acceptance policy shall not be so restrictive to amount to 
a denial of access by the general public to banking services, especially for people 
who are financially or socially disadvantaged. 

2. The term "Institution" includes any entity that is not a natural person and 
in considering the customer identification guidance for the different types of 
institutions, particular attention shall be given to the different levels of risk involved. 

3.-(l) For corporate entities such as corporations and partnerships, the 
following information shall be obtained- 

(0) name of the institution; 

(b) principal place of the institution’s business operations; 

(c) mailing address of the institution; 

(d) contact telephone and fax numbers; 

(e) some form of official identification number, if available such as tax’ 
identification number; 

(f) the original or certified copy of the certificate of incorporation and 
memorandum and articles of association; 

(g) the resolution of the board of directors to open an account and 
identification of those who have authority to operate the account; and 

(/7) nature and purpose of business and its legitimacy. 

(2) The Financial Institution shall verify the information referred to in 
paragraph 7(l) of this Schedule by at least one of the following methods: 

(a) for established corporate entities, reviewing a copy of the latest report 
and audited accounts, if available; 

(b) conducting an enquiry by a business information service or an 
undertaking from a reputable and known firm of lawyers or accountants 
confirming the documents submitted; 

(c) undertaking a company search and/or other commercial enquiries to 
see that the institution has not been, or is not in the process of being dissolved, 
struck off, wound up or terminated; 

(d) utilising an independent information verification process, such as 
accessing public and private databases; 



(e) obtaining prior bank references; 

(f) visiting the corporate entity; and 

(g) contacting the corporate entity by telephone, mail or e-mail. 

(3) The Financial Institution shall also take reasonable steps to verify the 
identity and reputation of any agent that opens an account on behalf of a corporate 
customer, if that agent is not an officer of the corporate customer. 

4.-( I) For Corporations or Partnerships, the principal guidance is to look 
behind the institution to identify those who have control over the business and the 
company’s or partnership’s assets, including those who have ultimate control. 

(2) For corporations, particular attention shall be paid to shareholders, 
signatories or others who inject a significant proportion of the capital or tinancial 
support or exercise control and where the owner is another corporate entity or 
trust, the objective is to undertake reasonable measures to look behind that company to 
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Retirement 
Benefit 
Programme. 

Mutual or 
Friendly. 
Cooperative 
and 
Provident 
Societies. 

Charities, 
Clubs and 
Associations. 

Trusts and 
Foundations. 

Professional 
Intermediaries. 

(2) The Financial Institution shall verify the information referred to in 
paragraph 6 (1) of this Schedule by at least one of the following- 

(a) obtaining an independent undertaking from a reputable and known firm 
of lawyers or accountants confirming the documents submitted; 

(h) obtaining prior bank references; and 

(c) accessing public and private databases or official sources. 

6. Where an occupational pension programme, employee benefit trust or 
share option plan is an applicant for an account, the trustee and any other person 
who has control over the relationship such as the administrator, programme 
manager, and account signatories shall be considered as principals and the financial 
institution shall take steps to verify their identities. 

7. Where Mutual or Friendly, Cooperative and Provident Societies is an 
applicant for an account, the principals to be identified shall be considered to be 
those persons exercising control or significant influence over the organisation’s 
assets. This often includes board members, executives and account signatories. 

8.-( I) In the case of accounts to be opened for charities, clubs, and 
societies, the financial institution shall take reasonable steps to identify and verify 
at least two signatories along with the institution itself. The principals who shall 
be identified shall be considered to be those persons exercising control or significant 
influence over the organization’S assets. These include members of the governing 
body or cornm ittee, the President, board mern bers, the treasurer, and all signatori es. 

(2) In all cases, independent verification shall be obtained that the persons 
involved are true representatives of the institution and independent confirmation 
shall also be obtained of the purpose of the institution. 

9.-( I) When opening an account for a Trust, the financial institution shall 
take reasonable steps to verify the trustee, the settlor of the trust (including any 
persons settling assets into the trust) any protector, beneficiary and signatories. 

(2) Beneficiaries shall be identified when they are defined. In the case of a 
foundation, steps shall be taken to verify the founder, the managers or directors 
and the beneficiaries. 

10.-( 1) Where a professional intermediary opens a client account on behalf 
of a single client, that client shall be identified and Professional intermediaries 
shall open "pooled" accounts on behalf of a number of entities; and where funds 
held by the intermediary are not co-mingled but there are "sub-accounts" which 
shall be attributable to each beneficial owner, all beneficial owners of the account 
held by the intermediary shall be identified. 

(2) Where the funds are co-mingled, the financial institution shall look 
through to the beneficial-owners but there may be circumstances that the Financial 
Institution may not look beyond the intermediary such as when the intermediary 
is subject to the same due diligence standards in respect of its client base as the 
financial institution. 
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(3) Where such circumstances apply and an account is opened for an open 
or closed ended investment company (unit trust or limited partnership) also subject 
to the same due diligence standards in respect of irs client base as the financial 
institution, the following shall be considered as principals and the Financial 
Institution shall take steps to identify: 

(a) the fund itself; 

(h) its directors or any controlling board, where it is a company; 

(c) its trustee, where it is a unit trust; 

(d) its managing (general) partner, where it is a limited partnership; 

(e) account signatories ; and 

(f) any other person who has control over the relationship such as fund 

administrator or manager. 

(4) Where other investment vehicles are involved, the same steps shall be 
taken as in above where it is appropriate to do so and in addition, all reasonable 
steps shall be taken to verify the identity of the beneficial owners of the funds and 
of those who have control over the funds. 

(5) Intermediaries shal I be treated as. individual customers of the financial 
institution and the standing of the intermediary shall be separately verified by 
obtaining the appropriate information itemized above. 
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Suspicious 
Transactions 
"Red 

SCHEDULE III 

MONI:Y LAUNDl:RlNCj ANI) TERRORIST FINANCING "Ri:n FLAGS" 

l. Potential Transactions which may be referred to as ’Red Flags’ shall be 
categorized as follows- 

(0) potential transactions perceived or identified as being suspicious which 
among others shall include: 

(i) transactions involving high-risk countries vulnerable to money 
laundering, subject to this being confirmed; 

(ii) transactions involving shell companies; 

(iii) transactions with correspondents that have been identified as higher 
risk; 

(iv) large transaction activities involving monetary instruments such as 
traveler’s cheques, bank drafts, money order, particularly those that are 
serially numbered; and 

(\I) transaction activities involving amounts that are just below the 
stipulated reporting threshold or enquiries that appear to test an institution’s 
own internal monitoring threshold or controls. 

(b) money laundering using cash transactions which among others shall 
include: 

(i) significant increases in cash deposits of an individual or corporate 
entity without apparent cause, particularly where such deposits are 
subsequently transferred within a short period out of the account to a 
destination not normally associated with the customer; 

(ii) unusually large cash deposits made by an individual or a corporate 
entity whose n01111al business is transacted by cheques and other non-cash 
instruments ; 

(iii) frequent exchange of cash into other currencies; 

(iv) customers who deposit cash through many deposit slips such that 
the amount of each deposit is relatively small but the overall total is quite 
significant; 

(\I) customers whose deposits contain forged currency notes or 
instruments; 

(vi) customers who regularly deposit cash to cover appl ications for 
bank drafts; 

(vii) customers making large and frequent cash deposits with cheques 
always drawn in favour of persons not usually associated with their type of 
business; 

(viii) customers who request to exchange large quantities of low 
denomination banknotes for those of higher denominations; 

,. 
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(ix) branches of banks that tend to have far more cash transactions than 
usual, even after allowing for seasonal factors; and 

(x) customers transferring large sums of money to or from overseas 
locations with instructions for payment in cash. 

(c) money laundering using deposit accounts, especially where they are 
inconsistent with a customer’s legitimate business, which among others shall 
include: 

(i) minimal, vague or fictitious information provided by a customer that 
the money deposited in the bank is not in a position to be veri lied ; 

(ii) lack of reference or identification in support of an account opening 
application by a person who is unable or unwilling to provide the required 
documentation; 

(iii) a prospective customer who does not have a local residential or 
business address and there is no apparent legitimate reason for opening a 
bank account; 

(iv) customers maintaining multiple accounts in a bank or in different 
banks for no apparent legitimate reason or business rationale whether the 
accounts are in the same names or have different signatories; 

(v) customers depositing or withdrawing large amounts of cash with no 
apparent business source or in a manner inconsistent with the nature and 
volume of the business; 

(vi) accounts with large volumes, of activity but low balances or 
frequently overdrawn’ positions.; 

(vii) customers’ making large deposits and maintaining.large balances, 
with no’ apparent rationale; 

(viii)' customers who make numerous deposits into accounts and soon 
thereafter request f01~ electronic transfers, or cash transactions from those 
accounts to otheraccounts, locally or internationally, leaving onlysmall 
balances which typically are transactions that are not consistent with the 
customers’ legitimate- business needs; 

(ix) Sudden and unexpected increase in account activity or balance arising 
from deposit of cash and non-cash items which typically are-accounts opened 
with small amounts but subsequently increase rapidly and significantly ; 

(x) accounts used as temporary repositories for funds that are 
subsequently transferred outside the bank to foreign accounts which 

,’, accounts often have low activity; 

(xi) customer requests for early redemption of certificates of deposit or 
other investment soon after the purchase, with the customer being willing 
to suffer loss of interest or incur penalties for premature realization of 
investment; 

" 
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(xii) customer requests for disbursement of the proceeds of certificates 
of deposit or other investments by multiple cheques, each below the stipulated 
reporting threshold; 

(xiii) retail businesses which deposit many cheques into their accounts 
but with little or no withdrawals to meet daily business needs; 

(xiv) frequent deposits of large amounts of currency, wrapped in currency 
straps that have been stamped by other banks; 

(xv) substantial cash deposits by professional customers into client, 
trust or escrow accounts ; 

(xvi) customers who appear to have accounts with several institutions 
within the same locality, especially when the institution is aware of a regular 
consolidation process from such accounts prior to a request for onward 
transmission of the funds; 

(xvii) large cash withdrawals from a previously dormant or inactive 
account, or from an account which has just received an unexpected large 
credit from abroad ; 

(xviii) greater use of safe deposit facilities by individuals, particularly 
the use of sealed packets which are deposited and soon withdrawn; 

(xix) substantial increase in deposits of cash or negotiable instruments 
by a professional firm or company, using client accounts or in-house 
company or trust accounts, especially where the deposits are promptly 
transferred between other client company and trust accounts; 

(xx) large numbers of individuals making payments into the same account 
without adequate explanation; 

(xxi) high velocity of funds that reflects the large volume of- money 
flowing through an account; 

(xxii) an account opened in the name of a money changer that receives 
deposits; and 

(xxiii) an account operated in the name of an off-shore company with 
structured movement of funds. 

(d) trade-based money laundering which among others shall include› 

(i) over and under-invoicing of goods; 

(ii) multiple invoicing of goods and services; 

(iii) over and under-invoicing of goods and services; 

(iv) falsely described goods and services and "phantom" shipments 
whereby ths exs ovcompanytunt
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(vii) items shipped which are inconsistent with the nature of the 
customer’s normal business and transaction which lack an obvious economic 
rationale; 

(viii) customer requests payment of proceeds to an unrelated third party; 
and 

(ix) significantly amended letters of credit without reasonablejustification 
or changes to the beneficiary or location of payment. 

(e) lending activities which among others include: 

(i) customers who repay problem loans unexpectedly; 

(ii) a customer who is reluctant or refuses to state the purpose of a loan 
or the source of repayment or provides a questionable purpose or source of 
repayment; 

(iii) loans secured by pledged assets held by third parties unrelated to 
the borrower; 

(iv) loans secured by deposits or other readily marketable assets, 
such as securities particularly when owned by apparently unrelated third 
parties; 

(v) loans made for or paid on behalf of a third party with no reasonable 
explanation; and 

(vi) loans lacking a legitimate business purpose, provide the bank with 
significant fees for assuming minimal risk, or tend to obscure the movement 
of funds (e.g. loans made to a borrower and immediately sold to an entity› 
related to the borrower) ; 

(f) terrorist financing "red flags" which among others include: 

(i) persons involved in currency transactions who share an address or 
phone number, particularly when the address is also a business location or 
does not seem to correspond to the stated occupation such. as student, 
unemployed, or self-ernployed; 

(if) financial transaction. by a nonprofit or charitable organisation, for 
which there appears to be no logical economic purpose or for which there. 
appears to be, no link between the stated activity of the organisation and 
other parties in the transaction; 

(iii) a safe deposit box opened on behalf of a commercial entity when 
the business activity of the customer is unknown or such activity does not 
appear to justify the use of a safe deposit box; 

(iv) where large numbers of incoming or outgoing funds transfers take 
place through a business account, and there appears to be no logical business 
or other economic purpose for the transfers, particularly when this activity 
involves designated high-risk locations; 

(v)· where the stated occupation of the customer is inconsistent with the 
type and level of account activity; 
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(vi) where funds transfer does not include information on the originator, 
or the person on whose behalf the transaction is conducted, the inclusion of 
which should ordinarily be expected; 

(vii) multiple personal and business accounts or the accounts of non pro fit 
organisations or charities are used to collect and funnel funds to a small 
number of foreign beneficiaries ; 

(viii) foreign exchange transactions wh ich are performed on behal r of a 
customer by a third party, followed by funds transfers to locations having 
no apparent business connection with the customer or to high-risk countries; 
and 

(ix) funds generated by a business owned by persons of the same origin 
or by a business that involves persons of the same origin from designated 
high-risk countries. 

(g) other unusual or suspicious activities which among others include: 

(i) where employee exhibits a lavish lifestyle that cannot be justified by 
his/her salary; 

(ii) where employee fails to comply with approved operating guidelines, 
particularly in private banking; 

(iii) where employee is reluctant to take a vacation; 

(iv) safe deposit boxes or safe custody accounts opened by individuals 
who do not reside or work in the institution’s service area despite the 
availability of such services at an institution closer to them; 

(v) customer rents multiple safe deposit boxes to store large amounts of 
currency, monetary instruments, or high value assets awaiting conversion 
to curren_cy, [or placement in the banking system _; _ 

(vi) customer uses a personal account for business purposes; 

(vii) where official embassy business is conducted through personal 
accounts; 

(viii) where embassy accounts are funded through substantial currency 
transactions; and 

(ix) where embassy accounts directly fund personal expenses of foreign 
nationals. 

MADE at Abuja this 29th Day of August, 2013. 

SANUSI LAMIOO SANUSI 
Governor cf the Central Bunk ofNigeria 
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S. I. No. 17 of 2013 

MONEY LAUNDERING (PROHIBITION) ACT, 2011 
(ASAMENDED) 

M ON EY LA UN D ERI NG PRO HI BITI ON (ADM IN ISTRATIV E 
SANCTIONS FOR BANKS AND OTHZR FINANCIAL INSTITUTIONS) 

REGULATIONS, 2013 

In tile exercise of powers conferred on me by section 23 of the Money Laundering 
(Prohlbition) Act, 2011 (as amended) and section 57 of Terrorism Prevention Act (TPA), 
2011 (,15 amended), I, MOIIAMMEI) BELLO AIlOKE, SAN, Attorncy-Ccncral of the Federation 
and Minister of Justice, rnakevthe following Reguiations- Preamble. 

(I) Section 9 of the Money Laundering (Prohibition) Act, 20 II (as amended) 
("MLPA") prescribes the imposition of not less than N 1,000,000.00 for capital 
brokerage and other financial institutions and N5,000,000.00 in the case of a bank. 

(2) Section 16 of the MLPA permits the imposition of other penalties on a 
financial institution by regulatory authority in addition to any penalty under the MLPA. Purpose. 

These Regulations prescribe the following penalties that the Central Bank 
of Nigeria ("CBN") shall apply for contraventions of the Money Laundering 
Prohibition Act (MLPA), 20 II (as amended) ; Terrorism Prevention Act (TPA), 
20 II (as ’amended) ; Terrorism Prevention (Freezing of International Terrorists 
Funds and Other Related Measures) Regulations, 2013 and CBN Anti-Money 
Laundering/Combating the Financing of Terrorism ("AMLlCFT") Regulations, 
2013 (comprise.revocation or suspension of the operating license, non-monetary 
and financial penalties)- 

ADMINISTRATIVE PENALTIES 

SINo. Section of Section of Offence Administrative 
MLPA CBNA MLlCFT Penalty 

Regulation 2013 

L 1(1) Not specifically Duty to report • N2million penalty on 
stated international the Managing Director 

transfer of of the Other Financial 
funds and Institution (OFI); 
securities of • N2million penalty on 
a Sllm exceeding theOFI; 
US$I 0,000 or its • NIOmilJiononthe 
equivalent. Managing Director of 

the Deposit Money Bank 
-' (DMB); 

~" • N25 million on the 
DMB; and 
where the contravention 
persists after three 
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SINo. Sect ion of" SeC! ion of Offence Administrative 

MLPA CBNAMLlCFT Penaltv 
Regulation 20 J 3 

penalties, suspension of 
operatiomlllieense. 

"") 3( I Xu) Reg. 24 Failure to identity N2million penalty on 
customers. the Managing Director of 

theOFI; 
N2 million penalty on 
the OFI ; 
N 10 mi Ilion on the 
Managing Director of" 
theDMB; 
N25111illion on the 
DMB; and 
where the contra- 
vention persists after 
three penalties, suspen- 
sion of operational 
license. 

3. 3( 1 Xb) Reg. 23 Failure to verify N2 million penalty on 
the identity of the Managing Director of 
the customer theOFl; 
using reliable, N2million penalty on 
independent the OF!; 
source documents,. NlOmiliion on the 
data or inforrna- Managing Director ofthe 
tion. DMB; 

N25 million on the DMB; 
and 
where the contravention 
persists after three 
penalties, suspension of 
license. 

4. 3(JXc) Reg. 23 Failure to identify N2 million penalty on the 
and document Managing Director of the 
beneficial owners OFl; 
of accounts. N2million penalty on the 

OFI; 
N 1 0 million on the 
Managing Director of the 
DMB; 
N25million on the DMB; 
and 
where the contravention 
persists after three 



SINo. Section of Section of" Offence A dm in istra t i Fe 
MLPA CBNAMLlCFT Penult)' 

Regulation 2013 

penalties, suspension of 
license. 

5. 3(3)(u)-((') Reg. 13 Conduct customer N2 mi Ilion penalty on the 
due diligence and Managing Director ol'thc 
scrutinize OFI; 
transactions to N21llillion penalty on the 
ensure that they OFI; 
are consistent with N 10 million on the 
customer’s Managing Director ofthe 
business and risk DMB; 
profile. N25millionon the DMB; 

and 
where the contravention 
persists after three 
penalties, suspension of 
license. 

6. 3( 4 )(o)-(c) Rcg.IS Failure to classify N2 million penalty on the 
customers into Managing Director of the 
designated risk OF!; 
categories and N2 million penalty on the 
apply customer OF!; 
due diligence NIOmiliionon the 
accordingly Managing Director ofthe 

DMB; 
N2S million on the DMB ; 
and 
where the contravention 
persists after three 
penalties, suspension of 
license. Escalation of 
same for further " 

investigation and 
possible prosecution by 
the Law Enforcement 
Agencies ("LEAs"). 

7. 3(5) Reg. 21 Verify the identity N2millioll penalty on the 
of casual OF!; 
customer including N2million penalty on the 
wire transfer Managing Director ofthe 
involvice51.28 Td

55 Tz

(i) Tj

81 Tz

0.223529 0.227451 02Tz

0.388235 0.
(r ) T
lty amiliig 
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SINo. Sect/on of Sect ion of O/jenu: Adm inistrative 
MLPA CBNAMLlCFT Penulty 

Regulation 2013 

N24.5million on the DMS; 
and 

. where the contravention 
persists after three 
penalties, suspension of 
license. 

8. 6(9) Reg. 30 Failure to . N950,OOO per transaction 
identify, process lor each day during 
and report a which the offence 
suspicious continues. 
transaction. 

9. 7 Reg. ?7 Failure (0 maintain • N2 million penalty on the 
records (for at least Managing Director of the 
5 years). OFI; 

• N1 million penalty on the 
OFI; 

· N9.5 million on the 
Managing Director of the 
DMS; . 

· N14.5 million on the 
DMB; and 

• where the contravention 
persists after three 
penalties, suspension .01' 
license. 

10. 9(1 )(a) Reg. 7 Failure to designate • N2 million penalty on the 
compliance ofticers Managing Director of the 
at management OF!; 
level at its head- • N1 million penalty on the 
quarters and at OF]; 
every branch and • N 10 million on the 
local office. Managing Director of the 

bank; 
· N25 million on the DMB ; 
and 
• where the contravention 
persists after three 
penalties, suspension of 
license. 

II. 9(IXd) Reg.31 Failure to establish • N2 mi Ilion penalty on the 
adequately resourced Managing Director of the 
and independent OFI; 
audit function to test • N1million penalty on the 
compliance with OF!; 
procedures, policies’ N9.5million on the 
and control. Managing Director of the 

DMS: 



SINo. Sect ion oj' Sect ion of O./fi:nce A dmin is 1/'(/1 i ve 
MLPA CBNAMLlCFT Penalty 

Reguiali0l120 13 

• N24.5ll1illion on the DMB; 
and 

• where the contravention 
persists after three 
penalties, suspension of 
license. 

12. 9(2) Not specifically Failure to deploy • N2 million penalty on the 
, stated but an AMUCFTIT Managing Director ol’the 

integral part of Solution. DMB; 
monitoring • N2 million penalty on the 
transactions OF!; 

• N9.5 million on the 
Managing Director of the 
DMB; 

• N24.5million on the bank; 
and 

• where the contravention 
persists after three 
penalties, sus49 0.380392 rg

(s) Tj

99 Tz

0.278431 0.286275 0.294192 Tz

0.278431 0.286275 0.294118 rg

(ion ) Tj

46.68 0 Td
0f

91 Tz

(Man) Tj

97 Tz

0.364706 0.372549 278431 0.24

0.364702 rg

(i) Tj

69 Tz

0.278431 0.286275 0.380392 rg

(ent) Tj

85 Tz

0.364706 0.37254ice0.380392 rg

(agi) Tj

0.278431 0.286275 0.294z

0.278431 0.2886275 0.294112 -2. 0.1922 rg

(13 ) Tj

92.64 -19.44 Td

/F01 9 .380392 rg

(’) Tj

85 Tz

0.278431 0.286275 36 0.3725rg

(.) Tj

98 Tz

0.278431 0.286275 0allN



B 3]4 

SINo. Section of" Sect iOI7 of . Offence Adm inistrat ive 
MLPA CBNAMLlCFT Penaltv 

Regulation 2013 

• where the contravcnt ion 
persists a tier three 
pcnnltics, suspension or 
license. 

15. 9( I Xc) Reg.31 The centralization • N2million penalty on the 
of information Managing Director ofthe 
collected, OFl; 
compl iancc and • N21llillion penalty Oil 
audit. the OFI ; 

• N I 0 million on tile 
Managing Director ol’the 
DMB; 

• N25million on the DMB; 
and 

• where the contravention 
persists after three 
penalties, suspension of 
license. 

16. 10(3) Reg. 34 Failure to render · N250.000 penalty 011 the 
returns on any Of'l for each day (he 
single transaction, contravention 
lodgment or continues; 
transfer offunds in • N2 million penalty on the 
excess of: Managing Director ofthe 
(0) N5,OOO,ooo or its OFl: 
equivalent, in the • N9.5 million 011 the 
case of an Managing Director of the 
individual; or DMB; 
(b)N I 0,000,000 or • N750,000 on the DMS 
its equivalent, ill for each day the contra- 
the case of a body ention continues; and 
corporate. • where the contraven- 

tion persists after three 
penalties. suspension of 
license. 

17. ll(4) Reg. 33 Prohibition of • N2million penalty on the 
numbered or Managing Director of the 
anonymous OFI; 
account, accounts - N 1 a million penalty 011 the 
in fictitious names OF]; 
and shell banks. • N J a million on the 

Managing Director ofthe 
DMB; 

· N25 million on the DMS ; 
and 



SINo. Sec/ion of Sect ion of Offence A elm in ist rat i ve 
MLPA CBNAMLlCFT Penalty 

Reglilation2013 

• The winding up and 
prohibition of its 
constitution or i ncorpora- 
lion under any form or 
guise. 

• Escalation ofsame for 
further investigation and 
possible prosecution by 
the LEAs. 

H~. 15(4) Any person or body • N2million penalty on the 
corporate in or Managing Director ofthe 
outside Nigeria, who OFI; 
directly or • N2 million penalty on the 
indirectly - OFI; 
(0) Conceals or • N 10 million on the 
disguises the origin Managing Director ofthe 
of; DMS; 
(b) Converts or • N25 million on the OMS; 
transfers ; and 
(c) Removes from • where the contravention 
the jurisdiction; or persists after three 
(d) Acquires, uses, penalties, suspension of 
retains or takes license; and 
possession or • escalation of same for 
control of any fund further investigation and 

or property, possible prosecution by 
knowingly or the LEAs. 
reasonably ought to 
have known that 
such fund or 
property is, or 
form~ part of the 

-. 

proceeds of an 
unlawful act. 

19. 16(2Xa) Reg. 30 Any person who • N2 million penalty on the 
being a director or Managing Director of the 
employee of Fl warns OFI; 
orin anyway • N2 million penalty on the 
intimate the owner OFI; 
of’the funds involved • NI 0 million on the 
in suspicious Managing Director ofthe 
transaction about DMS; 
the report he is • N25millionon the OMS; 
required to make. and 

8315 
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SINo Sec/ion of' Sec/ ion uF Offence A dniin istra 1 ive 

MLPA CBNA MUCFT Penalty 

Regutation ~O 13 

• where the contravention 
persists after three 
penalties, suspension of 
license. 

20. 16(2Xh) Any person who • N~ mi Ilion penalty on the 
being a director or Managing Director of the 
employee ofF! OF!; 
destroys or removes • N2 million penalty on the 
a register or record the OFI ; 
to be kept under • N I 0 million on the 
MLPA. Managing. Director ofthe 

DMB; 
• N25 million on DMB; and 
• where the contravention 

persists after three 
penalties, suspension of 
license. 

21. 16(2Xe) Any person who • N2 million penalty on the 
fails to report an Managing Director of the 
international OFI; 
transfer offunds or • N2 million penalty on the 
securities that OFI; 
falls within the • N I 0 million on the 
reportable Managing Director of the 
thresholds. DMB; 

• N25million on the OMB ; 
and 

• where the contravention 
persists after three 
penalties, suspension or 
license. 

22. 17 (b) A person who • N2 million penalty 011 the 
knowing that any Managing Director olthe 

" 
property either in OFI; 
whole or in part • N2 million penalty 011 the 
directly or indirectly OFI; 
represents another • NIOmillion on the 
person’s proceeds Managing Director of the 
ofa criminal DMB: 
conduct, acquires • N25 million on DMB; and 
or uses that property • where the contravention 
or possession of it. persists after three 
commits an offence penalties, suspension of 
under the MLPA. license. 
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SINo, Sect ion oj' Sect ion of Offenc« A dill in istra five 
MLPA CBNAMLlCFT Pemtlt)· 

Regulation 20 I J 

-r' 18(c) /\ person who ’N2 million penalty on the .:». 
incites, procures or M anagi n g 0 i rector 0 Ithe 
induces any other OFI; 
person by any means ’N2 million penalty on the 
whatsoever to OF!; 
commit an offence, • N I 0 million on the 
under the MLPA, Managing Director ofthe 
commits an offence OMB; 
and is liable on • N25 million on the OMB; 
conviction to the and 
same punishment • where the contraven- 
as is prescribed for tion persists atier three 
that offence under penalties, suspension of 
theMLI’A. license. 

. ! ... 

1 ", ~ .' 
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S. I. No. 18 01"2013 

ECONOMIC COMMUNITY OFWEST AFRICAN STATES 

REGULATION C/REG3/0S/2008 ON THE HARMONIZATrON OF RULES 
GOVERNING PESTICIDES REGISTRATlON IN THE ECOWAS REGION 

SiXTIETH ORDINARY SESSION OF THE COUNCIL OF MINISTERS 

Abuja, 17 - 18 May 2008 

THE COUNCIL OF MINISTERS 

MINDFUL OF Articles 10, II and 12 ofECOWAS Revised Treaty establishing 
the Council of Ministers and defining its composition and functions; 

MINDFUL OF Decision A/DEC. I 1/01/05 adopting an Agricultural Policy for 
the Economic Community of West African States; 

MINDFUL OF Decision C/DEC.I/5/81 in relation to the eradication of hunger, 
popularization of seed varieties and more productive animal species, financing of 
research programmes and agricultural production projects, as well as the storage 
and processing of agricultural products; 

MINDFUL OF Decision C/DEC.S/5/81 related to the production of selected 
basic seeds and the choice of seed production stations; 

MINDFUL OF Decision C/DEC.I 105/83 on short and medium term programmes 
for implementation of the Regional Agricultural Development Strategy; 

CONSIDERING the FAO International Code of Conduct on the Distribution 
and Use of Pesticides; 

CONSIDERING the Rotterdam Convention on the Prior Informed’ Consent 
Procedure for Certain Hazardous Chemicals and Pesticides and International 
Trade; 

CONSIDERING the Stockholm Convention on Persistent Organic Pollutants 
(POPs) ; 

CONSIDERING the Basle Convention on the Council of Transboundary 
Movement of Hazardous Wastes and their Disposal; 

CONSIDERING the Bamako Conventions on the Ban of Hazardous Wastes 
. Importation into Africa and the Control of Transboundary Movement and 
Management of Hazardous Waste within Africa; 

CONSIDERING the strategic role of the agricultural sector in the economies 
of Member States, in providing food for populations and reducing poverty in 
rural areas ; 

AWARE that the promotion of sustainable agriculture leading to food security 
and improved living standards for populations requires the ~lse of any substance 
or combination of substances likely to help achieve this result. 



- ------------ 

B 318 
CONVINCED that pesticides could contribute to the development of sustainable 

agriculture in our Member States, given their proven efficacy in agricultural 
systems across the worl d ; 

AWARE of the need to foster and create, in the sub-region, the conditions 
for sustainable agriculture underpinned by regular market supply of quality 
procedures accessible to farmers; 

RECOGNIZING, however, that the use of pesticides could pose a danger both 
for the populations and for the environment of our Member States; 

DESIROUS of building inter-state cooperation within ECOWAS for the sale 
and use of quality pesticides through the harmonization of rules governing the 
registration of pesticides in the ECOWAS region; 

COMMENDING the active involvement and positive contribution of other sub› 
regional organizations, notably CILSS and UEMOA, in the formulation of this 
Regulation; 

ON THE RECOMMENDATION of the ECOWAS Member States’ Ministers of 
Food and Agriculture meeting in Ouagadougou, Burkina Faso on 8th November 
2007 ; 

ENACTS: 

SECTION I-GENERAL PROVISIONS 
CHAPTER I-DEFINITIONS 

Definitions. 1. For the purpose of this Regulation: 

ECO"YVAS means the Economic Community of West African States; 

TflAPRC means the West African Pesticides Registration Committee for 
pesticides evaluation and registration in West Africa; 

Applicator means any individual or corporate entity engaged, for his/her 
own purposes or on behalf of a third party, in phytosanitary protection of crops, 
treatment of stored food items, treatment of premises and materials used for 
storage of agricultural produce, sanitization of means of transport and storage 
of agricultural produce, sanitization of public places, residential premises and 
animal shelters, and in external disinfestation of animals; 

Provisional Sale Authorization (PSA) means the temporary authorization 
to market of a pesticide, pending collection of additional data as may be required 
for its registration; 

Biocide means any product used to fight pests, for example, products 
designed to eliminate mosquitos, fleas and cockroaches, cowshed disinfectants, 
etc. ; 

Biopesticide means any pesticide derived hom natural organisms such as 
animals, plants, bacteria and some minerals; 



Packaging means any container together with its protective wrappings 
used to deliver pesticides to the consumer through wholesale and retailer 
distribution networks; 

Distributor means any authorized individual or corporate body who imports 
or acquires for himself, approved pesticides for commercial purposes; 

Manufacturer means any company, individual, public or private body whose 
activities or functions is, directly or indirectly through an agent or body under 
its control, or with whom it has entered into an agreement, to produce pesticides 
active ingredients or prepare formulations and products from such ingredients. 

Formulation means any combination of various compounds aiming at 
making a pesticide efficiently usable for a set purpose or transforming such 
product into a marketable form; 

Registration means the process by which competent national or regional 
authorities approve the sale and use of a pesticide after examination of complete 
scientific data indicating that the product contributes effectively to the achievement 
of set objectives and. does not pose unacceptable risks to human and animal 
health or the environment; 

Active ingredient means the biologically active part of a pesticide as contained 
in its formulation; 

Common name means the name given to the active ingred ient ofa pesticide 
by the International Standards Organization or a name endorsed by a national 
standard structure as generic term for the product or a name commonly: used 
solely to describe the said active ingredient; 

Commercial name (trade name) means the name under which the pesticide is 
labelled, registered and marketed by the manufacturer and which, if protected by 
national or regional legislation, may be used exclusively by the manufacturer to 
distinguish the product from other pesticides containing similar active ingredient; 

Standard means. any set of benchmarks .. that could be used to assess the. 
qual ity of a pesticide.;.: . 

",_" 

Pesticide means any substance or combination of substances intended for: 

(a) repelling, eliminating or controlling pests including human or animal 
disease vectors and undesirable plant or animal species that cause, damage or 
are otherwise harmful during production, processing, storage, transportation 
or marketing of food items, agricultural produce, timber and timber products 
or animal feed; 

(b) administration to animals to fight insects, arachnids and other endo- or 
ectoparasites ; 

(c) use as growth regulator of plants and defoliants, desiccation agents 
and fruits polishing agents or to prevent premature falloff offruits; as well as 
substances applied on crops, before or after harvest, to protect produce from 
deterioration. 
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(c) facilitate timely and convenient access by farmers to quality pesticides; 
(d) ensure rational and judicious use of pesticides; 
(e) contribute to the creation ofa climate propitious to private investment 

in the pesticides industry; and 
(f) promote public-private sector partnership. 

3. This Regulation shall be applicable to all activities involving experiments Scope. 
on, as well as authorization, marketing, use and control of pesticides and 
biopesticides in the Member States. 

CHi\PTER Ill-GUIDING PRINCIPLES 

4. In pursuance of this harmonization as intended by this Regulation, 
ECOWAS shall help bridge the gap between Member States’ legislations in the 
field of pesticides. 

S. To ensure the organization of a regional market for the implementation 
of the regional agricultural policy, there shall be free movement of pesticides on 
the ECOWAS Member States’ territory so far as they are registered and declared 
as being in conformity with the quality standards defined in the applicable texts. 

6. Member States shall implement the principle of mutual recognition of 
pesticide registrations based on the technical specifications and regional standards 
on pesticide as well as on the registration conditions and procedures applicable. 

. within ECOWAS and shall recognize such conditions and procedures as equivalent. 

7. To ensure the free movement of pesticides within the ECOWAS region 
and foster regional and international trade thereon,. Member States shall anchor 
their pesticides technical regulations on : 

(0) international. standards, guidelines and recommendations, particularly 
those prescribed by the Rotterdam, Stockhholm, Basle and Bamako 
Conventions; 

(b) FAO specifications’ and OECD standards; and the 

(c) commitments of the Member States that have ratified the aforementioned 
Conventions .. 

8.-1. Member States shall ensure full participation of stakeholders in the 
pesticides sector in the process of public decision-making on pesticide’ related 
issues. 

2. Member States shall organize public access to pesticide information 
held by public authorities. 

3. Member States shall help train and build the awareness of stakeholders 
in pesticides sector. 

Principle of 
Harmonizaicn 

Principle of 
Free 
Movement 
of 
Pesticides. 
Principle.of . 
Mutual . ’. 
RecognitiOl~•"., .;, 
and >"’.0", 

Equivalence. 
Principle .of 
Internatipnaj . 
Stan d ard s 
recognition. 

Principle-of 
Partidp~t(ori 
and 
Information. 
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CHAPTER IV-ORGAN AND TOOLS FOR PESTICIDES MANAGEMENT 

West African 
Committee 
for Pesticides 
Registration. 

9.-1. A West African Committee for Pesticides Registration, hereinafter 
called WACPR is hereby established. This Committee shall implement the 
Common Regulations on behalf of the ECOWAS Commission. To this end, it 
shall operate under direct institutional authority of the Commission. 

2.The WACPR shall be structured into sub-divisions to improve its 
effectiveness. 

3. The head office of WACPR co-ordination unit shall be located within 
ECOWAS Commission premises in Abuja. However, its head office may be 
transferred to any other ECOWAS Member State. 

4. The WACPR shall work closely with national pesticides management 
committees for the development of the sector. To this end, each Member State 
shall set up a National Committee for Pesticides Management (NCPM) where 
this does not already exist. 

5. The NCPM shall first examine and approve pesticides registration 
applications, prior to their submission to the ECOWAS Commission for similar 
action. 

6. All applications for pesticides registration shall be submitted to the 
ECOWAS Commission which shall, through the WACPR, for verification of 
compliance with set standards. In the registration process, the NCPM shall be 
responsible for pre-registration (experimental trial) as well as post-registration ’ 
(control). 

7. The functions, composition, functioning and financing of WACPR as . -: 
well as the number of its sub-divisions shall be determined by the ECOWAS 
Commission in an implementing Regulation. 

10.-1. Five lists of pesticides are hereby established for a more effective 
pesticides management in ECOWAS and in its Member States: 

(0) List of registered pesticides .or pesticides granted provisional saJe 
authorization (PSA) ; 

(b) List of strictly controlled pesticides; 

(c) List of pesticides under toxicant monitoring; 

(d) List of prohibited pesticides; and 

(e) List of registered pesticides approved by each Member State. 

2. The above lists shall constitute the official tools for pesticides 
management in the Member States. 

3. The list of registered pesticides approved by each Member State shall 
be drawn up based on the list of pesticides registered by the ECOWAS 
Commission. 

Pesticide 
Management 
Too1s. 



4. However, Member States may refuse to authorize the sale, on their 
national market, of a registered pesticide, or a pesticide that has been granted 
provisional sale authorization (PSA). For that matter, they shall submit a request 
to the Commission stating the reasons for refusal. The ECOWAS Commission 
shall inform the Member States of its decision. 

SECTION II-REGISTRATION OF PESTICIDES 

CHAPTER V-REGISTRATION DUTIES AND RESPONSIBILITIES 

.; . 

11. No pesticide may be marketed and used on the Member States’ territory 
unless it has been registered or granted a PSA in accordance with the provisions 
of this Common Regulation, except where the use for which it is intended has 
not been covered by the provisions of Articles 19 and 28 hereunder. 

12.-1. Consideration and evaluation of pesticides registration applications 
shall be the responsibility of WACPR. This exercise shall be applicable to all 
Member States .. 

2. Decision to register shall be taken by the ECOWAS Commission on the 
recommendation ofWACPR. 

3. Registration conditions and procedures are specified in Chapters VI and 
VII of this Common Regulation. 

13. In accordance with the provisions of Article 7 of this Regulation, the 
WACPR shall evaluate all notifications and Decision Concept ’Papers (DCP) 
regarding the aforementioned Conventions. It shall submit its opinion thereon to 
the Commission which, in turn, shall transmit same to Member States for 
implementation. 

14.-1. Pesticides. shall be used in an appropriate manner. 

2. Appropriate use includes: 

a. compliance .with the conditions stipulated in Articles 15 and 16 and 
those indicated on the-label; and 

b. application of the principles of best phytosanitary and veterinary 
practices, or of vectors control, as well as the principle of integrated 
management of pests, whenever this possible. 

CHAPTER VI-REGISTRATION CONDITIONS 

15.-1. A pesticide shall be registered on the basis of registration dossier, 
the contents of which shall be clearly defined by the ECOWAS Commission. 

2. A pesticide shall be registered where it has met the requirements specified 
in the registration dossier. 

3. The applicant for pesticide registration shall have its headquarters or a 
representation in one of the Member States. 
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Registration 
Criteria. 

Registration 
Processing 
Fee. 

Period of 
Validity of 
Registration. 

Emergency 
Situations. 

Evaluation 
of 
Applications 
for 
Registration. 

Registration 
Decision. 

4. Pesticide registration shall be granted for a specific purpose, and such 
purpose shall be such that .has been authorized in the Member States. 

5. Registration shall be granted with specific restrictions as to its lise. 

16.-1. The registration criteria shall embrace the biological efficacy and 
quality of the formulations offered for sale, their toxicity and risk to humans, as 
well as their harmful effects and the danger posted to the environment. 

2. These criteria shall be spelt out by the ECOWAS Commission in 
conjunction with WACPR and member States, in implementing Regulation. 

17. A fee is hereby instituted for processing of all pesticides registration 
applications. The amount of such processing fee shall be determined by the 
ECOWAS Commission on the recommendat ion of WACPR. The said fee shall 
be borne by the applicant. 

18. Pesticide registration shall be valid for a period of five (5) years 
renewable. 

19.-1. The LIse of an unregistered pesticide or a pesticide that has not 
been granted the PSA by the Commission shall be accepted, exceptionally, in the 
event of phytosanitary, veterinary and sanitary emergencies such as unexpected 
pest invasion or sudden appearance of a disease vector. 

2. The use of unregistered pesticide or a pesticide that has not been accorded 
the PSA shall be authorized only where there is no other available alternative for 
management of pest. Its use shall be on a large scale and for a specific time 
frame. 

3. A Member State wishing to use an unregistered pesticide or a pesticide 
that has not been granted provisional sale authorization (PSA) in the event of 
emergency, shall immediately notify the Comrn ission accordingly, by submitting 
a report containing the justification for its request. The Commission shall approve 
or reject such request after due consideration. 

CHAPTER VII-REGISTRATION PROCEDURE 

20. The procedures for evaluation of applications for registration shall be’ 
established and defined by the Commission. 

21.-1. The Commission may: 

(a) decide to register a pesticide for a period of five (5) years renewable; 

(b) grant provisional sale authorization (PSA) pending further study; 

(c) keep the file open for further information; 

(d) refuse to register a pesticide; and 

(e) withdraw the registration or the PSA ; 



2. A pesticide registered or granted the PSA shall bear one sole registration 
number common to all Member States. 

3. The registration or the. PSA granted by the Commission shall be in two 
copies dully signed. One copy shall be transmitted to the applicant, and the 
second kept by WACPR. 

4. The WACPR shall be responsible for updating the list of registered 
pesticides and of those granted the PSA after every meeting. The updated list 
shall be forwarded to each Member State and published in the Official Journal of 
ECOWAS. 

22.-1. Provisional sale authorization (PSA) shall be granted where additional 
data and information have been deemed necessary to satisfactorily meet the 
conditions spelt out in Article J 5 of this Regulation. 

2. The PSA shall be valid for a period of three (3) years, and is not renewable. 

23. A pesticide registration application shall be kept for further study where 
the information provided is not sufficient to meet the conditions stipulated in 
Article 15 of this regulation. In this case, the Commission shall, through the 
WACPR, request the applicant to provide the required additional information. 

24. An application for registration of pesticide shall be rejected where it 
has failed to meet the conditions set out in Articles J 5 and 16 of this Regulation. 

25.-1. Pesticide registration or PSA may be reviewed. Such review may 
result in the withdrawal of registration or, where appropriate, subject to legaJ. 
action. 

2. Pesticideregistration or PSA may be annulled where: 

(a) one of the requirements is no longer fulfilled; and 

(b) the information required for registration or PSA are deemed false or 
misleading. 

3:. Pesticide registration or PSA may be modified where, in light of new 
... , scientific and technical knowledge: . 

(a) the directions for use and the recommended quantities.could be modified; 
and 

(b) appraisal of the data provided in the application for registration has 
changed. 

26.-1. Data provided by an applicant for pesticide registration shall be 
confidential. 

2. This confidentiality shall not apply in the event ofa request by a Member 
State regarding: 

(a) the designation and content of active ingredient (s) and description of 
commercial product; 
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(b) the names of other substances considered hazardous for humans or 
the environment; 

(c) the physical-chemical data on the active ingredient (5), degradation 
substances or metabolites of(eco) toxicological significance and the commercial 
product; , 

(d) the means used to make the ingredient (s) active, or the non-hazardous 
commercial product; 

(e) summary of the results of tests conducted to established the product 
efficacy and its safety for humans, animals, plants and the environment; 

(f) the recommended methods and precautions to reduce risks during 
handling, storage, transportation, etc. ; 

(g) the methods used for analysis of the active ingredient(s), its or their 
post-application residues, as well as metabolites or other compounds considered 
as (eco) toxicologically important ; 

(h) product disposal and packaging procedures; 

(i) decontamination measures to be taken in the event of accidental 
application or leakage; and 

(i) First aid and medical treatment to be applied in the event of accidental 
exposure or poisoning. 

CHAPTER VIII-TRIALS 

27. Detailed conditions for experimental protocols and methodologies, for 
the purpose of pesticide registration, shall be spelt out in the pesticides registration 
dossier of the Commission. 

28. Experimental trials in Member States for research or development 
purposes, involving the release into the environment of a phytosanitary product 
not authorized by the Commission, shall not be conducted except with prior 
authorization of the appropriate authority of the Member State in which the trial 
or test is to be undertaken and in accordance with the applicable national 
legislation. 

29.- I. Biological efficacy tests for the purpose of registration of a pesticide. 
shall be conducted by public or private institutions approved by ECOWAS 
Commission on the WACPR’s recommendation. 

2. Such tests shall be undertaken according to the protocols formulated 
by the Commission on the recommendation of recommendation of WACPR. 

CHAPTER rX-ApPEAL 

30.- I. Appeal against the rejection of application for registration as defined 
in Article 24 of this Regulation, or for modification or annulment of a PSA or 
registration as stipulated in Article 25 above, may be brought before the President 
of the Commission or his/her representative or, where appropriate, before the 
Community Court of Justice. 



2. The appeal procedure shall be defined by the ECOWAS Commission on 
WACPR’s recommendation. 
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SECTION III-MARKETING OF PESTICIDES 

CHAPTER X REQUIREMENTS 

3 I.-I. The practice of his profession as pesticide manufacturer, importer, Licencing. 
distributor retailer, applicator, exporter, formulator, repackaging and transporter 
shall be subject to license acquisition, issued by the Member State concerned. 

2. The license is renewable at the holder’s request for similar duration. It 
may be suspended or withdrawn. 

3. The conditions and modalities for obtaining a license, or for its suspension 
or withdrawal shall be specified by each Member State, in accordance with 
relevant provisions of this Regulation. 

32.-1 . A II pesticide dealers shall keep a detai led record of all entries and 
sales pesticides in a ledger which could be consulted and checked at any time by 
the official control authority or any other accredited private body and by the 
competent authorities of the Ministry of Trade or by any other relevant Ministry. 

2. The quantities of pesticides received, purchased. and stored shall then 
constitute an obsolete stock. 

33. To ensure an effective conservation of pesticides, all warehouses for 
storage of pesticides intended for sale shall : 

(a) have adequate temperature-and moisture levels; and 

(b) be kepttidy and well ventilated. 

34. I. Pesticides shall be stored in their original container with their labels 
intact. They shall be.stored separately in key-locked cupboards. The storage 
cupboards shall be exposed to free, air circulation and access thereto shall be 
monitored to avoid unauthorized use. 

2. More. detailed, conditions for storage of pesticides that conform to 
international standards shall later be spelt out by the Commission as proposed by 
WACPR. 

35.-I.Pesticides shall be transported in a compartment isolated from the 
driver and passengers. 

2. Pesticide shall not be transported in the same compartment as animals, 
food, clothing, household items or other personal effects. 

3. Detailed conditions for transportation of pesticides shall later be defined 
by the Commission on the recommendation of WACPR. 

36. Any setting-up of pesticide manufacturing and/or packing factory 
shall be subject to prior authorization of the country concerned in accordance 
with international standards. 
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37.-1. Without prejudice to community regulations on foreign trade, the 
import and export of pesticides shall be subject to prior authorization of the 
concerned country based on the list of registered pesticides approved by the 
Member State in question. 

2. The importer or exporter shall furnish all the information required on 
the forms designed for that purpose by the Commission. 

CHAPTER XI-LABELLING 

38.-1. Any packaging containing a registered pesticide shall bear a label. 

2. User Information shall be provided in the labels and the instruction leaflets 
attached to the registration appl ication. 

39.-1. The minimum information required on the label and/or on instruction 
leaflets shall be specified by the Commission. The labels and/or instruction 
leaflets shall be written in the official language(s) of the country where the 
product is marketed. 

2. Pictograms shall complement the text on the label. 

3. The label shall bear at the bottom a toxicology band in accordance with 
FAO/WHO classification of pesticides. 

CHAPTER XII-PACKAGING 

40. Packaging characteristics shall be those set by the ECOWAS . 
Commission, and shall be in conformity with the international standards. 

SECTION IV-QUALITY CONROL OF PESTICIDES 

CHAPTER Xlll-RESPONS1B1LIT1ES AND PROCEDURES 

41.- 1. Member States have the overall responsibility for post registration 
control, distribution and use of pesticides. They shall, to this end, .grant to their 
competent authorities the necessary powers as well as the human and financial 
resources to carry out their mission. 

2. Management of packaging and stocks of obsolete pesticides shall be the 
responsibility of Member States; and this shall be done in accordance with 
standards set by the ECOWAS Commission. 

42.-1. Member States shall draw up a list of phytosanitary agents 
accredited to undertake control visits. 

2. Such agents shall be empowered to conduct inspections and 
investigations enabling them to, among other things. 

(a) enter professional premises including compounds and buildings for 
pesticide manufacture, formulation and distribution as well as warehouses, 
storerooms and storage depots for pesticides; 



(b) have access and request submission to them any document related to the 
operations of pesticides formulators, repackaging agents and distributors; 

(c) Inspect pesticides plants, vehicles and pesticides applicator; and 

(d) Take samples, and ensure that these samples are representative enough 
and quantitatively sufficient to allow an alternative evaluation .. 

3. Inspections during production and marketing shall be carried out in the 
presence of the formulator, repackaging agent, distributor or his/her representative. 

43.-Registered pesticides or pesticides granted the PSA featuring on the 
list of product under toxicant monitoring as stipulated in Article 10 of this 
Regulation shall be subject to special monitoring by the competent organs of 
Member States. 

44.-1. Pesticides control in the ECOWAS regions shall be conducted at 
any time and at any place of production, import, export, storage, transportation, 
formulation and packaging, as well as marketing, use and disposal of the said 
pesticides. 

2. Member States shall ensure compliance with the requirements contained 
in this Common Regulation, particularly those on: � 

(a) licensing; 

(b) compliance with the import and exporter requirements as stipulated in 
Article 36 ; 

(c) quality of formulations offered for. sale .; 

(d) labelling requirements; 

(e) use of pesticides marketed according to the’ indications on the labels; 

. '. 

(I) storage and transportation conditions; 

(g). impact .ofpesticides on the environment; 

(h) any other conditions defined in this Regulation; 

45.-1. Pesticides control shall’ be conducted in accordance with the 
provisions of this Community regulation .. 

2. However, pesticides control shall be carried out in the presence of the 
pesticide manufacturer; importer, distributor, appl icator, exporter, formulator, 
repackaging agent and transporter or his/her accredited representative, with 
submission of an appropriate report containing pertinent observations as well as 
technical recommendations or directives. 

3. A sample control report shall be defined by the Commission on the 

recommendation ofWACPR. 
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46.-1. In case of dispute over control report, the formulator, repackaging 
agent, distributor, applicator and transporter shall have the right of recourse to 
experts’re-evaluation. 

2. The appeal process shall be that which is in force in Member States. 

SECTION V-SPECIAL PIWVISIONS 

CHAPTER XIV SANCTIONS 

47.-1. Member States shall take appropriate measures to impose sanctions 
for breaches of the provisions of this Regulation and its implementing regulation. 

2.The following shall constitute breaches of the provisions of this Regulation 
and its implementing regulation. 

(0) the production, import or export of unregistered pesticides; 

(b) marketing of pesticides without license; 

(0) false statements on the label of a pesticide and the use of any trickery 
to mislead third parties regarding the quality of this pesticide; 

(b) alteration or any wilful falsification ofa label; 

(c) lack of proper stock accounting; 

(d) obstruction to the official discharge of control activities; 

(e) any other infringement on this Regulation and its implementing 
regulation. 

CHAPTER VI-FINAL PROVISIONS - Implimenta- 48. To further its activities, WACPR shall be open to the sub-regional :. 
tion. institutions operating in the pesticides sector. Specific Conventions shall define 

the modalities of such opening. 

Publication. 49. This Regulation shall be published by the Commission in the Official 
Journal of the Community within thirty (30) days following signature by the 
Chairperson of the Council of Ministers. It shall also be published in Member 
States’ Official Gazette within the same time frame. 

Entry into 50. This Regulation shall enter into force upon publication. 
Force. 

DONE at Abuja, this 18th Day of May, 2008. 

H. E. MRS. MINATA SAMATE CESSOUMA 

Chairperson, 
(or : Council of Minister 
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S. I. No. 19 of 2013 
ECONOMIC COMMlJNITYOFWEST AFRICAN STATES 

REGULATION ClREG. 4/05/2008 ON THE HARMONIZATION OF 
RULES GOVERNINGQUALITYCONTROL,CERTIFICATION 

AND MARKETING OF PLANT SEEDS AND SEEDLINGS 
IN THE ECOWAS REGION 

SIXTIETII ORDINARY SI:SSION OF TIll•: COlINel!. OF MINISTEnS 

Abuja, 17 - 18 May 2008 

THE COUNCILOF MINISTERS 

MINIlFlJI. or Articles 10. II and 12 ofECOWAS Revised Treaty establishing 
the Council of Ministers and defining its composition and functions ; 

MINIlFlII. 01' Decision A/DEC. I I/O I/O) adopting an Agricultural Policy for 
the Economic Community of West A Irican States; 

MINIlFlII. OJ- Decision CIDEC.I 15/81 in relation to the eradication of hunger , 
popularization of seed varieties and more productive animal species, financing of 
research programmes and agricultural production projects. as well as the storage 
and processing of agricultural products; 

MINDFlJl. OJ Decision CIDEC.SiSiSI related to the production of selected 
basic seeds and. the choice 01’ seed production stations: 

MINJ)F1JI. 01' Decision C/DEC.I/05/83 onshort and.rnediurn term programmes . 
for implementation of the Regional.Agricultural Development Strategy; 

M IND(,UI. OF Decision C/DEC .14/12/90 on the establishment of a Sub-regional 
Seed Committee; 

MINDFtJL OF Decision CIDEC.16/12190 on the establishment of Inter State 
Technical Committees to monitor price trends for specific .. agricultural products 
or groups of products; . 

CONSIDI’RIN(j the strategic role of the. agricultural sector in the economy of 
Member States in terms of meeting the food needs of the population and eradicating 
poverty in rural areas; 

C()NSIDJ:RIN(; the need to promote in Member States, sustainable agriculture 
that is more productive and competitive, and capable of ensuring food security 
and higher living standards for. farmers; 

CONSIJ)I:JlIN(; that seeds are or crucial importance in promoting, sustainable 
agriculture and lor actualization of the Community agricultural policy; 

CONSII)t:RIN<; that seeds are of cruc ia I importance in promoti ng sustainable 
agriculture and Ior actualization of’ the Community agricultural policy; 
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Definitions. 

RECOGNIZING that regular supply of quality and affordable seeds to markets 
of Member Stales is a prerequisite for achieving food security and improved 
living standards for farmers; 

DESIROLIS or ensuring safe and regular quality seeds supply to Member States’ 
markets and, to this end, harmonizing the rules governing seed production and 
marketing in these States; 

COMMIONlJIN(i the active involvement and positive contribution of other sub 
regional organizations such as CILSS and UEMOA in the formulation, 
improvement and tinalisation of this draft Regulation; 

ON ruu REC’OMMENIlATION OF the ECOWAS Member States’ Ministers of 
Food and Agriculture meeting in Ouagadougou on 8 November 2007, 

ENACTS: 

..- 

SECTION I-GENERAL PROVISIONS 

OIAl’TER ( : DITINITIONS 

I.-for the purposes or this Regulation- 

"Farmer-seed Former" means the category of farmers specialized in seed 
farming; 

"Allogamy" means the cross-pollination mode whereby the two gametes 
(male and female reproductive cells) are from two different individuals ; ... 

"Seed Analysis" means the range of techniques used in the laboratory to 
determine the quality of seed sample; 

"Cropping History" means cropping undertaken during the planting season 
immediately preceding the said season; 

"SelfFertilization" means the fertilization of a pistle by a pollen from the 
same flower or another flower of the same plant; 

"Autogamy" means the fertilization mode whereby the male and female 
gametes come from the same unit; 

"Plant Castration" means the removal or destruction of male plants 
reproductive organs; 

"t Catotogue of'Species and Varieties" means the official document containing 
the list of’ all registered species and varieties; 

" West African Catalogue ofP/oJ71 Species and Varieties" or" WA CPSV" means 
the catalogue of plant species and varieties common to Member States; 

"Seed Category' means the class of seeds of the same nature potentially of 
one or several generations; 

"Phytgosanitary Certificate" means the document that conforms to the 
models recommended by the International Convention for Plant Protection’ 
(ICPP) ; 

"Certification" means the culmination ofseed quality control process in 
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the field or in the laboratory, ensuring that the seeds conform to mimmum 
standards of varietal purity through genealogical parentage and a system of 
breeder seed maintenance of varietal features, in accordance with the provisions 
of applicable technical regulations; 

"Seed Production Farm" means any plot of land devoted to seeds production 
and farming ora specific variety; 

"Marketing" means the sale, conservation for the purpose of selling, sale 
offer and any form of cession, supply or transfer for the purpose of’cornmercial 
transaction, of seeds or plants with or without remuneration; 

"Conunission" means the ECOWAS Commission ; 

"Comtnunitv" means the Economic ~onlInunity of Wesl A Irican States; 

"Seeds Conditioning" means the operation by which seeds are dried, cleaned, 
sorted, treated and packaged to avoid physical, chemical or biological 
degradation and facilitate handling: 

"Seed Farming Contract" means a written agreement bidding farmers-seed 
fanners and seed producers accredited by competent authorities: 

"Quality Control" means the set of activities carried out by competent 
authorities to verify that the varietal or genetic purity of seeds, their 
physiological and health conditions as well as their technological standards 
conform to the technical regulations applicable in Member States: 

"Seed C()I7!r()ller'~ means any technician responsible.for inspecting standing 
plants to ensure that seed farming establishment and management conform to 
technical regulations applicable in Member States; 

, "Cropping Declaration" means the document OF form to be f lied. out by 
any indiv.idual or corporate body whose name features on the list of seed 
producers; 

"Disjunction" means any plant deriving from a species progeny but without 
the features of that species given the tact that it has not been genetically 
engineered; 

"Seed Distributor' means any individual or corporate’ body other than the 
seed producer engaged In seed marketing either as a wholesaler, semi› 
wholesaler or retai ler ; 

"Community Law", means a law resulting from the enforcement of the 
ECOWAS Treaty and subsequent texts; 

"Seed Somptying" means any portion that is representative of seed batch 
sampled in accordance with the applicable technical regulations; 

"Sail/piing" means the range of techniques used to obtain samples following 
a speci tic process; 

"Packaging" means any container notably bags, sachets, cartons made of 
various materials such as cotton, paper. aluminium and polythelene in which 
seeds are packaged; 

, 
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"Roguing" means the elimination of off-type plants, diseased plants or any 
other plants that could alter seed quality; 

",)/)['cies" means all plants that inter-cross and <Ire distinguishable by a 
number of common features; 

"Germination Test or Trior means any laboratory test carried out in view 
of or-serving the appear.ince of a secdl ing and its development up to the stage 
where its basic org:llls indicate that it would be able or unable, in future, to 
evolve into a normal pl;1111 under conducive full soil conditions; 

"Seed Healtlr Status' means a condition related to the presence or absence 
of’ diseases caused mainly by moulds. bacteria. virus and other parasites such 
as insects, acarinas and nematodes; 

,.. 

"Label" means any document visibly displaying specific information in a 
readable manner to facilitate seed identification or traceability; 

"Germinating Capacitv' means the ability 01’<1 batch of seeds to germinate, 
evaluated by calculating the percentage of grains that germinate in a given 
batch of seeds, under normalized conditions within a given time frame; . 

"Generation" means phylogenies in successive progenies; 

"Form Groin and ,c.,’(’(’I{" means any seed or grain produced on the farm 
itself meant for the farmer’s personal use and not destined for sale on the 
market: 

"Weed Crain" means any grain produced by herbaceous wild plants; 

"Registration" means the procedure by which the species or varieties 
intended to be included in the national catalogue of species, are registered; 

"!fIJ/l/lJ::F_'.!.()/C''" means any unit whose cells contain double the amount of 
genes of a speci lie nature ; 

"OfF Type" means an." plant of given species that does not conform.to the 
standards of the species: 

"Double Cross Hybrid' means the product of a cross between two single 
cross involving four strains ; 

"Single Cross (F')" means the product of a cross between two pure strains 
obtained by artificial self-fertilization; 

"Three-Will: Cross" means the product of a cross between a single female 
cross and a pure male strain ; 

"Hvbrid" means the product of a cross between two or several genetically 
different species; 

"Unit" means any live specimen of an animal or plant species deriving 
from a single cell; 

"Isolation" means measures taken to protect a seed production farm from 
pollution by a foreign pollen: 

"Isolation III Tinu/" means staggering the planting date of varieties of the 
same species such that the flowering periods d() not coincide; 
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"Isolat ion In Space .. means keeping aset distance between a variety meant 
tor farming and another variety of the same species. or bel ween a variety that 
has been farmed and the same variety tiint has not been rogued; 

"ISTA" means International Seed Test Association; 

"Laboratorv Assistant" means any person trained to work in a laboratory ; 

"Seed A 11 01 1'.1' is Laboratorv" means ;\I1Y prcm iscs specially designed to 
conduct seed tests generally on special purity, varietal purity. germination, 
humidity level and health status, with a view to determining the quality; 

"Pure Strain" means any genetically homozygote and homogeneous strain; 

"Strain' means stock of descendants 01" one or several parents. In plants, 
I ine is the result of" successive scl f-Icrri I i/,;ILiOI1S over several generations; 

"Seed Botch" means any quantity of" seeds defined and identifiable by a 
number. ami is homogenous especially ill terms olidentity and varietal or genetic 
purity. special purity, germinating capacity and humidity level: 

"RAW Sr.:ED BATCH" means any batch ofseeds meant tor certification ; 

"Maintainer" means any person or organization responsible for maintaining a 
variety listed in the national catalogue and likely to be sent in lor certification : 

"Parent Materia! (0)means any initial or zero generation (G.) material. 
production of which is based on a well-defined breeder seed conservation 
method; 

"Active Ingredient" means the content or;1 product to which its effectiveness 
is wholly or partly attributable; \’ 

"Inert Ingredient' means any impurities such as debris; soil or straw 
fragments contained in a batch of seeds; 

"Standards" means a set of benchmarks tor evaluating seed quality; 

"Seed Breeder" means any individual or corporate body that has created or 
discovered or developed a new variety; 

"Accredited Private Bodv' means any private institution authorized by the 
I", Member State to undertake control and ccrtilicalion activities; 

"Batch Origin"means any place for production ofseed batch such as country, 
town, village or any other relevant locality; 

"Seed Production Farm" means any plot or a land of a single tenant 
comprising one or several seed farms; 

"Adventive Plant" means any undesirable plant or weed growing 011 a farm 
land; 

"A llogamous Plant" means any cross-fertilized plant; 

"Autogamous P{OIl(' means any plant which reproduces through the 
fertilization of its ovules by its own pollen; 

"Plant' means any young plant, stem cuttings, leaves or root, grafts and 
runners meant for plant production; 
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"Diseased Plant" means any plant showing signs of malformation caused 

by infestation; 

"Shoot" means any young plant resulting from grain germination and still 
dependent on the same grain for nourishment; 

"Pollen" means an aggregation ofmicroscopic grains produced by stamens 
and which constitute the male productive elements of flowering plant; 

"Contamination" means any coniamination of tile seed farming process by 
the presence of off-type and adveniive weeds and/or dangerous diseases and 
other cultivated plant species di Ificult to separate; 

"Seed Producer" means any individual or corporate body specialized in the 
production of seeds and dully registered for inspection; 

"Seed Produccr-Disnibutar' means any individual or corporate body 
specialized in the production of seeds and engaged in their wholesale, semi› 
wholesale or retail marketing : 

"Specific Puritv" means the proportion of elements considered in a seed 
batch; 

•• Varietal or Gene! ic Puritv" means the proportion of plants in the field that 
meet the standards ofthe variety. In the laboratory, it means the proportion of 
a given variety in a seed batch ; 

"Technical Regulat ion" means the document specifying the characteristics 
ofa product or its production procedures and methods, including the applicable 
administrative requirer.ients that must be respected. Technical regulation may 
also partially or fully determine the terminologies. symbols or specifications 
used for packaging. marking and labelling of a product, service, production. 
procedure or method; 

"Plant Breeder" means any individual or corporate body engaged in plant 
improvement with a view or creating new varieties; 

"Seed" means any plant material or organ, or part of plant organ, such as 
grain, shoot, bulb. scion, rhizome, tuber or embryo, able to reproduce a unit ; 

"Seed Tuber" means all or any part of a tuber meant for cultivation, as in 
the case of yam and potato: 

"Convent tonal Seed' means any seed of a variety of which the visual, 
technological and agrrmomic characteristics have been stabilized through 
genetic and biological manipulation : 

"Certified Seed means any seed obtained from the first or second fanning 
of basic seed: 

"Rogue Seed- means <lny seed of undesirable plants or weeds growing in a 
farmland; 

"Basic Seed 0,. FOlln(/U!;()11 Seed (C;_’)-- means any seed from pre-basic or 
has been produced under the responsibility ofa maintainer in accordance with 
generally accepted breeding conservation rules for that variety and intended 
for the production of ccrti lied seeds. 

- 
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"lnfected SI!£'cl' means any seed invaded by I iving pathogens such as bacteria, 
mycoplasma, viruses, protozoa, fungi or yeasts; 

"lniestcdSeed" means any seed invaded by parasitic animals such as insects 
or acarids ; 

"Parent Scci!" means <lny seed sown to produce a new generation. Any 
generation can be used as parent seed, except the generation sold to fanners to 
produce consumer grains; 

"Non-conventional Seed" means uny seed other than conventional seed; 

"Pre-Basic or Breeder Seed' means any generation G1 G~ G3 seed situated 
between parent material and basic seed. Pre-basic seed is produced directly 
by the breeder of the variety or his authorized agent; 

"()lliciul Control unci Certification Bodv" means the national service or 
body responsible for seed control and certi Iicution ; 

"Svc d ,\'/lIrllge" means any conservation of seeds in a storage area or 
\\ .irchouse Linder appropriate temperature and humidity conditions; 

, .. \ loist ure or Wuler Con/en!" means the percentage of water content in a 
~,•,’d sample; 

"Seed Technician" nieans any seed professional licensed by the national 
seed quality control and certification body or authority of the Member State to 
assist seed producers; 

"Chemical Treatment' means the Lise of one or several.chern icalagents on 
seeds for their phytosanitary protection; 

"Phvtosanitary Treatment" means’ the’ use of chemical products of several› 
to protect them against diseases and parasites; 

"Composite Variety" means any variety obtained by the combination of 
several lines or populations, of relative genetic variability; 

"Plant Species or Varieties" means the collection of plants of the lowest 
known botanic taxon (i) defined by usi: J the characteristics ofsome genotype 
or a combination: of genotypes, (ii). distinguishable. from all other.plant 
collections by at least one of these characteristics and (iii) consideredas an 
entity given its capacity forauthentic.reproduction. 

.1" 

" 

CIIAI'TI:R II-PIIRPosE /\NIl Se()I'I: 

2.-1. The purpose of this Regulation is to harmonize the rules governing Purpose. 
quality control, certification and marketing of plant seeds and agricultural plants 
in the Member States. 

2. The harmonization is aiming at ensuring good quality and determining 
the origin or the seeds of plant species and varieties listed in the West African 
Catalogue of Plant Species and varieties, as defined in Article 9 of this regulation 

3. More specifically, the purpose o:’this harmonization should- 

- facilitate local production of quality seeds; 
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- facilitate trade in ,~eds amongst Member States, through implementation 
of regionally agreed principles and rules that minimize trade barriers; 

- facilitate timelyand convenient access by farmers to quality seeds; 

- create a climate propitious for private investments in the seed industry; 

- help widen the choice of seeds available to farmers; and 

- promote partnership between public and private sectors. 

3.-1. This Regulation shall apply to all seed related activities, especially 
those pertaining to seed quality control, certification and marketing. 

2. It shall not be applicable to freely used farm grains and seeds, without 
prejudice to the regulations in force in the ECOWAS region. 

C1.IAI'TU( III-GIO lORA I. PRINCtPI.ES 

4. In pursuance of this harmonization as intended by this Regulation, the 
Community shall help bridge the gap between Member States’ legislations 111 

terms of seeds. 

5. In view of contrihuting to the organization of a common market as 
defined in the Community agricultural policy, there shall be free movement of 
seeds on the ECOWAS Member States territory so far as the seeds conform to 
the quality standards applicable in the ECOWAS region. 

6. Member States shall implement the principle of mutual recognition of 
certifications based on technical specifications and Community standards on 

. plant seeds as well as applicable procedures of control and registration in the 
ECOWAS region, and shall region, and shall recognize such conditions and 
procedures as equi valent. 

Each Member State allows on its territory seeds that comply with the 
technical standards adopted by another Member State. . 

7. To ensure the free movement of seeds within Community and foster 
regional and international trade thereon, Member States shall anchor their seed 
technical regulations•on international standards, guidelines and recommendations. 

8.-1. Member States shall ensure the’ full participation of various seed 
sector stakeholders in the process of public decision-making in seed related matters. 

2. Member States shall organize public access to the seed related information 
held by public authorities. 

3. Member States shll help train and build the awareness of the seed sector 
stakeholders. 

OJ!\I'TER IV-SUD MA '/\(;EMENT TOOL ANO ORG!\N 

9.-1. A West African Catalogue of Plant Species and Varieties, hereinafter 
known as the "WACPSV", is hereby established for a more effective management 
of seed quality control and certification in the Member States. 



• 

2. The WACPSY shall be the official document containing the list of all 
registered varieties in the Member States. 

3. The WACPSY shall be constituted by all registered varieties listed in the 
Member States’ national catalogues. To this end, each Member State shall institute 
a national catalogue of plant species and varieties. 

4. The conditions for organizing WACPSY shall be determined by the 
Commission by regulations made thereunder. 

10.-1. A West African Seed Cormuiuee hereinafter referred to as WASC 
is hereby established. This Committee shall implement seed quality control, 
certification and marketing related applicable regulations, with a view to fostering 
the development of the seed sector in Member States. 

2. The West African Seed Committee shall work closely with national seed 
committees for development of the seed sector. To this end, each Member State 
shall set up a national seed committee and a seed sector support fund. 

3. At the request of WASC, each Member State shall provide information 
for verification of compliance with national seed quality control and certification 
systems with Community texts. WASC may conduct investigations in the Member 
States to verify the accuracy of information provided. 

4. The functions, organisation, operr+ions.and financing ofthe West African 
Seed Committee shall be defined in due course. 

SECTION II-QUALITY CONTRqL 

OIi\I'TER Y-PRELIMINARY PROVISIONS 

11.-}. The purpose of control shall be. to enable• the official quality control 
and certification authority or any other accredited private body to ascertain that 
the seeds submitted to it. 

� are of acceptable varietal or genetic purity; 

� are in good physiological and .health condition; and 

� meet.technological.standards, where appropriate’ 

2. The required standards regardingihe above characteristicsshall be spelt 
’out in the annexed technical regulations as’ mentioned’ in Article 58 of this 
Regulation. 

12. Seed quality control shall apply to all stages and venues of production, 
from the farm to the producer’s or distributor’s storage facility which must have 
previously been subject to- control. 

l3. Seed quality control in each Member State shall be carried out by the 
official quality control and certification authority or any other accredited private 
body, in accordance with the provisions of this Regulation. 
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14.-(0) III each Member Stale. admission for quality control shall be granted 
to any individual or corr irate body who applies accordingly Admission shall be 
determined by the official national quality control and certification authority or 
any other accredited private body lor one or several of the species listed in the 
WACPSV and, with regard to each olthesc species, for one or several categories 
of seed as defined ill Article 22 ofthi» Rcgulaiion ; 

(h) Applications, using the appropriate form, shall be addressed to the official 
quality control and certification authority or any other accredited private body 
in the Member State before the star! of the planting season ; 

(c) The quality control and certification authority or any other accredited 
private body sh(111 examine the application and ensure that the admission 
requirements that me set by regional regulations have been meet. The applicant 
shall be noti lied o r the approval or reject ion of the appl ication within Ii [teen 
(15) days of its submission; 

(d) Where the official quality control and certification authority or any 
other accredited private body deems it necessary, it may grant an additional 
period of ten ( I 0) days to the appl icant 1(.11' submission of fresh appl ication or 
provision of supplementary information. 

lS.--(a) General Criteria 

Any individual or corporate body wishing 10 be admitted for quality control 
shall meet the following conditions- 

(i) undertake to observe the annexed technical regulations as mentioned in 
Article 58 of this Regulaiion: 

(ii) have sufficient land; 

(iii) have sufficient and qualified technical personnel; and 

(ill) possess appropriate facilities and equipment. 

(h) Specific Criteria 

The specific criteria shall be determined by the annexed technical regulations 
in accordance with the characteristics of each species. 

16.-1. The official quality control and certification service shall issue a 
professional card to individuals or corporate bodies who have met the admission 
requirements. 

2. Issuance of such card shall be subject to payment of a single registration 
fee in accordance with the type of acti vity, The amount, payment modalities and 
allocation of the proceedsof the single registration fee shall be determined by the 
concerned State. 

3. Professional card shall be issued to the following individuals or corporate 
bodies: 



� Seed/Plant Breeder 

� Producer of basic seeds 

� Producer of certified seeds 

� Plant producer (Nursery farmer) 

� Wholesaler 

� Retailer 

� lm porter/Exporter 
� Associated operators such as packaging professionals, brokers, 

transporters and packers. 

17. The professional card shall be issued tor a period of three years, 
renewable upon the holder’s request, in accordance with the applicable procedures. 

18.--1. The professional card shall be suspended in the following cases, 
after written noli fication to the holdcr~ 

(u) Where there has been non-observance of the provisions of this Regulation 
despite the official quality control and certification authority’S directives; 

(Ii) Where sanction has been imposed on the holder in accordance with the 
concerned Member State’s legislat ion related to crack down on offenses. 

2. In the event of suspension o lthe professional card. the holder shall have 
a period of thirty (30) days from the elate or notification to comply with the 
provisions or this Regulation. Arter this deadline, the holder’s name shall be 
deleted from the register of professionals lor the specific activity. 

19.-1. Professional card shall be withdrawn where-s- 

(a) The holder has 110t been active tor two consecutive years ; 

(/J) The holder COI1lIll its fresh infringement punishable by suspension within 
one year or the lilting or a previous suspension; 

(c) The holder under suspension. has not complied with the provisions of 
this Regulation within the-thirty (30) days time frame.granted under Article 18 
of this Regulation. 

2. The official quality control and certification authority shall serve notice 
of termination to the professional card holder. However, the holder may still 
have access to the quality control services for crops cultivated prior to the 
withdrawal decision and, hence obtain certi Iication for the seeds therefrom derived, 
where these have met the set standards. 

3. Where a professional card has, been withdrawn, freshapplication may be 
tiled only after three years following the date of withdrawal of the card. 
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Ci 1i\I'TER VII-OR(j/\NI/.i\TION OF PRUDUCTION 

20.-1. A seed producer is any individual or corporate entity duly admitted 
for qual ity control. 

2. A seed producer may enter into multiplication contract with one or several 
fanner-seed growers engaged in similar species. 

3. A farmer-seed grower shall not he authorized to conclude multiplication 
contract with several producers. However. exemptions may be allowed where 
the contract with several producers does not cause prejudice to anyone of them. 

21.-1. Only seeds of the varieties registered in national catalogue or the 
West African Catalogue of Plant Species and Varieties (WACPSV) may be eligible 
for multiplication, for the purpose of certification. 

2. The characteristics of these varieties shall be consistent with those of 
samples deposited at the time of registration in the WACCPSV and conserved 
under the responsibility of the national committee in charge of registration in the 
catalogue. 

22. The seed categories shall be as follows: 

(a) Parent Materials (G,) 
Parent material Go’ means the initial material, production of which shall be based 
on well-defined methodology for pedigree seed production. 

(h) Pre-basic Seed (GI . GJ and G/-Pre-basic seedG I' G] and G.1 me~~ns, .: 
the seed generations between parent material and basic seed. Pre-basic seed 
shall be produced directly by the breeder of the variety or his/her authorized, 
agent. 

(c) Busic: Seed (G/-Basic seed G.J means the seed derived from pre-basic 
seed produced under the responsibi lity of the maintainer according to pedigree 
seed production of rules generally accepted for the variety, and intended for 
production of certified seeds. 

(d) Certified Seed-Certified seed means the seed resulting directly from 
the first or second multiplication of basic seeds 

23.-) Certified cop-cern several successive seed generations : 

- First generation or "R1" certified seed, from basic seed; 
- Second generation or "R2" certified seed, "RI" certified seed; 
- Third generation or "R1" certified seed, from "R~" certified seed; 

2. For hybrid varieties, certified seeds resulting from one sole hybridization 
(F,) of basic seeds. These are referred to certified seeds of hybrid varieties. 

24.-1. The last authorized generation under this Regulation shall be the 
certified seeds of the second generation "R," which is not likely to produce 
seeds. 



2. However, in case of difficulty of certified seeds supply owing to force 
majeur in one of the Member States, the other Member States may authorize the 
delivery or marketing of seeds from the last authorized R~ generation to address 
the crisis situation. Such seed must comply with the basic standards required 
tor R~ certified seeds and shall be referred to as third generation of vR," seed. 

3. The required standards in relation to the above characteristics shall be 
defined in the annexed technical regulations as mentioned in Article 59 of this 
Regulation. 

OII\I'"I""R VllI- PIWJ)lICTION CONDITIONS 

25.-1. Individual or corporate entities admitted for quality control shall 
abide by the production zones recommended by the breeder of a given variety: 

2. The seed farm shall be accessible tor inspection at any time throughout 
the growing cycle. 

26. The minimum and maximum areas per crop and per plot shall be as 
appl icable in each Member State. 

27.-1. The number of seed varieties and categories authorized for 
multiplication on the same agricultural property shall be determined by the species 
and in accordance with the standards laid down in the annexed technical 
regulations. 

2. The number of varieties shall not be restricted,. as far as testing stations 
or experimental farms are concerned, on condition that the isolation standards 
defined in the aforementioned technical agreements are observed’: 
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28.-1. The official quality control andcertification authority or any other Origin: of the 
accredited private body shall ensure that the producer or fanner-seed grower Parent Seed. 

uses only certified parent seeds. 

2. All seed producers or farmer-seed grower shall.justify the origin of the 
,. parent seed with documentary evidence sucii as certification label, invoice, delivery 

note or any other’ relevant document. 

Crli\l'TER IX-PRODUCTION CONlTROL . 

29. Control shall be. undertaken at all. stages of activity, namely: Seed 
production, conservation, packaging. warehousing, transportation.marketing and 
utilization. 

30.-1. Before each certification season, individuals or corporate bodies 
admitted for control shall transmit, prior to cultivation, a cropping declaration to 
the national quality control and certification authority or any other accredited 
private body within a reasonable time frame, failing which the declaration shall be 
rejected. 

.' ,_ 
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2: Any subsequent changes to the cropping dec luration shall be reported 
immediately to the quality control and certi Iication authority or any other accredited 
private entity: 

3. A sample cropping declaration shall feature in the implementing Regulation 
as defined ill Article 57 of this Regulation. 

3 ),-1. The seed mu lt ipl icat ion contract cone I udcd bet ween the seed 
producer and one or several Iarmcr-xccd growers shall include: 

(a) a cornm itrnent by the farmer-seed grower to respect ex isting regular ions, 
allow the quality control agents to inspect his/her crops and not inconvenience 
neighbouring seed farms; and 

(h) an undertaking by the producer to provide the farmer-seed grower with 
a" necessary technical instructions and deliver the parent seeds in good time. 

2. A seed multiplication contract template is listed in the implementing 
Regulation referred to in Article 57 of this Regulation. 

32.-1. Throughout their growing cycle, seed crops shal I be under the 
surveillance or sworn in agents, hereinafter known as inspectors, drawn from 
the official national quality control and certification authority of the concerned 
Member State or any other accredited private body. 

2. The inspectors shall have the mandate to visit seed farms to ascertain 
their characteristics and cropping condition. 

33.-1. The inspectors shall carry out extension visits and shall, in this’ 
regard. have free access to seed farms. They shall produce a field inspection 
report with respect to each visit. 

2. At least four inspection exercises shall be undertaken in the course ora 
cropping cycle. 

(a) First Inspection: Preliminarv Inspection=-: This first inspection shall 
take place before cropping to ascertain whether or not the land set aside by the 
producer meets the minimum characteristics and standards required for species 
to be multiplied. 

(h) Second inspection : Pre-Flowering phase: -The second inspection shall 
lake place during the vegetative phase extending Ji’OI11 cropping phase to that 
start of flowering LIp to emergence or inflorescence. 

(c) Third Inspection : Flowering Phusc.- The third inspection shall take 
place when some 50 percent of the plants are in flower, the tlowers are open, 
the stigmas are recepti-e and the spores release pollen. 

(d) Fourth inspection: Pre-Harvest f'lwse.- The fourth inspection shall 
take place a few days before harvest: the seed is sufficiently finn ,1I1d has 
attained physiological muturity. 

3. The field characteristics and minimum standards required for each species 
arc specified in the annexed.technical regulations mentioned in Article 58 ofthis 
Regulation. 



34.-1. The minimum number of inspections shall be determined based on 
the following characteristics: 

- Seed farm environment; 
- Origin of parent seed; 
- Cropping history; 
- Isolation; 
- Crop condition. 

35.-1. A seed j~1rI11 shall be rejected by the official quality control and 
certification authority or any other accredited private body if it fails to meet the 
required standards in respect of: 

- Physical purity. 
- Adventive plants. 
- Health status. and 
- Varietal purity. 

2. The required standards in regard to the above characteristics shall be 
spelt out in the annexed technical regulations mentioned in Article 58 of this 
Regulation. 

36.-1. The inspections shall take place in the presence of the seed grower• 
or an accredited representative of the producer. and a report containing 
observations on the cropping condition of the seed farm issued. 

2. The report shall also contain technical recommendations or directives ill’ 
accordance with the rules governing. the specific species. 

3. A sample field inspection report is listed in the implementing Regulation 
mentioned inArticle 57 of this Regulation. 

37.-1. Any seed producer without the necessary technical skills shall resort 
to the services of a seed technician whom. he shall engage from the stage of 
production up to that of sale to distributors. 

2. The.seedtechnician shall meet the followingconditions : 

- be accredited by the official national quality control, and certification 
authority; 

- provide services to only one producer at a time. This requirement may; 
however, be waived if the contract concluded with several producers does 
not cause prej udice to any of them. 

3. The seed technician shall: 

- oversee standing crops; 
- be present at each inspection visit; 
- tidy up the sowing. cropping, harvesting and transportation as well as 

the packaging and storage facilities ; 
- identify seed batches; and 
- store the seeds in appropriate conditions. 
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4. The application for registration template as seed technician is found in 
the annexed Regulation mentioned in Article 57 of this Regulation. 

38. Any producer admitted for control. may put in place an internal crop 
control structure that engages seed technicians. 

39. seed farm may be abandoned for climatic or technical reasons at any 
stage of the vegetative p.ocess. In that event, the producer shall accordingly 
inform the official quality control and certification authority or any other accredited 
private body within the shortest possible time. 

40.-1. The inspectors shall classify the crops on the basis of the outcomes 
of and the observations made during control visits. 

2. A crop may be rejected where the technical recommendations or directi ves 
issued during previous visits have not been complied with: 

(0) the concerned party shall be notified as soon as possible of any rejection; 

(b) where there has been multiplication of parent seeds imported from non› 
ECOWAS Member States, classification of the seed farms shall be subject to 
the results of varietal control conducted in the laboratory or in the farm. 

Ct IAPTER X -QU,'\LlTY CONTROL OF SEED BATCIIES 

41.-1. All seed batches shall be physically identifiable by a number which 
could be a figure or Jetter Of a combination of both. 

2. With the authorization of the quality control service, a given batch of 
certified seeds may be constituted from the products of several farms of the 
same variety and of the same parent seed. 

3 .. However, with respect to pre-basic and basic seeds, the product from 
one farm constitutes a batch 

42. The size of seed batches shall depend on the species. It shall be defined 
in the annexed technical regulations mentioned in Article 58 of this Regulation. 

43. From the harvest to the packaging stage, raw seed batches of all 
categories, whether bagged or loose, shall be provisionally identified by a label .� a 
harvest tag or any other relevant document to avoid any accidental mix up’. 

44.-1. To determine the value of seed batches, the official quality control 
and certification authority or any other accredited private body shall take samples 
for laboratory testing. 

2. Sampling shall be carried out in accordance with the international rules 
established by the International Seed testing Association (I STA) 

3. The sample weight for each species shall be defined in the annexed 
technical regulations mentioned in Article 58 of this Regulation. 

4: The samples shall be placed in sachets bearing the following information-s› 
- Official quality control and certification authority or accredited private 

body of the Member State; 



Name of producer; 
- Species and variety; 

Category ; 
Batch number; 

- Batch weight or number of units in the batch ; 
- Treatment and products used ; 
- Sampling. date; 
- Name of agent of the official authority or accredited private body 

responsible for quality control .and certification or of the laboratory assistant. 

4$.-1. Any seed batch submitted for certification shall betested in a 
laboratory designated by the Member State or an official laboratory affiliated to 
the ISTA. 

, ' ' 

, 2. Such control shall ell1br~ce the five key .areas indicated h~relillder, These 
standards shall be defined in the annexed technical regulations as stipulated in 
Article 58 of this Regulation. 

(0) Analytical PW;ily.-The laboratory control of analytical purity shall 
determine. . . 

(i) The composition ofthe analysed sample; and 

(ii) The identity of seed species and inert particles that constitute the sample. 

(b) WoteJ: Content.-c-Tne laboratory control of water content shall seek to 
, determine seed moisture content using appropriate methodology: 

. . .. . 

(c) Germination .Test.s-: The germination test shall seek to determine the 
germinative ~alue of the seeds for sowing.in farm and provide’ data.for comparison 
of different seed batches between them. 

(d) Health.Status.Test=: The health status test.shall determine.the hearth of 
a seed sampJe through’ examination to detect.diseases. caused, by organisms such 
as fungi; bacteria and viruses as well as animal.parasites-including nematodes and., 
insects. ’ 

( e) Varietal Purity=- The. laboratory control of varietalpurity shall.ascertain 
the. varietakidentity.of’a.seed batch:a~d’ compare-its varietal purity with iliat ofa ,c " 

reference sample. , ’ 
, Determination of varietal purity maybe morphological, physiolegical.cytological 
Dr chemical. ’ 

46.-1. All test results shall be indicated in a s~ed analysis report:lssued by 
the competent national seed testing laboratory of the Member State. ’ ’ 

2. A sample seed laboratory report is presented in th~ annexed Regulation ’ 
mentioned in Article 57 of this Regulation.’ ’ 

. ~ 
3. For this purpose of seed ’trade in’ Member States; an l~tematicinal Seed 

, Analysis Certificate ’is also issued to the national seed testing laboratory of the 
Member State in accordance with the applicable rules ofthe ISTA. 
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47.-1. A posteriori control shall be carried out ati.er certification, on a 
reference sample of seeds of all categories. Such control may extend to parent 
material and pre-basic seeds in the event of a dispute or complaint. 

2. With regard to pre-basic and basic seeds, the outcomes of such control 
shall enable to confirm or modify the classification of remaining seed batches 
and the progeny of controlled batches. 

3. The sample used for quality control shall be taken in accordance with 
ISTA standards and conserved by the official quality control and certification 
authority or nay other accredited private body of the Member State. 

4. A posteriori control shall be conducted in accordance with a protocol 
established by the quality control and certification authority in collaboration with 
the national research institutions concerned. 

5. Quality control during seed marketing shall be carried out by agents of 
the official quality control and certification authority or any other accredited 
private entity and agents of the Ministry of Trade. 

CHAPTER XI-CONDITIUNING 

48. Seeds presented for certification shall be treated in a seed conditioning 
plant accredited by the official quality control and certification authority of the 
Men~ber Slate in which they have been provided. 

49. Seed cleaning lines in accredited conditioning plants shall use at least 
one set of three-grid sieve, with top, middle and bottom sieves, selected according 
to the species to be conditioned. 

50.: The conditioning facilities shall be leaned after every use to avoid 
accidental mix ups.. . 

CHAPTER XII-PACKAGING 

51. The type of packaging used shall be those authorised in each Member 
State. The packaging shall be clean, resistant and to ensure proper seed protection 
and viability. 

52.-1. All producers shall mark the packaging of their seeds. 

2. The package markings shall be indicated in clear and easily legible print› 

(a) name and address of the producer or distributor; 

(b) logo or trade name, where it exist; . . . 

(c) name of the species and of the variety as listed inthe WACPSV; 

. (d) category, generation and production cycle; . 

(e) net weight; 

if) certification label; and 

(g) name of the product used for treatment 



CiIAI'TLR XI I I-SI'I.rITIN(j - REI't\CKACiING 

53. Where seed batches have been assembled and labelled, any subsequent 
spl iuing and/or repackaging shall be undertaken in the presence of agents of the 
quality control and certification authority. failing which the seed batches concerned 
shall be rejected. 

54. In the case of spliu ing and/or repackaging. the new labels shall bear the 
same particulars as the original labels, with additional information indicating that 
the batch has been repackaged. 

CiIAI'TI:I( XIV-SToR,\(iE 

55.- I. A II seed storage facil ities must have an appropriate temperature and 
humidity. They shall be kept tidy and well ventilated [0 ensure effective seed 
conservation. 

2. Storage facilities must also be regularly disinfected. 

56. Seed bags shall be placed on duckboards or pallets. They must not be 
laid down on the ground or be kept in contact with walls. Seeds batches shall be 
arranged in a way to create a passage between piles of seeds to facilitate control 
and sampling. 

CiIAPTER XV-MOJ)t\I.lTlES 

57. An implementing Regulation of the -Cornrniss ion shall define the 
administrative documents template to be used-for seed quality control in Member 
States. 

58’; An implementing Regulation of the Commission related to the annexed 
technicalregulations shall complement the modalities of seed quality certification 
and control in’ the Member States. 

SECTION III: SEED CERTIFICATION 

CJ-IMTER XVI--CERTIFlcATloN, ,EI.I.(iIHII.ITY CONDITIONS AND CERTIFICATION FEE 

59. All plant seed produced for the purpose of marketing shall be certified 
in accordance with the provisions of C.e Regulation and its’ implementing 
Regulations. 

60. Certificate shall be applicable only to seed batches from farms regularly 
eligible for control and for varieties listed in WACPSV. 

61.-1. Any service in respect of certification, be it for control in the field 
or in laboratory, shall be subject to collection of a certification fee. 

2. A certification fee shall be collected by the official service or any other 
quality control and certification body at the time of certification labels issuance 
or laboratory reports 

3. The fee, payment modalities and the conditions for allocation of proceeds 
shall be determined by each Member State. 
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. C1IAI'TI:R XVII-LIIBELLING 

62.-1. Any packaging containing certified seeds shall bear a certification 
label issued by the official quality control and certification authority or body. The 
certification label shall be different from the seed producer’s label in accordance 
with Article 52 of this Reputation. 

2. The official service or body responsible for quality control and 
certification shall have the sole authority to print, distribute and affix official 
certification labels. This responsibility may, however, be delegated to an accredited’ 
pri vate body. 

3. Certification labels shall be affixed in a way to ensure inviolability of the 
package. 

4. A certification label identical to that affixed to the package shall be 
placed inside the said package, where such package does not bear printed 
specifications of the seed batch. 

5. The certification labels sample is listed in the implement ing Regulation 
as stipulated in Article 57 of this regulation. 

63. The colours of certification labels shall depend on seed category. The 
authorised colours shall be : 

(CI) white with diagonal stripes- for parent material and pre-basic seeds; 

(b) white for basic seeds; 

(c) blue for "RI" or first generation certified seeds; and 

(d) red for "R2" or second generation seeds and "Fi" hybrid seeds. 

64.-1. The top side of certification labels shall bear the following 
indications- 

(0) Name of species, followed whereappropriate by cropping suitability or 
varietal type \; for exar-ple-> 

Specie: rainfed rice or irrigated rice; 

. Hybrid maize or composite maize; 

(b) Name of variety as listed i~ ACPSV; 

(c) Batch number; 

(d) Size; 

(e) Minimum germination capacity; 

(f) Year and month of harvest; 

(g) !"1inimum genetic purity; 

(h) Weight; 
(i) Reference to this Regulation ; 

. v} Name of official quality control and certification service or body. 



2. The seal of the official quality control and certification authority or 
accredited private body of the country in which the seed was produced, shall be 
used as a guarantee of the authenticity of .he certification label. 

3. The back side of the certification label shall bear no annotation. 

4. The number of certification labels shall be strictly limited to the number 
of units that make Lip each certified batch. 

65.-1. Where a seed batch has been declassified or rejected after testing, 
for non-compliance with the set standards, all certification labels already issued 
shall be withdrawn and recovered by the ofticial quality control and certification 
service or any other accredited private body at the request of any person wishing 
to Lise the batch in question. 

2. A certification attestation template is listed in the implementing Regulation 
mentioned in Article 57 of this regulation. 

CHAPTER XIX--':'ExEMPTIONS 

67.--{a) Authorization of non-conforming pre-basic and basic seeds.• 
The official authority or any other accredited private body responsible for quality 
control and certification may exceptionally issue certification labels for pre-basic 
or basic seeds, which germinating capacity falls below the required standards. In 
such case, the real germinating capacity shall be indicated on the label. 

(b) Authorization of non-conformingseeds.- The official authority or any 
other accredited private body responsible for quality control and certification 
may exceptionally issue,. in. case of an. emergency and/or for dormant seeds, 
certification labels for non-conforming-seedbatches, after a rapid preliminary . 
evaluationiof viabil ity-through a. biochemical process. ’ . 

CHAPTER XX-CARRV- .. ,yER SEED Bj\TCliES 

68.-1. Certified seedbatchesshall be considered as carry-over batches 
. counting from the starting date’ of the new planting season following the harvest 
season. Such’ batches shall be: declared to the official. quality control and 
certification authority or any other accredited private’ body .. 

2. Such seed batches shall be examined to ascertain germinating capacity 
by the national laboratory of the Member State or any other laboratory dully 
accredited. Labels of non-conforming batches shall be withdrawn. 

, ' 

CHAPTER XXI-M UTUAL. RECOGNITION 

. 69. Seeds certified by an authorised service of a Member State in accordance 
with the provisions of this Regulation and its implementing Regulations shall be 
recognised as such by all other Member Ltates. 
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SECTIO]\ IV: SEED MARKETING 

OIAl'TEH XXII- MARKETING By PRODUCER-DISTRIBUTORS AND DISTRIBUTORS 

70. Only seeds registered in the West African Catalogue of Plant Species 
and Varieties shall be marketed in the sub-region. 

Accreditation. 71--1. The marketing of seeds by producer-distributors and distributors 
shall be subject to official accreditation. 

2. Such accreditation shall be renewable every three years at the holder’s 
request. 

3. The criteria lor accreditation shall he determined by each Member State 
in accordance with the provisions olIhe Regulation. 
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72. /\11 seed producers-distributors and distributors shall keep detailed account 
of stock entries Lind withdrawals in LI ledger that shall be available for checking 
and inspection at all times by the official qual ity control and certification authority 
or any other accredited private body, and by the competent authorities of the 
Ministry of Trade. 

73.-1. All storage facilities for seed marketing must have appropriate 
temperature and humidity levels. They shall be kept tidy and well ventilated for 
effective seed conservation. 

2. The storage facilities shall also be regularly disinfected. 

74. Seed bags shall be placed on duckboards or pallets. They must not be, 
laid down on the ground or be kept in contact with walls. Seeds batches shall be 
arranged in a way to create a passage between piles of seeds to facilitate control 
and sampling. 

75. Seeds shall be transported in conditions that maintain their intrinsic 
quality. 

OIAI'IEIl XXIII- EXI'ORI-IMI'OIU 

76.-1. Without prejudice to Community regulations on external trade, .the 
import and export of conventional seeds shall be subject to prior declaration to 
the official quality control and certification authority or body: 

2. The importer or exporter shall provide the following information regarding 
the seed batch- 

- Individual or corporate name; 
- Name and address of consignee or supplier; 
- Species and variety as registered in the WACPSV ; 
- Category and generation; 
- Ba tch num her; 



- Declared batch weight; 
- Number or packages ; 
- Unit weight or packages; 
- Number of labels specifying first and last figures; and 
- Chemical treatment with the name of active ingredients used. 

3. The import and export ofunconveruional seeds shall be governed by the 
legislation applicable in the Member States. 

77. Member States’ national seed testing laboratories accredited by the ISTA 
shall be authorised to issue an International Certificate where this is required. 

78.--1. All seed export and import shall be accompanied by a phytosanitary 
certi ficate issued by the national service or agency responsible for plant protection 
in the seed country or origin. 

2. For the purpose of issuance of phytosanitary certificate, Member States 
shall periodically conduct surveys and exchange information with a view to drawing 
up comprehensive inventories of existing pests in the respective States. 

3. Such inventories shall aim at updating the list or quarantine and non› 
quarantine pests. 

4. The list of quarantine and non-quarantine pests and the modalities of 
seed phytosanitary control drawn up for the purpose of inter and intra-Community 
trade shall be determined by ECOWAS Commission. 

79. Exchange of plant material among Member States for scienti tic research 
shall not be affected by the provisions of Article 76 of this Regulation. However,’ 
a phytosanitary certificate shall-be required. 

80.-1·. Any imported or exported seed’ batch that arouses suspicion of 
fraud-or falsi fication shall be considered as dubious and’ ternporari Iy impounded: 

2. A. sample. thereof shall’ be taken by the official quality control and 
certification authority’ or any otheraccreditedprivate body and transmitted.to the 
natiorral’seed testing laboratory for. investigation offraud and falsification. Where 
the results tail 10' match the specifications on. the documents accompanying- the, 
seeds, the seed batch hall be seized by agents or officers of the crimina I. pol ice or 
sworn in agents of Customs and plant protection. Thus, the use of such batch 
shall not be authorised; and labels shari be-withdrawn and destroyed .. 

81.-1. Any batch transmitting through the territory of a Member State 
shall be declared to the official quality controland certification authority or any 
other accredited private body by the individual or corporate entity responsible tor 
the transit. 

2. Information concerning the consignee and the .country of destination 
shal! be communicated to-the official quality control and certification authority or 
any other accredited private body and to the official plant protection services by 
the aforementioned individual or: corporate entity. 
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3. Transiting batches shall be accompanied by a phyrosanitary certificate 

indicating the source and destination of [he seeds. The concerned batches shall 
not be subject to quality control in the transit countries. 

SECTION V: SANCTIONS 

Sanctions for 82.-1. The following shall constitute breaches or the provisions of this 
Infringement. Regulation and its implementing Regulations. 

(0) production of seeds without professional card; 

(h) marketing of seeds without accreditation; 

(c) misleading information on seed labelling, wilful modification or alteration 
of labelling and the use of any trickery to mislead third parties regarding seed 
qual ity ; 

(d) distribution, for animal or human consumption, of seeds treated with 
substances harmful to human or animal health and, thus, unfit for consumption; 

(e) failure to keep proper ledger as laid down in Article 73 of the Regulation; 

(/) import or export of conventional seeds without prior declaration; 

(g) import or export of unconventional seeds contrary to the applicable 
legislation; 

(/7) obstruction of official inspection or control activities; 

(i) non-compliance with the conditions of admission for control; and 

(i) fraud or attempted fraud in the use or marketing of seeds transiting 
through Member States. 

2·. Member States shall take all appropriate measures to impose sanctions : 
for any breach of the provisions of the Regulation. 

83.-1. Member States shall draw Lip a list of agents authorised to carry 
pout compliance verifications. 
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2. The agents shall be granted the power to inspect and investigate to 
enable them to, among other things- 

(u) enter the professional premises including compounds and buildings meant 
for seed distribution as well as seed warehouses, storeroom and other storage 
places and depots; 

(h) access request submission to them on any’ document related to seed 
producers and seed distributors activities; 

(c) inspect facilities, sites. works. vehicles, devices and tools used in seed 
related activities; and 

(d) collect samples and ensure the validity of these samples and leave open 
the possibility of alternative evaluation. 

3. Inspections during seed production and marketing shall be carried out in 
the presence of the producer and the distributor or their representative. 



SECTION VI: GUARANTESS FOR PERSONS SUBJECT 
TO CONTROL AND FOR DISTRIBUTORS 

84. Individuals or corporate bodies subject to compliance control and 
inspection at all stages of seed production, certification and marketing shall be 
granted the following guarantees- 

(0) confidentiality of the information they provide, since the authorised 
individuals or corporate bodies are bound by professional secrecy; 

(h) Representatives of samples used as basis for contested administrative 
measures; 

(c) Right to resort to alternative opinion and to lodge an appeal according to 
appl icable procedures; 

(d) Right to be present or be represented during control exercise; 

( e) Right to request disclosure of documents such as noti ficution of measures 
taken against them, grounds for such decision, receipts for sampling and seed 
seizure reports, ; laboratory test results, their statements and any other document 
that inform the decisions that affect them. 

SECTION VII: MISCELLANEOUS PROVISIONS 

85. To further its activities, WACPSV may be open to the sub-regional 
institutions operating in the seed sector. Specific Conventions shall define the 
modalities of such opening. 

ARTICI.E 86. Seed quality control, certification and marketing activities w.ithin 
the community shall be carried out.inaccordance with applicable.ECOWAS texts. 

SECTION VIII: FINAL PROVISIONS 

87. This Regulation shall-be published by the Commission in the. Official 
Journal of the Community within thirty. (30) days following signature by the 
Chairpersonof tlie Council of Ministers. It.shall also be-published inthe Member 
States’ Official Gazette .within the.same. time. frame: 

88. This Regulation shall enter into force. upon its publication. 

DONE in ABUJA, this 181'11 DAY OF May, 2008. 

H.E. MRS. MINAli\ SAMATC CCSSOUMA 

Chairperson for the Council 
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S.L No. 20 of 2013 

TRADE DISPUTES ACT, CAP. T8, 
LAWS OF THE FEDERATION OF NIGERIA (LFN), 21104 

N!ITIONI\I. UNION 01: PI:,TI{()I,I:I'~I ANI) NMlIRI\L GAS W(il( KH{S (I ST P"'fI'V) 

I\ND 

ETCO Nll;toRI,\ LIMITEI) (21’11) PARTY) 

CONFlRMATIONOF IAPAWARD2013 

Pursu.uu to the provisions or Section I ~(4) or the Tracie Disputes Act, Cap. T8, 
LIIVS or the Federation of Nigeria (LFN) 2004. the Industrial Arbitration Panel Award 
scr out ill lite Schedule hcrcto.Iius been confirmed by mc.fhe Hououruble Minixtcrof 
Labour and Productivity and shall have effect as so confirmed in accordance with 
those provisions. 

SCHEDULE 

N(//I/('IJ( 

Arhitmti;,11 
Parties iu Dispute Terms ofAwon! 

III d II, I ria I 
A rhi t ra t i () I] 
Pane]. 

National Union or 
Petroleum and Natural 
Gas Workers (NUPENG) 
( I xt Party) and ETCO 
Nigeria Limited (2nd 
Party). 

"For the avoidance of doubt. the 
Tribunal awards as follows :- 

i That ETCO Nigeria Limited should 
pay the workers listed in I st Party' s 
Annexure J their [inul entitlements in 
accordance with the Collective 
Bargaining Agreement dated II th 
November. :W I 0". 

1) t, :'1'.1) at Ahuja. this 12th clay of .JUllC, 201] . 

. 0’111:1: EMEKtI Woou, CON 
Honourab!c Minister o] Labour and Productivitv 

.l. 

EXPLANATORY NO'I'E 
(This note does not form part (~!' the a/Jove notice but is intended 

to explain its purport) 

This Notice confirms the Award made by tile Industrial Arbitration Panel ill 
respect of the trade dispute which uroxe between the National Union or Petroleum unci 
Natural (;;1:; Workers (NUPENG) (1 st Party) and ETCO Nigeria Limited (2nd Party), 
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